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Introduction

This contribution discusses three open issues in the NBIFOM work and proposes a way forward for each: 
1.
PCC aspects of UE-initiated NBIFOM

2.
What access to use to carry Routing Rules; target access or source access?

3. 
How handle trusted WLAN with Single-Connection Mode?
1.
Discussion
1.1 PCC aspects of UE-initiated NBIFOM

It has been agreed that at least for NW-initiated NBIFOM, the access information per IP flow is provided from PCRF to PGW as part of the PCC Rules. This allows the PGW to make bearer binding of the PCC Rule to an appropriate bearer (with suitable QCI/ARP as per normal bearer binding) and appropriate access leg (as per the access type in the PCC Rule). 

For UE-initiated NBIFOM requests, it has also been agreed that PGW can provide the PCRF with notifications of UE requests for IP flow mapping to an Access Type. This allows the PCRF to make a policy decision of the UE request. The PCRF may e.g. decide to accept or reject the request and, if accepted, select suitable PCC Rule parameters to be used for the IP flow in the requested access type (e.g. Charging Key, Monitoring Key etc). In order to do this the PCRF needs to analyse the received routing information and map it to corresponding PCC Rules that are provided to PGW. The PGW then makes bearer binding of the PCC Rule in the same way as for NW-initiated NBIFOM. 

A call flow describing this procedure is already included in the TR 23.861, clause 7.7.3.1.4.4.

Conclusion: For UE-initiated NBIFOM, the PCRF analyses the received information (UE requested IP flow mapping to an Access Type), makes a policy decision and provides PCC rules to the PGW with corresponding Access Type values.
1.2 What access is used to carry Routing Rules?

One aspect that has been discussed back and forth is whether to always use the target access to carry routing rules or to leave the choice of access open to implementations. 
For NW-initiated NBIFOM there are a number of advantages to send routing rules from PGW to the UE over target access:

1.
The IP flow mobility may be associated with a bearer creation/update, e.g. in case the IP flow is carried over a dedicated bearer. In this case the PGW can “piggy-back” the NBIFOM request with the bearer update procedure and get a single acknowledgement that (1) the UE accepts the NBIFOM request and (2) the bearer update/creation is successful. In case the NBIFOM request is instead sent via source access, this would require separate bearer updates in target access and it may result in a complex error handling in case the IP Flow handover (signalled in source access) is accepted but the bearer update (signalled via target access) fails. It would also risk introducing inconsistent QoS and charging in case e.g. a routing rule is installed some time before or after the PCC rule and bearer has been updated. 
2.
Existing procedures can be re-used to a larger extent. For example, for NW-initiated NBIFOIM when PGW makes bearer binding of the PCC Rule containing the access information, the PGW will bind the PCC Rule to a suitable bearer in the target access. As per normal bearer binding procedures, the new/updated PCC Rule may trigger bearer operations for that bearer. Another example is UE-initiated NBIFOM where UE requested bearer resource modification procedure can be re-used to provide routing rules to the NW and update the bearer in target access.
3.
Sending the NBIFOM request in target access gives an early indication that target access is good enough for sending traffic. 
4.
Sending the NBIFOM request in target access is more aligned with regular per-PDN-Connection handover where the handover attach is done in target access and, if successful, resources that are no longer needed in source access are afterwards removed.

For UE-initiated NBIFOM the benefits of using target are not as clear however. In this case the UE makes a NBIFOM request and as described in section 1.1 above, the PCRF is informed about the UE request.  This may then result in new/updated PCC Rules that will be bound to a bearer in the target access, possibly resulting in bearer operations for the bearer in target access. Combining the bearer update with the routing rule signalling does not seem feasible in this case. Items 3 and 4 above are however still relevant for UE-initiated NBIFOM.
Not that with SCM, providing the routing rule over target access is not possible unless EAP re-authentication is enhanced to carry routing rules. This is however not a desirable solution. SCM will be further discussed in next section.

Conclusion/Proposal: When MCM/S2a and S2b are used, the routing rule is carried via the target access and the corresponding bearer update for the IP flow may be combined in the same procedure. 

1.3 How handle NBIFOM and SCM?
One open issue in the NBIFOM work is how to handle Trusted WLAN when Single Connection Mode (SCM) is used. Two alternatives have been discussed: 
· Alt 1: All routing rule updates are signalled via 3GPP access

· Alt 2: Routing Rules may be signalled via either 3GPP access or WLAN/SCM. Re-authentication signalling (EAP, AAA protocols) are used to carry the Routing Rule updates to/from the UE.

Alternative 2 is a complex solution where re-authentication procedures need to be invoked whenever routing rules are to be updated over WLAN. This has a lot of signalling overhead, takes time and puts load on the 3GPP AAA Server for a feature that is not related to authentication, authorization or accounting. 

Alternative 1 however has an open issue for how to handle the case when 3GPP coverage is lost or the 3GPP access cannot be used for other reasons. It also does not allow the principles of using target access to carry routing rules as discussed in the previous section, which may result in that new procedures are defined for providing routing rules via source access bringing some of the drawbacks identified in section 1.1. 

One possibility is that SA2 decides to leave SCM support out of NBIFOM, at least for rel-13. NBIFOM would still be supported using MCM over trusted WLAN and S2a. This would simplify the overall solution and may speed up progress on the NBIFOM work item. 
Conclusion/Proposal: Limit NBIFOM support for trusted WLAN in rel-13 to scenarios where MCM is supported. 
Proposal

It is proposed to update TR 23.861 as described below

**** First Change ****

7.3.2
Solution A: Control Plane signalling solution

The solution described here leverage control plane signalling to support UE-initiated and Network-initiated NBIFOM mobility. The control plane signalling transports the routing rules, coordinates the operation between the UE-initiated and Network-initiated if both operations are initiated simultaneously and resolves any conflicts, if necessary.

The key design aspects are:

A.
Leveraging PCO to support NBIFOM capability discovery and negotiation during the UE's initial attach.

B.
Intermediate nodes (e.g. MME, SGW, SGSN, TWAG etc.) are enhanced to notify PGW in a separate signalling IE for their support of NBIFOM irrespective the UE requests NBIFOM feature during its initial attach.

C.
Transporting routing rule in a separate bearer control procedure and not to piggy back on the initial attach procedure for the case of MCM.

Open Issue#1: It is FFS to decide if routing rule can be included when adding additional access. If no routing rules are signalled when adding an access to a PDN Connection, it needs to be clarified if/how the UE and NW agree on what access is the default access. In any case, the UE and NW may exchange routing rules using a separate procedure immediately after addition of an access.

D.
The access can be added to a multi-access PDN connection without an associated routing rule. The absence of routing rule on a given access (i.e. 3GPP or WLAN) does not imply the removal of such access for a multi-access PDN connection.

In addition to the open issues above, the following are the additional open issues that need to be addressed:

Open Issue#3: How should the routing rules be transported and represented? i.e.

-
Should the routing rules as part of the PCC rules which are agnostic to the access type? In other words, should the routing rules be specific to a given access type (i.e. 3GPP vs. WiFi access)?

-
How much the routing rules concept from DSMIP IFOM can be applied to NBIFOM?

-
How would the routing rules be transported over the Gx (i.e. should it be logically separated from the PCC rules)?

-
Note that the terminology used in this solution description needs to be aligned with the conclusion to this open issue.

Issue#4: In the case of SCM,

-
how should the routing rule be conveyed for network-initiated NBIFOM if EAP is used, and how should the other side "reject" the routing rule?

-
how should the routing rule be updated when SCM is used and the 3GPP access is not available, and if so how this is done

-
once the UE has successfully attached, what subsequent EAP message can be used for the UE-initiated NBIFOM to provide the new routing rule?
The resolution to this issue is captured in clause 9.2
Open Issue#5: It is FFS on the signalling procedures for the support of the co-existence handling of UE-initiated and Network-initiated.

Open Issue#6: It is FFS on the co-existence support for network-initiated IP flow mobility and ANDSF.

Open Issue #7: It is FFS how intra-3GPP access mobility to a target MME/SGSN not supporting NBIFOM is handled, or whether it can be assumed that all MME/SGSN support of NBIFOM. (Note that inter-TWAG mobility is not supported as per eSaMOG solution in TS 23.402 [2]). If intra-3GPP access mobility to a target MME/SGSN not supporting NBIFOM is supported, it is e.g. FFS how the PDN GW discovers at an inter-MME or inter-SGSN mobility whether the new serving node supports NBIFOM:

-
to send NBIFOM related indication to PCRF during IP-CAN Session Modification procedure.

-
to receive Routing Rules from PCRF and send to Serving GW/TWAN via GTP message.

**** Next Change ****

7.3.2.1.4
Delivery of routing rules
The following principles are applied for routing rule delivery in this solution:

-
The PCRF triggers an update of a routing rule and sends this to the PDN GW by an IP-CAN Session Modification procedure. The PDN GW does not apply these new routing rules until the UE has acknowledged them.

-
The UE triggers an update of a routing rule and sends this to the PDN GW. The UE does not apply these new routing rules until the PDN GW has acknowledged them.

-
For NBIFOM mobility signalling via 3GPP access, the routing rules are sent by the PDN GW to S-GW and the MME/SGSN via GTP-C/PMIP and further to the UE via the 3GPP access specific signalling (i.e. NAS) procedure, the PDN GW initiated bearer modification procedure (i.e. Attach Response, Activate Default EPS Bearer Context etc.), as defined in TS 23.401 [8].

-
For NBIFOM mobility signalling via TWAN access in MCM, the routing rules are sent by the PDN GW to the TWAG via S2a and then to the UE via WLCP signalling over trusted TWAN as defined in TS 23.402 [2], clause 16. A new WLCP procedure is defined to provide routing rules to the UE.
- 
NBIFOM is not supported for trusted WLAN access with Single Connection Mode.
-
If the PDN GW receives a PCC rule update from the PCRF with access routing information, and the corresponding PDN connection is routed over both 3GPP and TWAN access in MCM, then the PDN GW sends the routing rules to the UE via the access indicated in the PCC Rule.


-
For UE-initiated NBIFOM, if the PDN connection is routed over both 3GPP and TWAN access in MCM, then the UE sends the routing rules via the access contained in the routing rule (the 3GPP or the TWAN access). .

-
If updated routing rules result in that no IP flows left for a particular access, the PDN GW should not release the PDN connection for that particular access unless the PDN connection is explicitly torn down by the UE or by the network as described in TS 23.261 [13], clause 5.5. The PDN GW may initiate either a bearer modification or bearer release procedure.

**** Next Change ****
7.3.2.3.3.2
Network-initiated IP flow mobility with Routing Rules signalled via 3GPP access
Editor's note:
Two alternative descriptions are documented below. One of the alternatives is to be selected.

Alternative #1:

In the following signalling flow, the PDN GW moves one or more IP flow(s) from WLAN to 3GPP access. The routing rule is sent via 3GPP access in this case.

The PCRF provides the routing rules to the PDN GW. The PDN GW sends the routing rules to the UE through 3GPP access.
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Figure 7.3.2.3.3.2.1-1: IP flow mobility within a PDN connection initiated by Network (routing rules transmitted over 3GPP access)

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF in the VPLMN forwards messages between PDN GW and hPCRF.

1.
The UE is attached to the PDN GW via E-UTRAN and TWAN simultaneously.

2.
The PCRF decides to update the routing rules. This may be triggered by the changes of the UE's SDFs or the changes of the access networks that the UE is using. The PCRF updates the routing rules for the UE.

3.
The PCRF sends a Policy and Charging Rules Provision message including the routing rules to the PDN GW.

4-5.
The PDN GW sends to the SGW an Update Bearer Request or an Update Notification (as specified in RFC 7077) which includes the new routing rules. The SGW forwards the information to the MME via Update Bearer Request.

6.
The MME sends the routing rule to the UE via NAS signalling .

7.
The UE may decide to accept or reject the Routing Rules. The UE sends the accepted routing rules to the MME via NAS signalling.

8-9.
The MME returns an Update Bearer Response message to the SGW. The message includes the routing rules accepted by the UE. The MME forwards the information to the SGW via Update Bearer Response/Update Notification Acknowledgment (as specified in RFC 7077 [15]).

10.
The PDN GW returns an Acknowledge Policy and Charging Rules Provision message to the PCRF. The message may include the routing rules accepted by the UE.

Alternative #2:

In the following signalling flow, the PDN GW moves one or more IP flow(s) from WLAN to 3GPP access. The routing rule is sent via 3GPP access in this case.
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Figure 7.3.2.3.3.2.2-1: Network-initiated IP flow mobility within a PDN connection via 3GPP access using GTP

1.
The UE is connected simultaneously to 3GPP and TWAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF provides some Routing Rule to the PDN GW during IP-CAN modification procedure.

Editor's note:
For network-initiated NBIFOM, it is FFS to determine how to provide routing rules with filters and access type for an IP flow over Gx. e.g. should it be part of the PCC rule or not?
3.
The PDN GW decides to move one or more IP flows based on the received Routing Rule. The PDN GW sends the Routing Rules within Create/ Update/Delete Bearer Request to the MME via the Serving GW.

4.
The dedicated bearer activation or bearer modification or dedicated bearer deactivation procedure between the MME and the UE is performed as described in TS 23.401 [8]. The UE may decide to accept or reject the Routing Rules. The UE applies the accepted routing rules and acknowledges the applied rules in the message sent to the MME.

5.
The MME sends Create/Update/Delete Bearer Response indicating the accepted Routing Rules to the PDN GW via the Serving GW.

6. The PDN GW indicates to the PCRF whether the Routing Rule could be enforced or not. This corresponds to the completion of the PCEF-initiated IP‑CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP‑CAN bearer signalling.

7.
Appropriate TWAN resource release/modification procedures are executed for the resources associated with the flows that were removed in the TWAN access as described in TS 23.402 [2].

Editor's note:
How the UE rejects the Routing Rules during this procedure is FFS.
**** Next Change ****

7.3.2.3.3.3
Network-initiated IP flow mobility with Routing Rules signalled via trusted WLAN access
7.3.2.3.3.3.1
Single-connection mode

Editor's note:
It is FFS on how to support the routing rule transport when SCM is used. The alternative is either transporting it over 3GPP access as described in clause 7.3.2.3.3.2 or over WLAN/SCM using extended EAP protocols as described in this clause.

In the following signalling flow, the PDN GW moves one or more IP flow(s) from 3GPP access to WLAN. The routing rule is sent via WLAN in this case.

PCRF makes out the routing rules and sends the routing rules to the PDN GW. The PDN GW sends the routing rules to the TWAN. The TWAN sends the routing rules to the UE via the 3GPP AAA Server.
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Figure 7.3.2.3.3.3.1-1: IP flow mobility within a PDN connection initiated by Network (routing rules transmitted via TWAN when using SCM)

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF in the VPLMN forwards messages between PDN GW and hPCRF. In the Home Routed Roaming and Local Breakout cases, the 3GPP AAA Proxy serves as an intermediary between the TWAN and the 3GPP AAA Server in the HPLMN. In the Non-Roaming and Home Routed Roaming cases, the vPCRF is not involved. In the Non-Roaming case, 3GPP AAA Proxy is not involved.

1.
The UE is attached to the PDN GW via E-UTRAN and TWAN simultaneously.

2.
The PCRF decides to update the routing rules. This may be triggered by the changes of the UE's SDFs or the changes of the access networks that the UE is using. The PCRF makes out the updated routing rules of the UE.

3.
The PCRF sends a Policy and Charging Rules Provision message including the routing rules to the PDN GW.

4.
The PDN GW sends an Update Bearer Request message to the TWAN. The PDN GW includes the routing rules received from the PCRF in the message.

5.
When the TWAN receives the routing rules from the PDN GW and the TWAN finds out that the UE is using SCM to connect to EPC, the TWAN sends the routing rules received from the PDN GW to the 3GPP AAA Server.

6.
When the 3GPP AAA Server receives the routing rules from TWAN, the 3GPP AAA Server initiates the Re-Authorization and Re-Authentication procedure to send the routing rules to the UE. When the UE receives the routing rules, the UE decides routing rules can be accepted based on the state of the connected access networks, the characters of the current IP flows, local policies (e.g. ANDSF policy, RAN rules) and user preference. The UE sends the accepted routing rules to the 3GPP AAA Server in the procedure. The 3GPP AAA Server sends the routing rules accepted by the UE to the TWAN.

Editor's note:
How to send the routing rules via the Re-Authorization and Re-Authentication procedure is FFS.

Editor's note:
The delay to transmit the routing rules via the Re-Authorization and Re-Authentication procedure is FFS.

7.
The TWAN returns an Update Bearer Response message to the PDN GW. The message includes the routing rules accepted by the UE.

8.
The PDN GW may return an Acknowledge Policy and Charging Rules Provision message to the PCRF. The message includes the routing rules accepted by the UE.

9.
The PCRF initiates the resource release, allocation or modification procedure in 3GPP access and/or TWAN based on the routing rules accepted by the UE. If the UE doesn't accept any of the routing rules, step 10 is skipped.

Editor's note:
It is FFS for more detailed solution for 3GPP-based approach for routing rules transport.

7.3.2.3.3.3.2
Multi-connection mode

In the following signalling flow, the PDN GW moves one or more IP flow(s) from 3GPP access to WLAN by updating the routing rules via GTP and WLCP procedures. The routing rule is sent via TWAN access in this case.
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Figure 7.3.2.3.3.3.2-1: Network-initiated IP flow mobility within a PDN connection over TWAN access using GTP

1.
The UE is connected simultaneously to 3GPP and TWAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF may provide Routing Rules to the PDN GW during IP-CAN modification procedure.

3.
The PDN GW decides to move one or more IP flows based on the received Routing Policy. The PDN GW sends the Routing Rules within Create/Update/Delete Bearer Request to the TWAN.

Editor's note:
For network-initiated NBIFOM, it is FFS to determine how to provide routing rules with filters and access type for a flow over Gx. e.g. Should the routing rule be part of the PCC rule or not?

4.
The TWAN sends a new WLCP NBIFOM Request message to the UE, including the Routing Rules.

5.
The UE may decide to accept or reject the Routing Rules. The UE applies the accepted routing rules and acknowledges the applied rules in a new WLCP NBIFOM Response message to the TWAN.

6.
The TWAN sends Create/Update/Delete Bearer Response to the PDN GW.

7.
The PDN GW indicates to the PCRF whether the Routing Rules could be enforced or not. This corresponds to the completion of the PCEF-initiated IP‑CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP‑CAN bearer signalling.

8.
Appropriate 3GPP resource establishment/release/modification procedures are executed for the resources associated with the flows that were removed/added in the 3GPP access as described in TS 23.401 [8].

Editor's note:
How the UE rejects the Routing Rules during this procedure is FFS.

**** Next Change ****

9.2
Conclusion of NBIFOM

Editor's note:
This clause will contain a conclusion on each candidate solution which supports NBIFOM.

The following working assumptions have been agreed for the normative work of NBIFOM:
1.
Over 3GPP access and TWAN PCO is used to support NBIFOM capability discovery and negotiation between UE and PGW during the UE's initial attach. Other network entities (MME/SGW/TWAG/ePDG) indicate their capability via other mechanisms.

Editor's note:
The mechanism used in S2b case is FFS.

2.
When PCC is deployed and supports NBIFOM, the PCRF provides the PGW with Access information which is part of PCC rules. The Access information corresponds to rules about the access over which to route some traffic. 

3.
In case of network initiated NBIFOM, the PGW translates Access information into Routing Rules for use between the UE and the PGW. In case of UE initiated NBIFOM, the PGW can provide the PCRF with notifications of UE requests for IP flow mapping to an Access Type. The PCRF analyses the received information (requested IP flow mapping to an Access Type), makes a policy decision and provides PCC rules to the PGW with corresponding Access Type values.

4.
For a multi-Access PDN Connection, when GTP applies there is one default bearer for each access.

5.
For a multi Access PDN connection there is always a default access.

Editor's note:
The determination of the default access is FFS.

6.
An access can be added to a multi-access PDN connection without any associated routing rule. The absence of routing rule associated with a given access (i.e. 3GPP or WLAN) does not imply the removal of such access for a multi-access PDN connection.
7.
NBIFOM over trusted WLAN with S2a assumes Multi-Connection Mode. NBIFOM is not supported when Single-Connection Mode is used. 
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