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Abstract of the contribution: This contribution is to discuss way forward of public safety services (e.g. MCPTT service) in IOPS network.
1.
Introduction

In the last SA2 #106(San Francisco), Isolated E-UTRAN operation for Public Safety(IOPS) was accepted as a study item, which covers both no backhaul to the EPC(we call normal EPC or macro EPC in this document) and limited backhaul to the EPC. Moreover, candidate solution for the public safety services in IOPS network(e.g. minimum MCPTT service in TS22.346) should be studied. 

In this contribution we propose a way forward on providing public safety services in IOPS network. 
2.
Discussion
Per the candidate IOPS network architecture, each IOPS network should have some required application servers for public safety services. That is, the service availability is mainly dependent of the capability of application server function in the IOPS network. and, due to limitation of isolated network the service are available among the UEs in the IOPS network only. Without loss of generality we may assume that the service in the IOPS network is a subset of macro public safety services.  
Therefore, it satisfies the MCPTT interoperability-related service requirements that the local application server function provides the registered UE with presence information of the same group members/UEs in the IOPS network together with supporting service capabilities. And the detail public services provided in IOPS network could be implementation-dependent as the macro network is.
Hence, we may leave standardization of the presence service to SA WG6. And we should provide the IOPS network architecture having a local public safety application server (e.g.MCPTT application server). 
 3.
Proposal

Incorporate the following changes to TR 23.797 for public safety services in IOPS network.
**************Start of First Change ****************
4.
Assumptions and Architectural Requirements
4.1
Assumptions
Editor’s note: This clause will define the underlying assumptions of the work.

4.2
Architectural Requirements
Editor’s note: This clause will define the architectural requirements based on the normative Stage 1 requirements defined in TS 22.346.

4.2.x
General Architectural Requirements

General IOPS architectural requirements include:

a) Public safety services in the IOPS network is a subset of services in the macro network. The service level can be limited by capability of local public safety application servers and/or local EPC and the services are restricted to the UEs registered in the IOPS network. Especially the IOPS network incorporates the local public safety application servers (it has possibly limited functions and capabilities than macro application servers) so that it follows the same public safety service procedures as the macro network.
Editor's Note: SA6 is in charge of standardization of presence service for MCPTT services. 
**************End of changes ****************
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