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Abstract of the contribution: Discusses the usage of PCO or APCO to negotiate NBIFOM especially in the S2b case 
1. Discussion 

It has already been concluded that “Over 3GPP access and TWAN PCO is used to support NBIFOM capability discovery and negotiation between UE and PGW during the UE's initial attach”.
Now some mechanism is needed to negotiate the support of NBIFOM between the UE and the PGW in the S2b case. 

Observation 1: From simplicity perspective, it would make sense to use the same PCO based mechanism also in S2b case, i.e. the UE and the PGW would have a unique / universal mechanism to negotiate NBIFOM, regardless of the access being used. 
On the other hand the APCO (Additional Protocol Configuration Options) has been defined to carry some of the parameters carried over PCO. It can be argued that an alternate solution to the usage of end to end PCO would be to carry NBIFOM related negotiation parameters
· Via APCO over S2b

· Via a dedicated IKE IE in IKE Configuration Payload (CFG_REQ) information that would be explicitly defined at IETF to carry the NBIFOM negotiation

So there are basically 2 solutions: using PCO end to end or using APCO with protocol translation at the ePDG.

Observation 2: Both the usage APCO and PCO require IETF IKEv2 changes, but the IKEV2 modification to carry PCO would be generic (would apply to all existing and future information that 3GPP would want to carry via PCO) while the APCO solution would require IETF specification work valid only for the specific case of NBIFOM negotiation
	Additional Protocol Configuration Options (APCO)
	CO
	If multiple authentications are supported by the ePDG, the ePDG shall include this IE on the S2b interface and perform the corresponding procedures as specified for PAP and CHAP authentication of the UE with external networks in 3GPP TS 33.402 [50].

	
	O
	If the UE requests the DNS IPv4/IPv6 address in the Configuration Payload (CFG_REQ) during the IPsec tunnel establishment procedure (as specified in 3GPP TS 33.402 [50]), and if the ePDG supports the Additional Protocol Configuration Options IE, the ePDG may include this IE over S2b interface and correspondingly set the "DNS Server IPv4/v6 Address Request" parameter as defined in 3GPP TS 24.008 [5].

	
	O
	The TWAN may include this IE on the S2a interface to retrieve additional IP configuration parameters from the PGW (e.g. DNS server) if the transparent single-connection mode is used as specified in 3GPP TS 23.402 [45].


But it has been noted that APCO is used in very specific cases:

· In case of IP parameters already defined in IETF IKE specifications (e.g. the UE requests the DNS IPv4/IPv6 address in the Configuration Payload (CFG_REQ))
· In the TWAN TSCM, which has a specific link model.

The main point that needs to be considered when using the PCO approach is the backward compatibility. To solve it following algorithm applies:
· An UE that supports NBIFOM and SWu shall support the transfer of PCO over IKEv2

· When the UE supports PCO transport over IKEv2 and needs to negotiate IP parameters whose transfer is defined over PCO (such as NBIFOM negotiation), it sends PCO in the Configuration Payload of IKEV2 at the set-up of a SWu connection with the ePDG. 

· When the ePDG has received PCO at the set-up of a SWu connection with the UE, during the life time of the SWu connection it transparently relays the PCO between S2b and SWu.

· When the ePDG has not received PCO at the set-up of a SWu connection with the UE, during the life time of the SWu connection it translates the IP parameters information between Configuration Payload of IKEV2 and APCO over S2b

2. Proposal

To update the TR as follows
---------------------------------------- First CHANGE --------------------------------------------------

7.x
Usage of PCO over S2b

In order to used to support end to end NBIFOM capability discovery and negotiation between UE and PGW, to facilitate any future transfer of information within PCO over S2b+SWu, and to take into account backward compatibility, following algorithm applies:
· An UE that supports NBIFOM and SWu shall support the transfer of PCO over IKEv2

· When the UE supports PCO transport over IKEv2 and needs to negotiate IP parameters whose transfer is defined over PCO (such as NBIFOM negotiation), it sends PCO in the Configuration Payload of IKEV2 at the set-up of a SWu connection with the ePDG. 

· When the ePDG has received PCO at the set-up of a SWu connection with the UE, during the life time of the SWu connection it transparently relays the PCO between S2b and SWu.

· When the ePDG has not received PCO at the set-up of a SWu connection with the UE, during the life time of the SWu connection it translates the IP parameters information between Configuration Payload of IKEV2 and APCO over S2b

---------------------------------------- NEXT CHANGE --------------------------------------------------

9.2
Conclusion of NBIFOM

Editor’s note:
This clause will contain a conclusion on each candidate solution which supports NBIFOM.

The following working assumptions have been agreed for the normative work of NBIFOM:
1.
Over 3GPP access , TWAN and Untrusted access PCO is used to support end to end NBIFOM capability discovery and negotiation between UE and PGW during the UE's initial attach. For the transfer of PCO over S2b + SWu the algorithm defined in § 7.x applies. Other network entities (MME/SGW/TWAG/ePDG) indicate their capability via other mechanisms.


2.
For Network initiated, when PCC is deployed and supports NBIFOM, the PCRF provides the PGW with Access information which is part of PCC rules. The Access information corresponds to rules about the access over which to route some traffic.

3.
In case of network initiated NBIFOM, the PGW translates Access information into Routing Rules for use between the UE and the PGW. In case of UE initiated NBIFOM, the PGW can provide the PCRF with notifications of UE requests for IP flow mapping to an Access Type.

4.
For a multi-Access PDN Connection, when GTP applies there is one default bearer for each access.

5.
For a multi Access PDN connection there is always a default access.

Editor’s note:
The determination of the default access is FFS.

6.
An access can be added to a multi-access PDN connection without any associated routing rule. The absence of routing rule associated with a given access (i.e. 3GPP or WLAN) does not imply the removal of such access for a multi-access PDN connection.
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