SA WG2 Temporary Document

Page 1

SA WG2 Meeting #106
S2-144690
17 - 21 November 2014, San Francisco, USA

Source:
Huawei, HiSilicon
Title:
Informing the 3rd party about potential network issues
Document for:
Approval
Agenda Item:
7.8 
Work Item / Release:
Rel-13
Abstract of the contribution: This contribution introduces the approved SEES requirement on Informing the 3rd party about potential network issues and proposes the new key issue and the solution.
Introduction
The requirement on Informing the 3rd party about potential network issues is specified in TS22.101 Section “29.2 Exposed Services and capabilities”:
The 3GPP Core Network shall be able to indicate to a 3rd party service provider when data transmissions have a risk of incapability to provide expected throughput and/or QoS in a specific area (e.g. due to forecasted high traffic load in that area). Additionally, an estimate may be given when the high traffic load is expected to be mitigated.
This paper proposes the new key issue and the solution in AESE TR23.708.
***** 1st CHANGE *****
5.X
Key Issue X – Informing the 3rd party about potential network issues
5.X.1
Description

The requirement in TS22.101 Section “29.2 Exposed Services and capabilities” specifies the requirement to inform the 3rd party about potential network issues: 
The 3GPP Core Network shall be able to indicate to a 3rd party service provider when data transmissions have a risk of incapability to provide expected throughput and/or QoS in a specific area (e.g. due to forecasted high traffic load in that area). Additionally, an estimate may be given when the high traffic load is expected to be mitigated.
The issue is to specify how to inform the 3rd party about potential network issues.
Editor's note:  The details of the network status information provided to the 3rd party are FFS. 

Editor's note:  The possibility to provide information about the potential impact of the network status on the expected throughput and/or QoS and the expected time of the impact is FFS. 

5.X.2
Requirement functionality

Service capability exposure framework should allow the 3rd party service provider to be informed about potential network issues in a specific area via:
· Request from 3rd party service provider to be continuously informed about network status changes with an optional geographic area. Continuous reporting may be requested with additional criteria such as maximum number of reports, reporting interval, report until a certain threshold is reached etc.,
· An explicit request from 3rd party service provider for network status for an individual subscriber or a group of subscribers in a geographic area,
· Request from 3rd party service provider to be informed one-time about network status with an optional geographic area.
Editor's note:  The definition of geographic area needs to identical to the description in TR 23.789.
***** 2nd CHANGE *****

6.X
Solution X: Informing the 3rd party about potential network issues
6.X.1
Description

The solution is to address key issue “informing the 3rd party about potential network issues”. The main idea is that the 3rd party AS requests notifications for potential network issues by indicating a specific area to the SCEF. The SCEF derives the RCAF(s) responsible for the specific area and subscribes to their congestion reporting. Once an RCAF reports congestion to the SCEF, the SCEF determines whether data transmissions related to the 3rd party application have a risk of incapability to provide expected throughput and/or QoS. The reporting mechanism reuses the off-path based RAN user plane congestion reporting defined for UPCON.
Editor's note:  The possibility for a direct interaction with the RAN and CN OAM systems is FFS. 

6.X.1.1
Request procedure for continuous reporting on network status changes
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Figure 6.X.1.1-1: Request procedure on potential network issues
1. The AS may send a request for notifications about potential network issues to the SCEF including information about a geographic area and an indication to start/stop notifications.

2. The SCEF authorizes the AS request for notifications about potential network issues.
3. The SCEF transfers the geographic area to a corresponding network area (e.g. TA/RA). Then the SCEF identifies the RCAF(s) responsible for this network area. The SCEF subscribes/unsubscribes to their congestion reporting by sending a request for RAN congestion reports to them including the derived network area information and an indication for subscribing/unsubscribing.
Editor's note:  How the SCEF identifies the RCAF(s) responsible for this network area is FFS.
4. If the SCEF subscribes to congestion reporting, the RCAF stores the SCEF instructions and aggregates the congestion information according to the network area information received from the SCEF. Afterwards, a response is sent to the SCEF including the current congestion level.
If the SCEF unsubscribes to congestion reporting, the RCAF removes the SCEF instructions and sends an acknowledgement as response.
5. The SCEF sends an API response to the AS including information about the current network status (e.g. congestion level or bitrate to be expected (high, medium or low)) or the acknowledgement for the stop of notifications.
Editor's note:  The details of the network status information are FFS. 

6.X.1.2
Report procedure for continuous reporting on network status changes
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Figure 6.X.1.2-1: Report procedure on potential network issues
1. The RCAF detects a change in the aggregated congestion information of a network area for which a SCEF subscribed to congestion reporting. A report on the network status is sent to this SCEF including the current congestion level.
2. The SCEF acknowledges the report to the RCAF.

3. The SCEF forwards the report on the current network status (e.g. congestion level or bitrate to be expected (high, medium or low)) to the AS.
Editor's note:  The details of the network status information are FFS. 

4. The AS acknowledges the report to the SCEF.

6.X.2
Impacts on existing nodes and functionality

6.X.2.1
Continuous reporting on network status changes
The RCAF needs to be enhanced to support subscription to congestion reporting for a network area under its control. The RCAF needs to be able to aggregate congestion information for a network area under its control.
6.X.3
Solution Evaluation

The solution is to address key issue “informing the 3rd party about potential network issues”. 
***** End of CHANGE *****
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