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Abstract of the contribution: This P-CR proposes a solution that enables the mapping of application specific groups (External Group Identifier) to the group of devices in the 3GPP network for the delivery of group messages and other group operations.
This revision (S2-144600) addresses:

· Alignment of terms to “Internal-ID” and “External-ID”;

· Consistent use of “External” instead of the abbreviation “Ext”;

· Adds an explanation for the maintenance of a local copy at the SCEF;

· Allows the SCS/AS to send the request in step 1 with only the External-Group-ID, or also adding External-IDs;

· The question “Why do we need this?” is addressed by an added sentence in the discussion and by an added paragraph in 5.5.3.1.1 that describe the building blocks provided;

· The SCS/AS-ID is added on the requests to the HSS to allow the HSS to authorize the SCS/AS for these two building block operations.

· Added a Note indicating that mapping between external and internal groups and devices is 1-to-1, and that 1-to-N mapping is FFS.

· Changed the name of the message for the second building block to Group Member Addition Request/Response to distinguish it from the first building block that retrieves mappings.

Revisions are shown in yellow highlight.

Discussion
This paper proposes a solution for the key issue in clause 5.5 of TR23.769 - Group based addressing and identifiers. Two building blocks are provided for SCEF services that have a need to determine group membership or to update group membership for groups maintained at the HSS.
Grouping at the 3rd party is referred to using an External-Group-ID. The SCS/AS passes the device's External-ID along with the External-Group-ID to the SCEF. The External-ID is mapped to the Internal-ID by the 3GPP network. A local copy of such mapping of External-Group-ID and associated group member External-IDs can also be maintained at the SCEF. Other information, such as geographic area specific area information for the delivery of group messages, device location information, etc. can also be maintained depending on the nature of services offered. The local copy of the information may be kept, for example, to reduce the impact on core network nodes from frequent queries that are likely to return the same information as that already known to the SCEF.
The proposal suggests a solution for the key issue group addressing and identifying group members within a PLMN by a SCEF internal functional entity – a Group Management Function (GMF) - that maintains the mapped grouping information. 
Proposal

It is proposed to discuss the following solution and adopt it into TR23.769. 
********************************** Start of changes **********************************

5.5.3
Solutions

5.5.3.1
Solution 1: Group based addressing by SCS/AS and identifying group members within a PLMN 
5.5.3.1.1
General
Applications generally involve group of devices, with each group involving 100s or 1000s of devices. MTC devices can host multiple applications with each application involving different group of devices. The devices that belong to a group are referred to as 'group members'. Thus, a group can involve 100s or 1000s of group members. Group membership can be static or can evolve dynamically, with group members being added and/or removed during the lifetime of a group. The Service Capability Server (SCS) / Application Server (AS) can create new groups with associated group members, and can remove existing groups.
Different types of groups exist, including those that have a relatively static membership and those that have more dynamic memberships. Some groups require that core network nodes, e.g. the HSS or MME, be aware of the membership of UEs in the group. This solution uses maintenance of the group membership at the HSS, and so will be more applicable to groups that have a relatively static membership (to avoid heavy impact on the HSS) and require that the HSS and other core network nodes be aware of the group membership.
SCS/AS specific groups are identified by External-Group-IDs. The External-IDs of the 3GPP devices that are members of a group are bound to the group's External-Group-ID. Both, static and dynamic binding of group members to External-Group-ID can be supported. A 3GPP device can host multiple applications, and the identity of a 3GPP device can be bound to more than one External-Group-ID. 
This solution provides two building blocks that other SCEF services can use: 

-
the ability to determine the Internal-Group-ID and the Internal-IDs of group members based on an External-Group-ID and optional External-IDs provided by the SCS/AS, and

-
the ability to request that the HSS add or remove an Internal-ID from a group that the HSS maintains.
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Figure 5.5.3.1.1-1: Architecture for Group Based Addressing by SCS/AS 
and Identification of Group Members

Figure 5.5.3.1.1-1 shows the high level architecture, wherein an SCEF may contain internal functionality related to a group of users, e.g., a Group Management Function (GMF). Through this internal function, the SCEF can maintain a local copy of the binding of the Internal-IDs (e.g. IMSI, MSISDN) and External-IDs of group members with the group's Internal-Group-ID and External-Group-ID and other information needed for the delivery of group services. For example, for a PLMN that supports MBMS, the SCEF’s internal GMF can maintain the TMGIs allocated to the groups. Mapping of External-Group-IDs to Internal-Group-IDs, and location information of the group members can also be maintained at the GMF, if needed.



5.5.3.1.2
Procedure flows

Figure 5.5.3.1.2-1 illustrates the procedure flow for group based addressing and identification of group members. In this illustration, the SCEF includes an internal GMF.
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Figure 5.5.3.1.2-1: Procedure Flow for Group Based Addressing 
and Identification of Group Members

1.
SCS/AS requests the SCEF support for an application specific group by sending a Group Addressing Request message. The message includes the External-Group-ID and may include the External-IDs of the devices (UEs) that are members of the external group. 
NOTE 1:
How an application specific group identity (External-Group-ID) is made unique is external to the 3GPP network.


2.
The SCEF exchanges Group Information Request/Response messages with the HSS to determine if the SCS/AS is authorized to send a Group Information Request. The HSS maps any received group member External-IDs to Internal-IDs. The External-Group-ID is mapped to Internal-Group-ID. The HSS returns the Internal-Group-ID and the Internal-IDs to the SCEF, including the mapping of External-IDs to Internal-IDs, if External-IDs were submitted in the Group Information Request.
NOTE 2:
This solution supports a 1-to-1 mapping between External-Group-ID and Internal-Group-ID, and between External-ID and Internal-ID. 1-to-n mappings of these identities is FFS.



3. 
The SCEF, using its internal GMF, can maintain a local copy of the mapping of External-Group-ID with information such as group member Internal-IDs, and Internal-Group-ID associated with the group members.
NOTE 3:
The local copy of the information may be kept, for example, to reduce the impact on core network nodes from frequent queries that are likely to return the same information as that already known to the SCEF.

4.
The SCEF confirms to the SCS/AS with a Group Addressing Response message.
Steps 5-8 constitute the building block providing the ability for the SCS/AS to request that a group member be added or deleted from an internal group maintained by the HSS.



5. 
The SCS/AS sends a Group Member Addition Request to the SCEF to have an additional External-ID added to an External-Group-ID.

6. 
The SCEF exchanges Group Update Request/Response messages with the HSS to determine if the SCS/AS is authorized to send a group membership request. The HSS maps the External-Group-ID to the Internal-Group-ID and maps the External-ID to the Internal-ID. The HSS updates the subscription record for the device, adding it to the specified internal group. 
7. 
The local copy of the Group membership information at the SCEF can be updated.
8.
The SCEF confirms the group addition to the SCS/AS with a Group Member Addition Response message.




5.5.3.1.4
Impacts on existing nodes and functionality

SCEF:


· Support messages from the SCS/AS as identified in the procedure flows;
· Interact with the HSS for managing Group membership and Group Member status information;
· 
· 
· Maintain mapping between the group identifier and device group membership.
HSS:

· Support interactions with the SCEF for providing information such as mapping of External-IDs to Internal-IDs, mapping External-Group-IDs to Internal-Group-IDs, and modifying internal group membership.
· 

· 
UE

· No impacts other than the Application Layer specific functionality.
5.5.3.1.4
Solution evaluation

Editor's Note:
 Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.

*************************************** End of changes ******************************
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