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* * * * Start of 1st Change * * * *
4.5.x
Monitoring Function
Monitoring function is intended for monitoring of specific events. This comprises of means that allow to identify the 3GPP network element suitable for configuring the specific events, the event detection and the reporting to the authorised users, e.g. for use by applications or logging. For MTC Devices, it is desirable that the network detects and reports events (including location). If such an event is detected, the network might be configured to perform special actions, e.g. limit the access or reduce the allocated resource. Monitoring function is able to detect, configure and report following events – 

· Monitoring the association of the MTC Device and UICC and/or new IMSI-IMEI-SV association 

· Location of the MTC Device, and change in location of the MTC Device 

NOTE:      Location granularity for event request, or event report, or both could be at cell level (CGI/ECGI), LA/TA/RA level, Presence Area reporting level, or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.).
· Loss of connectivity i.e. when the network considers UE to be detached.
· Communication failure

· Roaming status (i.e. Roaming or No Roaming) of the MTC device, and change in roaming status of the MTC device

NOTE:     Roaming status means whether the MTC device is in HPLMN or VPLMN. 

· Serving network of the MTC device, and change of the serving network of the MTC device

The set of capabilities required for monitoring may be accessible via different 3GPP interfaces/nodes as defined in clause 5.x.1
* * * * Start of 2nd Change * * * *
5.x
Monitoring procedures

5.x.1
Monitoring event configuration procedure
Figure 5.x.1-1 illustrates monitoring event configuration procedure.
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Figure 5.x.1-1: Monitoring event configuration procedure
1.
The AS/SCS sends a Monitoring Request message to the SCEF to configure, activate, deactivate or trigger report delivery for a particular monitoring event. AS/SCS provides monitoring configuration data as part of Monitoring Request message to SCEF such as Monitoring Event ID and associated parameters, Monitoring Event Priority, Monitoring Destination node etc.

2.
The SCEF checks that the AS/SCS is authorised to send monitoring requests and that the AS/SCS has not exceeded its quota or rate of submitting monitoring requests. 
3. 
If this check fails the SCEF sends a Monitoring Answer message with a cause value indicating the reason for the failure condition and the flow stops at this step.
4.
SCEF determines 3GPP node/interface to configure monitoring event. Which interface(s) to configure/report the event the SCEF selects is dependent on the type of the event, operator configuration, required frequency of event reporting, application provided parameters in monitoring event request etc. Depending upon selected interface(s) specific monitoring event procedure via HSS is performed as defined in 5.x.4. 
5.
For monitoring via SGSN/MME or PCRF, the SCEF sends a Subscriber Information Request message to the HSS/HLR to authorize the Monitoring configuration details (e.g.: Monitoring Event ID). The SCEF stores the Monitoring Event ID, the Monitoring Destination node and possibly other parameters. 
6. 
The HSS verifies the monitoring event information. 
7.
The HSS sends the Subscriber Information Anwer to the SCEF when accepting the Monitoring Request. For option B it includes the address(es) of the serving node(s). Depending upon selected interface(s) specific monitoring event procedure via SGSN/MME or PCRF is performed as defined in 5.x.4.
5.x.2
Monitoring event detection procedure

Monitoring event can be detected by different nodes depending on event type. When Monitoring event are detected, the Monitoring event reports are generated and sent out. When Monitoring event is detected, the predefined actions corresponding to the event type will be performed. For example, the action of "detach the UE and report the event" is configured if the UE changes the location to restricted area, in this case the node detecting the event will detach the UE and report the event to SCEF.

5.x.3
Monitoring event reporting procedure

Figure 5.x.3-1 illustrates monitoring event reporting procedure.
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Figure 5.x.3-1: Monitoring event reporting procedure
A.
Depending on the monitoring event, the SGSN/MME detects a monitoring event and reports it to HSS or the HSS itself detects an event. The HSS reports the HSS or SGSN/MME detected monitoring event to the SCEF using Sh Notification signalling. HSS report includes the AS/SCS ID. 

B.
Depending on the monitoring event SGSN/MME does the reporting. The SGSN/MME sends a Monitoring event report to the SCEF. The SCEF address is stored by the SGSN/MME as part of the subscribed event. Alternatively the SCEF address is derived from some SCEF FQDN that may be constructed considering APN FQDN construction rules. 

C.
Depending on the monitoring event, PCC reporting as of TS 23.203 [xx] informs the H-PCRF when configured events happen. The PCRF sends a monitoring event report to the SCEF that has requested the monitoring actions. PCRF report includes the AS/SCS ID. 

The SCEF sends the Monitoring event report to the AS/SCS.
5.x.4
Specific Monitoring Event handling procedures
5.x.4.1
Monitorign event - Location of MTC device
5.x.4.2
Monitorign event - Roaming status of MTC device
* * * * End of Changes * * * *
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