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1
Introduction
There has been discussion of having both IMS-based and non-IMS-based MCPTT architectures in release 13. This paper notes complexities with having both architectures deployed and makes a recommendation.

2
Discussion

The use of both IMS-based and non-IMS-based MCPTT servers simultaneously will be required when a device homed in one of the types of MCPTT servers moves into a region under the control of the other type.

Note that this discussion involves only network-base MCPTT, not ProSe-based MCPTT.
2.1
Some Issues
When considering the possibility of adopting both IMS-based and non-IMS-based MCPTT architectures the following issues and complexities arise:
· Since MCPTT devices will be used in situations where a device that is homed on one MCPTT server moves into a region controlled by another MCPTT server (e.g., fire personnel from city A helping in city B), device complexities are introduced:

· The device that is homed on an IMS-based MCPTT server must also be able to access a non-IMS-based MCPTT server in another region, thus requiring two sets of procedures for access. The same complexity applies to the reverse scenario.

· It is expected that when IMS-based MCPTT servers are used, a significant amount of operations (particularly those that can be characterized as non-mission critical) can be accomplished using the SIP signalling of IMS. In particular, the linking of multiple MCPTT servers as IMS application servers provides a standard routing of messages from one MCPTT server to another. When an IMS-based MCPTT server must perform the same functions with a non-IMS-based MCPTT server, at a minimum the following complexities are introduced:

· The IMS-based MCPTT server will need to somehow discover the non-IMS-based MCPTT server, establish an authenticated relationship with it, establish encryption to protect signalling where needed, and communicate the same information that the S-CSCF would have normally sent to a second IMS AS using ISC.

· When the non-IMS-based MCPTT server needs to contact an IMS-based MCPTT server for matters that the IMS-based MCPTT server normally handles via IMS, the non-IMS-based MCPTT server will need to discover the IMS-based MCPTT server, establish an ISC-like interface to the IMS-based MCPTT server, act as an S-CSCF, and then communicate appropriate standard SIP signalling to manage those same matters.

· It can be expected that MCPTT UEs operating in LTE will be capable of making normal PSTN calls. When an IMS-based MCPTT server is used, all calls to/from the PSTN will be routed through the MCPTT server, thus allowing it to insert an MRF into the bearer path to provide dispatcher controlled monitoring and recording of those calls. The normal Telephony AS will manage all common call control functions. All SIP signalling for call control from the UE (call hold, call forward, etc.) will pass through IMS, through the MCPTT server, and to the Telephony AS for execution.

· If IMS is not used, then specialized signalling must be carried over GC1 to handle incoming and outgoing calls from and to the PSTN. The non-IMS-based MCPTT server will need to handle either the same SIP signalling that would have been sent via IMS, or a different set of signalling between the client in the UE and the MCPTT server will need to be developed to handle all such call functions.

· If the non-IMS-based MCPTT server handles the same SIP signalling that would have been sent via IMS, it must take on the additional functionalities of the various CSCF entities. 

· If it chooses to implement the telephony services currently found in the Telephony AS, that additional functionality will be a duplication of what is already available in the Telephony AS. 

· If it chooses to use the Telephony AS, then it must be able to find the Telephony AS, establish appropriate authenticated signalling paths with it, and ensure that all of the SIP signalling sent to the Telephony AS is in compliance with what is standardized for IMS.

· If the non-IMS-based MCPTT server uses different signalling (i.e., non-IMS SIP signalling) between the client and itself, then it will be required to handle all translations of functions between the client and either the PSTN directly, or via the standard Telephony AS.

· If it chooses to implement the Telephony AS internally, it will be duplicating the existing work in IMS.

· If it chooses to contact the existing Telephony AS, it will need to guarantee that all SIP signalling sent to the Telephony AS is in compliance with the IMS standards.

· If an MCPTT device that is homed on an IMS-based MCPTT server is roaming in another PLMN and needs to make a call to the PSTN or receive a call from the PSTN, and if that call needs to be monitored or recorded by the local non-IMS-based MCPTT server and remain also under control of the home IMS-based MCPTT server, then the device will need to be able to place that call either to the local non-IMS-based MCPTT server via GC1 signalling, or to the home IMS-based MCPTT server via IMS SIP signalling.

· If the device is required to place/receive the call via the non-IMS-based MCPTT server using GC1 signalling, then the non-IMS-based MCPTT server will be required to send IMS-compliant SIP signalling to the IMS-based MCPTT server to allow the home server to exercise the controls it needs.

· If the device is required to place/receive the call via IMS, then either the IMS-based MCPTT server must perform S-CSCF-like routing of the SIP signalling to/from the non-IMS-based MCPTT server on behalf of the S-CSCF, or the non-IMS-based MCPTT server will need to be linked in (perhaps temporarily) as an IMS AS to complete the call and to handle all call control, monitoring, and recording functions.

2.2
An Obvious Conclusion

The complexities introduced by the use of both the IMS-based and non-IMS-based options exist in both the device and the network. The obvious conclusion is that only one of the two options must be chosen.

PROPOSAL 1:  Select only one of either IMS-based or non-IMS-based MCPTT architectures.

2.3
Implementation Complexities

It has already been acknowledged and agreed in SA2 in 23.779 clause 5.2.1:

The following core network capabilities are expected to be needed for MCPTT:


Registration of the MCPTT UE in the SIP core network;


Authentication of the MCPTT user in the SIP core network;


Identity assertion and securing of trust domains;


SIP session control;


QoS framework;


Overload Control;


Restoration of core network nodes;

and are already specified for the IMS Core Network.

If a decision were made to use a non-IMS SIP core, all of the above functionality would need to be redeveloped, possibly in addition to the functionality of a Telephony AS. In addition, we believe that either now, or in the future, at least some deployments will require coexistence with IMS based communications, and therefore any non-IMS solution will need to operate in conjunction with an IMS solution. Finally, if the non-IMS solution requires edge proxy discovery, it has to be distinguished from IMS edge proxy discovery (P-CSCF discovery) - note that the edge proxy will be needed for PCC support.
It is therefore proposed that SA2 decide to define the MCPTT server as an IMS-based entity, taking advantage of the existing functionalities of IMS. If IMS deficiencies are noted relative to MCPTT needs, it is a much simpler effort to fix those deficiencies in IMS, rather than duplicate all of the IMS functionality.

PROPOSAL 2:  Select only an IMS-based MCPTT architecture.

3
Conclusion

The discussion in this paper has described some of the complexities that would be encountered if both IMS-based and non-IMS-based MCPTT architectures were adopted as options. Further, the discussion pointed out that a non-IMS-based solution would be required to re-develop much of the functionality already found in IMS. Therefore it is:

PROPOSED:  that SA2 select only an IMS-based MCPTT architecture.
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