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Abstract of the contribution:

This document proposes some initial Architectural Assumptions and Key Issues for Service Domain Centralization (SeDoC).
*** First Change ***
4
Architectural Assumptions

The following architectural assumptions are valid to all potential solutions:-

· There shall not be any impacts to the UE or the Access Networks.

· For a UE using a CS bearer, all NAS level signalling shall continue to support TS 24.008 messages and flows.

· Where possible SS7 based interfaces should be replaced with IP based interfaces (e.g. SIP/Diameter).

· VLR and HLR user storage functionality should not be required for the support of IMS service logic.

*** Second Change ***

5
Key Issues
5.X
Key Issue X- Single Service Profile in IMS
5.X.1
Description

Current solutions for IP based voice services require the network to support two types of service profiles for different users, an IMS based profile for services supported in an MMtel TAS (for IMS enhanced users) and a HLR based profile for legacy services (for non-IMS enhanced users).   Even with ICS enhanced networks there is still need to support both user profiles (for different segments of users); although ICS enhanced subscribers use the IMS profile for the MSC services simulated in the IMS domain, legacy users still use the HLR profile.  Careful configuration and management is needed to ensure customer service profiles remain consistent between the two domains even if both profiles are not expected to be used simultaneously.

Unless a single service profile is used for all users (in the IMS domain), simplification of the network implementation (and hence reduction in operational costs) will not be possible.

5.X.2
Architectural Requirements
The following architectural requirements are defined:

· Service profile for all users shall be in the IMS domain only.

· Service logic execution for all users shall be in the IMS domain only.

5.Y
Key Issue Y- Emergency Calls Routed via IMS Service Domain
5.Y.1
Description

Currently in networks supporting CS voice services and IMS voice services the routing of emergency calls and services are partly implemented by the legacy CS assets of a network, and partly by the IMS assets of the network.  Full centralization of the service domain cannot be realized if emergency services continue to require support in the legacy CS functional elements.  ICS moved the routing logic for normal calls into the IMS domain, therefore the routing logic for emergency calls should also be performed by the IMS domain.

In addition to the transfer of routing logic into the IMS domain, the solutions will also need to maintain legacy interfaces and signalling at the edge of the network to emergency service providers, and any interworking necessary.
5.Y.2
Architectural Requirements
The following architectural requirements are defined:

· Routing logic for emergency services shall be centralized in the IMS domain.

· Legacy bearer and signalling interfaces to emergency service providers shall be maintained.

· Interworking between legacy and IMS domain should be performed at the network edge.

5.Z1
Key Issue Z1- Inbound Roamers from non-Enhanced Networks
5.Z1.1
Description

It is anticipated that implementation of SeDoC across networks will be orthogonal, and hence networks that implement SeDoC ahead of their roaming partners will have subscribers roaming onto their network that utilize legacy profiles. Networks that support SeDoC will need to address the needs and expectations of these legacy users, and their respective HPLMN’s.
5.Z1.2
Architectural Requirements
The following architectural requirements are defined:

· No special UE functionality shall be required to enable a UE from a HPLMN not enhanced to support SeDoC to roam onto a network enhanced to support SeDoC.

· From the perspective of a HPLMN not supporting SeDoC the SeDoC enhanced network shall appear as a standard VPLMN.

5.Z2
Key Issue Z2- Outbound Roamers to non-Enhanced Networks
5.Z2.1
Description

It is anticipated that implementation of SeDoC across networks will be orthogonal, and hence networks that implement SeDoC ahead of their roaming partners will have their own subscribers roaming networks that utilize legacy profiles. Networks that support SeDoC will need to address the needs and expectations of their users, and the respective VPLMN’s they roam onto.
5.Z2.2
Architectural Requirements
The following architectural requirements are defined:

· No special UE functionality shall be required to enable a UE from a HPLMN enhanced to support SeDoC to roam onto a network not enhanced to support SeDoC.

· From the perspective of a VPLMN not supporting SeDoC the SeDoC enhanced network shall appear as a standard HPLMN.

*** End of Changes ***
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