Page 1



3GPP TSG-SA WG2 Meeting #106 
S2-144304
17-21 November 2014, San Francisco, California, USA
 




(was S2-143873)
	CR-Form-v11

	CHANGE REQUEST

	

	
	23.402
	CR
	1325
	rev
	1
	Current version:
	12.6.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Clarification of the GTP-c overload control in TSCM

	
	

	Source to WG:
	CATT

	Source to TSG:
	SA2

	
	

	Work item code:
	eSaMOG
	
	Date:
	2014-11-05

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-12

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)

	
	

	Reason for change:
	1. According to S2-142702, number /4/ and /6/ listed in reason for change, a reference to APN based congest control i.e. subcluse 4.3.7.5 of TS23.401, should to added to 4.5.9.2, to make stage-2 spec complete. 
2. During the discussion of SA2#105/106 meeting regarding reject UE by TWAN in TSCM mode due to PGW congestion, the UE would store the AP in the blacklist once get rejected. In order to reduce the probability of blacklisting the AP, it is proposed that before the TWAN rejects the authentication request, if there are more than one available PGW, the TWAN should reselect another PGW. By doing this, the opportunity that the UE blacklists the SSID would be greatly reduced, and thus user intervention is also reduced.

	
	

	Summary of change:
	1. Reference to 4.3.7.5 is added;

2. In TSCM, before rejecting UE, TWAN should reselect PGW for the UE if TWAN get overload indication from current PGW.

	
	

	Consequences if not approved:
	1.  In-completed descrption for GTP overload mechnasim;
2. Great possiblity that UE blacklist some SSID, and user intervention needed, and result in bad user experience.

	
	

	Clauses affected:
	4.5.9.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


START OF CHANGE
4.5.9.2
GTP-C overload control

GTP-C Overload Control feature is an optional feature. Nodes using GTP control plane signalling may support communication of Overload Control Information in order to mitigate overload situation for the overloaded node through actions taken by the peer node(s).

This feature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.

The Overload Control Information may convey information regarding the node itself and/or regarding specific APN(s) status.

GTP-C Overload Control feature allows the PDN GW to send its Overload Control Information to the TWAN/ePDG. 
An ePDG may apply certain restrictions towards PDN GW that have indicated overload, e.g.:

-
reject PDN connection requests from the UE (e.g. Initial Attach, UE-initiated Connectivity to Additional PDN, Attach and PDN Connectivity Request at handover to Untrusted WLAN) and locally set a back-off timer. As long as the back-off timer is running, the ePDG shall reject the subsequent PDN connection requests from the UE;

-
reduce/throttle messages towards the PDN GWs indicating overload status;

-
apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

A TWAN may during access authentication in Transparent Single-Connection Mode, Single-Connection Mode and during WLCP procedures in Multi-Connection Mode apply certain restrictions towards PDN GW that have indicated overload, e.g.:

-
reject PDN connection requests from the UE (e.g. Initial Attach with PDN Connectivity, UE Initiated PDN connectivity request, Attach and PDN Connectivity Request at handover to Trusted WLAN) as follows:

-
for Transparent Single-Connection Mode, locally set a back-off timer and instructs the AAA server to reject the current EAP-Authentication request. For any further request for the same UE and the same SSID, as long as the back-off timer is running, the TWAN instructs the AAA server to reject the UE's request.
NOTE x:
Especially for the Transparent Single-Connection Mode, if TWAN receives the overload indication from one PDN GW during PDN connection establishment procedure, the TWAN shall reselect another PDN GW to retry PDN connection establishment towards this PDN GW before rejecting PDN connection requests from UE, if more than one PDN GW is available (e.g. the TWAN obtains available PDN GWs via DNS procedures).
-
for Single-Connection Mode, reject EPC access requests from the UE with a Session Management back-off timer that instructs the UE to not request new PDN connectivity to the same APN for the indicated time.
-
for Multi-Connection Mode, reject WLCP PDN connection requests for the same APN from the UE with a Session Management back-off timer that instructs the UE to not request new PDN connectivity to the same APN for the indicated time.

-
reduce/throttle messages towards the PDN GWs indicating overload status;

-
apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

The same concepts as described in TS 23.401 clause 4.3.7.1a.2 and clause 4.3.7.5 for PGW Overload Control apply with the TWAN/ePDG playing a similar role as the MME/SGSN.  
NOTE 1:
Refer to clause 12 of TS 29.274 [57] for the details, such as exact format of the Overload Control Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this feature is applicable, APN level overload control, etc.

If the UE has received a Session Management back-off timer over non-3GPP access from the TWAG, the UE shall not send any Session Management requests related to that APN to the network via WLAN as long as the Session Management back-off timer is running.

A Session Management back-off timer received over non-3GPP access has no impact on the UE behaviour in 3GPP access. A Session Management back-off time received over 3GPP access has no impact on the UE behaviour in non-3GPP access.

NOTE 2:
For ePDG, since a Session Management back-off timer is not provided to the UE, the UE may retry its request. This results in repeated signaling towards the ePDG before the network rejects the request from UE. Hence, it may cause the overload of the ePDG.
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