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Abstract of the contribution: This contribution proposes a solution approach that takes advantage from monitoring features, which inform when downlink data can be delivered to UEs applying power saving means.
Introduction
The proposed solution deploys a Store & Forward (S&F) function, which receives and stores data delivery requests for UEs that are not always immediately reachable, e.g. due to applying power saving functionality. That S&F function uses the monitoring feature, which informs the S&F when the UE is reachable so that the S&F can forward the stored downlink data towards the UE.
A solution description as below is proposed for the TR:

***** 1st CHANGE *****
m.n.o
Solution n – MONTE based downlink data delivery
m.n.o.1
General description

The procedure below shows the approach where a Store & Forward entity receives the downlink data via an API request from SCS/AS. This approach has the advantage that there are only few entities in the notification and delivery path so that there is low delay. The S&F may also be allocated behind a NAT/FW without causing any extra configuration or other efforts as the SCEF verifies the authenticity and the permission for the downlink data transfer and submits it directly to the S&F.
Alternatively the SCS/AS may just subscribe to be informed when the UE is reachable. It adds however some overall delay and requires proper NAT/FW handling for the downlink data from SCS/AS.

Trust domain internal data sources (AS) may submit their downlink data directly to the S&F, i.e. without going via the SCEF.
m.n.o.2
Monitoring configuration at SGSN/MME

Figure m.n.o.1-1 illustrates the procedure of monitoring configuration at SGSN/MME.
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Figure m.n.o.1-1: MONTE based Downlink Data Delivery
1.
The SCS/AS sends a Data Delivery Request message to the SCEF, including application data for sending to the UE. This is some limited amount of data, e.g. an application layer message.

2.
The SCEF checks that the SCS/AS is authorised to send a Data Delivery Request and that the SCS/AS has not exceeded its quota or rate of submitting monitoring requests. If this check fails the SCEF sends a Response message with a cause value indicating the reason for the failure condition and the flow stops at this step.
3.
The SCEF identifies a Store & Forward entity and forwards the Request to that S&F.
4-5.
The S&F sends a Subscriber Information Request message to the HSS to authorize the service provision.
6.
The HSS sends the Subscriber Information Response (IMSI and/or MSISDN and related "Routing information" including the serving node(s) identities, cause) message. HSS policy (possibly dependent on the VPLMN ID) may influence which serving node identities are returned.
7-8. The IWF confirms the request. The SCEF forwards the confirmation to the SCS/AS. If the cause value from HSS indicates the SCS is not allowed monitor this event or this UE, or there is no valid subscription information a confirm message is sent with a cause value indicating the reason for the failure condition and the flow stops at this step.
9.
The HSS sends a Submit Request to MME/SGN with the request to get notified when the UE is reachable.
10.
SGSN/MME on receiving Submit Request generates monitoring configuration context. The MME/SGSN confirms the monitoring request submission.
11.
The Monitoring configuration contexts are stored as part of UE context. The S&F identity is also stored in the Monitoring configuration context.
m.n.o.3
Delivery of downlink data
The following figure illustrates the procedure flow of delivering downlink data by S&F to a UE that uses PSM.
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Figure 6.3.1.3-1 Reporting monitoring events from the SGSN/MME 
1.
The UE wakes up from PSM and initiates RAU/TAU

2.
The monitoring event is detected by SGSN/MME.
3.
The SGSN/MME sends a Monitoring event report to the S&F. The S&F address is stored by the SGSN/MME as part of the subscribed event.
4.
The MME/SGSN accept the TAU/RAU.

5.
As monitoring for downlink data delivery was subscribed, the MME/SGSN initiates RAB setup.

6.
The S&F sends the stored downlink data to the UE.

7-8.
If it was requested, the S&F and SCEF send a Delivery Report to the SCS/AS. 

m.n.o.4
Charging

Charging is provided per downlink data delivery. The SGSN/MME and SCEF generates CDRs taking into account successful and unsuccessful delivery of Monitoring event report.
m.n.o.5
Solution evaluation

***** End of CHANGE *****
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