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Abstract of the contribution: This paper removes editor notes in solution 4a and provides clarifications regarding the solution.
Proposal

It is proposed to clarify solution 4a description TR 23.707 as shown below.
********* BEGIN CHANGE ********
5.2.1.1.1.2.4
Solution 4a: MME triggered S1 handover after Attach or TAU
A new message to the S1-MME interface is introduced that allows the MME to trigger a S1 based handover for a UE without changing the serving cell. MME initiates S1 handover after Attach (or TAU) is completed and when subscription information indicates that a dedicated core network has to be used for this UE.

When eNB receives a HANDOVER TRIGGER message from MME, eNB triggers S1 handover to itself into the current cell. The eNB sends then Handover Required message to the same MME. For the handover cause a new value, e.g. “handover triggered by core network”, is used. 

After MME receives HANDOVER REQUIRED, it selects a proper new dedicated MME.

The handover can then continue normally, old MME selects a new MME for the UE but the UE stays in the current cell and is served by the same eNB as before. Figure 5.2.1.1.1.2.4 -1 shows the signalling procedure.

In order to minimise the number of procedures rejected by the eNodeB, the MME shall pause non-handover related S1-interface procedures while a handover to dedicated MME is ongoing (in this case, collision of functionality between MME and the SGW is the same as for regular S1 handover today).
During the handover, serving (old) MME sends a Forward Relocation Request to the dedicated (new) MME and this includes the UE MM Context. The MME UE Context includes IMSI, ME Identity, UE Security Context, UE Network Capability, AMBR, Selected CN operator ID, APN Restriction, Serving GW address and TEID for control signalling, and EPS Bearer Context(s). UE Security Context includes the EPS security context which contains the used NAS ciphering keys. So, the new MME can use this information to perform GUTI Reallocation Command with ciphering towards the UE.
While the MME triggered handover to dedicated MME is ongoing, NAS messages from UE are not handled. Serving (old) MME ignores all UE NAS messages after handover is triggered and dedicated (new) MME start handle UE NAS messages after GUTI reallocation is complete.

If the first MME cannot allocate a PGW from the dedicated CN, the dedicated MME initiates deactivation of corresponding PDN connection with “reactivation requested” or Detach with “re-attach required” after the handover procedure is complete.



Figure 5.2.1.1.1.2.4-1: MME triggered S1 handover after successful Attach or TAU completion
1a.
UE performs normal Attach or TAU procedure. Default PDN connection is established.


Based on subscription information received from HSS the serving MME determines that a dedicated (new) MME need be selected.

Note: This functionality is common to all solutions and needs be concluded separately.

1b.
When UE is moved to a dedicated MME, the serving MME does not release S1 connection after Attach complete or TAU Complete is received from UE. After the TAU Request is received, the MME re-establishes radio and S1 bearers for all active EPS bearer contexts.

2.
The serving MME sends Handover Trigger to the eNodeB.

Note: This is a new S1 procedure.

3.
The eNodeB initiates a handover to itself into the current serving cell and sends Handover Required (with a new cause value = HO triggered by CN).

MME triggered handover preparation and execution is done without UE involvement, UE stays in the current cell and is served by the same eNodeB acting towards EPC as both target and source.

Throughout the procedure user plane is not impacted and stays active, the E-RABs are not modified and the address(es) of user plane tunnel(s) between eNodeB and S-GW don’t change.
4.
The serving MME selects a dedicated MME and sends a Forward Relocation Request (with a new cause value = HO triggered by CN and "eNB UE S1AP ID”) to the dedicated MME.


The dedicated MME verifies whether the Serving GW can continue to serve the UE. If not, it selects a new Serving GW. For simplicity the session creation towards a new Serving GW is not shown in this figure and the rest of procedure show the case when Serving GW does not change.

5.
The dedicated MME sends Handover Request to the eNodeB (with a new cause value = HO triggered by CN and "eNB UE S1AP ID”). The eNB UE S1 AP ID is the one used on S1 interface between eNodeB and Serving MME; eNodeB uses this ID to indentify the existing UE context. No signalling towards UE follows as the UE is served by the same eNodeB as before.
From this step onwards eNodeB maintains two MME S1AP ID(s) for the same eNB S1 AP ID, one for the serving (old) MME and one for the dedicated (new) MME assigned for the UE. The eNodeB maintains two MME S1 AP ID(s) until serving (old) MME releases the S1 connection at step 13. With the existing handover procedures, eNB needs to maintain only one MME S1 AP ID during this time.

6.
The eNodeB sends Handover Acknowledge to dedicated MME.

7. 
The dedicated MME performs GUTI re-allocation, after this point NAS messages from UE are handled by dedicated MME.

8.
The dedicated MME sends Forward Relocation Response to the serving (old) MME and continues with step 10.

9.
The serving (old) MME sends Handover command to the eNodeB. No signalling towards UE follows as the UE is served by the same eNodeB as before. 
9x.
These procedures that are part of a normal handover are not performed. Since there is no change of eNodeB, existing RRC connection and AS security context will be re-used, thus no signalling towards the UE is needed to re-establish RRC connection.

10.
The dedicated MME updates location to HSS.
11. The HSS sends Cancel Location to the serving (old) MME.
12.
The dedicated MME adopts the bearer contexts received from the serving (old) MME and sends Modify Bearer Request to Serving GW for each PDN connection to update new MME address and TEID for control plane signalling.

13.
The serving (old) MME releases old S1 connection.


14.
If the first MME cannot allocate the required PDN connection for the dedicated CN (Attach case) or the existing PDN connection(s) cannot be maintained (TAU case), the dedicated MME initiates either the re-establishment of the particular PDN connection with “reactivation requested” (in case not all PDNs need to be re-established) or Detach with “re-attach required” (in case all PDNs need to be re-established) after the handover procedure completes.

********* END CHANGE ********
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