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Abstract: 
In response to the questions raised in the CT1 LS [1], this paper discusses the problem of service provider selection when S2a connectivity is used. 
1 Discussion

CT1 have asked SA2 for clarification on whether the WLAN service provider should always be either the HPLMN or the RPLMN where S2a connectivity is to be used [1].

Section 4.8.2b of 23.402 [2] states that:

The UE may decide to select a WLAN that supports S2a connectivity to HPLMN, RPLMN or both HPLMN and RPLMN.

Observation 1) S2a connectivity is supported between the WLAN and the HPLMN and/or RPLMN.

Architecture diagrams in Section 16.1.1 of 23.402 [2], provided for the case of GTP/PMIP S2a connectivity to trusted WLAN (see example diagrams reproduced in Appendix A), show that: 

·    In the non-roaming case the 3GPP AAA server is directly accessible from the TWAN over the STa interface.  This 3GPP AAA server also provides connectivity to the P-GW over the S6b interface and to the HSS over the SWx interface.  The 3GPP AAA server is part of the HPLMN.
·    In the roaming scenarios the 3GPP proxy AAA server is directly accessible from the TWAN over the STa interface, an SWd interface is provided between the Proxy AAA server and the 3GPP AAA server in the HPLMN, in addition an S6b interface may be provided into P-GW’s in the VPLMN in the case where local breakout is used.  The 3GPP AAA Proxy Server is part of the VPLMN.
Section 16.1.2 23.402 [2] describes how the TWAN includes a TWAP functionality, which has the following role:  

A Trusted WLAN AAA Proxy (TWAP). This function terminates STa. It relays the AAA information between the WLAN Access Network and the 3GPP AAA Server or Proxy in case of roaming

In addition to supporting the conveyance of regular AAA related messaging the STa interface provides many 3GPP specific features required for the support of S2a as listed in Section 16.1.3.1 [23.402], for example it provides a way for the TWAN to inform the 3GPP AAA server of whether the TWAN supports S2a and whether the TWAN supports Transparent Single-Connection, Single-Connection mode or Multi-Connection mode or a combination of them.  
Observation 2) Where S2a connectivity is used the WLAN must directly interface a specialised 3GPP AAA server or 3GPP AAA Proxy server in the HPLMN or RPLMN.

In the roaming cases that are depicted in Section 16.1.1 of 23.402 [2] the WLAN must advertise the VPLMN as an available service provider.  This will enable the UE to select the VPLMN as service provider and build a Decorated NAI which will result in the AAA signalling getting routed first to the 3GPP Proxy AAA server in the VPLMN and thence onto the 3GPP AAA server/HSS in the HPLMN.

In the non-roaming case that is depicted in Section 16.1.1 of 23.402 [2] the WLAN must advertise the HPLMN as an available service provider.  This will enable the UE to select the HPLMN as service provider and build a Root NAI which will result in the AAA signalling getting routed to the 3GPP AAA server/HSS in the HPLMN.

One other aspect to be considered is that in WLAN_NS the capability has been provided for the operator to indicate whether or not there is a preference for the UE to select the RPLMN as the provider of WLAN service.  If the preference indicator is set to false then the UE may choose the HPLMN as a WLAN service provider and S2a connectivity may be established to the HPLMN even though the UE is cellular registered on a different PLMN.
Observation 3)  Where S2a connectivity is to be provided then in order for the WLAN to use the information provided in the NAI to route the AAA signalling to a 3GPP AAA server or 3GPP AAA proxy server in the HPLMN or RPLMN the UE must select either the HPLMN or the RPLMN as the WLAN service provider.
2 Conclusions

It is observed that where S2a connectivity is to be used:

a)    The S2a connectivity is supported between the WLAN and the HPLMN and/or RPLMN.

b)    The WLAN must directly interface a specialised 3GPP AAA server or 3GPP AAA Proxy server in the HPLMN or RPLMN.

c)    In order for the WLAN to use the information provided in the NAI to route the AAA signalling to the 3GPP AAA server or 3GPP AAA proxy server in the HPLMN or RPLMN the UE must select either the HPLMN or the RPLMN as the WLAN service provider.
A draft LS response to CT1 is provided in [3].  A correction to 23.402 is provided in [4]. 
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Figure 16.1.1-1: Non-roaming architecture for Trusted WLAN access to EPC
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Figure 16.1.1-3: Roaming architecture for Trusted WLAN access to EPC - Local break-out
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