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1.    Discussion
1.1 MKT requirement 

Both IMS-based and non-IMS-based MCPTT architectures have real requirement in different markets. For example, for some cellular network operators, it is better to deploy all applications in a common service platform due to the cost saving (Reusing IMS if already deployed or will be deployed for VoLTE). 
However, for some Enterprise and industry customers, a simpler architecture is preferred if they deploy a dedicated network for MCPTT service only.  
MCPTT service users have high demand for fast deployment and tight control over the service provisioning and network resources, hence the capabilities of building the portable and featured MCPTT server upon LTE transport network should be taken into account in the architecture design.

With requirement of deployment cost, OA&M complexity and ease of management, the non-commercial customers (e.g. public utilities, emergency services, airport, harbour, gas pipelines and etc.) would have requirements to use the network with compact architecture that designed for dedicated services with guaranteed performance.
Observation: IMS based SIP core and non-IMS based SIP core both have real MKT requirement. 
1.2 Non-IMS-based/simplified SIP core consideration 
IMS based architecture is not preferred by some customers mainly due to the following reasons: 1) too many functions defined, while some functions are not necessary for MCPTT.  2) Two many network entities involved will cause service delivery delay. Taking the SIP/service register as the example, 8 messages (4 messages for HSS interaction and 4 SIP messages) interaction are needed before MCPTT server receive a MCPTT register request while the simplified SIP core could largely reduce the signalling interaction and complexity.
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It is true that the below functionalities are already defined for IMS but need to consider and analyse the cost to support such functionality with reusing the existing procedures and network entities involved to support MCPTT. For MCPTT service, there is potential new requirement to add new functionality and/or simplify the existing handling.

Registration of the MCPTT UE in the SIP core network;


Authentication of the MCPTT user in the SIP core network;


Identity assertion and securing of trust domains;


SIP session control;


QoS framework;


Overload Control;


Restoration of core network nodes;

1.3 Compatibility issue for IMS capable UE 
There are some concerns that for non-IMS-based SIP core, the IMS capable UE has to support two sets of procedures for MCPTT service. However this depends on how to design the non-IMS-based/simplified SIP core and it is possible from UE point of view to share common procedures. 
In following procedures, it take register as the example to show 1) how the UE register to simplified SIP core with standard IMS SIP signalling, 2) How the two systems interwork with each other.
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                   Figure 3 UE register in simplified SIP CORE system

In the procedure showed in figure 3, SIP Core will behave as S-CSCF/P-CSCF to UE. So from UE point of view, all the register signalling can use IMS SIP.
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 　Figure 4   UE roaming from simplified SIP Core system to IMS network
In the figure 4, it is assumed that all UE will register to its home system. The SIP core can behave as home I-CSCF/S-CSCF when interacting with visited P-C-SCSF.
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　Figure 5   UE roaming from IMS network to Simplified SIP Core system 

In figure 5, it is assumed that SIP core will behave as visited P-CSCF. 
2  Proposal
Based on the above discussion, it is proposed that the architecture part keeps both the IMS based SIP Core and non-IMS based SIP Core as the starting point. SA6 would further evaluate/analyze the both alternatives based on the MCPTT service requirement.
Proposal

***************** Start of changes **********************
5.2
Solution 2: Generic High Level Architecture for User-Group-Based Applications

5.2.1
Functional Description

This solution focuses on the situation where the UE is in contact with the network. It is intended to be complementary to ProSe solutions that describe the out of coverage cases, and, the UE-to-network-relay cases.

Based on the architectural requirements in clause 4.2 and the existing 3GPP roaming architecture an EXAMPLE of a generic high level architecture is shown in Figure 5.2.1-1, below. While Figure 5.2.1-1 only shows a MCPTT Application Server, it can be imagined that other application servers also utilise the services of the Group Management Function; the Media Resource Function; the IMS core; and the Gi connection to the UE.

For artistic simplicity the interfaces between the BMSC and VPLMN are not shown. 
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Figure 5.2.1-1: Example of Generic High Level Architecture for User-Group-Based applications

Editor’s note: The use of the terms IMS core and SIP core are FFS. It is FFS whether the core is based on IMS or a more general SIP architecture.

The above architecture is an EXAMPLE and many variants of it can also exist, for example:

-
The "SIP Core" may be operated by the Public Safety Administration in order to ensure that security related information is retained within their (secure) environment. The SIP Core may be integrated with entities of applications of public safety in scenarios that the public safety agencies use compact architecture for dedicated services. When IMS network is deployed, within such an IMS/SIP core, the P-CSCF and S-CSCF/I-CSCF might be implemented in a single entity.
-
The PDN GW might be in the Home Network, or, a "local breakout" PDN GW could be used in the VPLMN. Different mechanisms for discovering the address of the P-CSCF/SIP Core exist and hence when using a "local breakout" PDN GW, the P-CSCF/SIP Core could still be located back in a Public Safety Administration’s secure environment. However, the P-CSCF provides an Rx interface to the PCRF; the PCRF uses the Gx interface to request Dedicated Bearer resources from the PDN GW; and currently inter-operator S9 interfaces are not widely deployed.
Editor note: It is FFS whether MCPTT Application Server could provide direct Rx interface to the PCRF.
-
The HSS might be in a "traditional HPLMN" that also provides a Radio Access Network, or, the HSS could be operated by the Public Safety Administration which could function as a type of "Mobile Virtual Network Operator". In the latter case, new roaming agreements with "traditional VPLMNs" could be required. 

NOTE: 
Figure 5.2.1-1 depicts an alternative scenario where EPC level security uses the "traditional HSS" and the Public Safety Administration uses a distinct Authentication Centre.

-
Both the MCPTT Application Server and Group Management Function are anticipated to have interfaces (with Sh type capabilities) to databases.

-
In addition to running its own applications, the "Public Safety Administration" may own/operate the IMS/SIP core and/or the "HPLMN EPC" and/or the VPLMN/Radio Access Network.

-
(Amongst many other scenarios) the UE could be using a VPLMN in the geographic region of "Public Safety B"; or, the UE be using an arbitrary IP-CAN and be located anywhere in the world and merely need to communicate with a user associated with "Public Safety B".

-
In some implementations, the Media Resource Function could be further subdivided into "MRFP" and "MRFC". Alternatively, the Media Resource Function and MCPTT Application Server might be implemented in a single entity.
-
ISC interfaces from the S-CSCF may run to any application server, e.g. to the Group Management Function.

The following core network capabilities are expected to be needed for MCPTT:


Registration of the MCPTT UE in the SIP core network;


Authentication of the MCPTT user in the SIP core network;


Identity assertion and securing of trust domains;


SIP session control;


QoS framework;


Overload Control;


Restoration of core network nodes;

and are already specified for the IMS Core Network.

Overview of reference points:
GC1
the GC1 reference point that is identified in TS 23.468 [3] is formed by the combination of GC1-U, GMF-1, MCP-1, MCP-2 and MCP-4.

GMF-1
Is the reference point between UE and Group Management Function. It handles the UE’s requests to join and leave groups

GMF-2
Is a reference point that allows an arbitrary application server to communicate with the Group Management Function to check the group related permissions of a UE.

GMF-3
Is the reference point between two Group Management Functions that e.g. are in different administrations. It can be used when a user-group involves users from multiple administrations.
GC1-U
Is the reference point for the media plane (e.g. encrypted speech packets) between the UE and the Media Resource Function.

MCP-1
Is a reference point between UE and Mission Critical Push To Talk Server. It is use for [SIP based] signalling that establishes and releases group calls, distributes TMGIs, and negotiates codecs. When IMS network is deployed, this is an ISC reference point as defined in TS 23.218 [5]. The ISC reference point uses SIP. 

MCP-2
Is a control plane reference point between UE and Media Resource Function: it is used e.g. for floor control requests/grants/refusals. The details of the interactions of MCP-2 with Cr/Mr’ are FFS.

MCP-3
Is the reference point between two Mission Critical Push To Talk Servers that e.g. are in different administrations. It can be used when an MCPTT session involves users from multiple administrations. MCP-3 uses the IMS/SIP core for message routeing.

MCP-4
Is another reference point between UE and Mission Critical Push To Talk Server: it is used e.g. for reporting the new cell ID; requests to switch between unicast and eMBMS reception, etc. It is FFS whether this reference point will be needed, or, this information can be carried by MCP-1 or MCP-2.







Figure 2 IMS-based registration-non-roaming 








Figure 1: Simplified SIP core registration-non-roaming 
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