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Abstract of the contribution: In the absence of global uniqueness of Layer-2 ID used for unicast communication, UE needs to detect and avoid any potential conflict with its neighbouring UEs. This document proposes to add this as FFS in TR 23.713 clause 7.1.4. 
1 Discussion
In the absence of global uniqueness of Layer-2 ID used for unicast communication, UE needs to detect and avoid any potential conflict with its neighbouring UEs. Due to various reasons such as limited number of bits used for Layer-2 ID, ad-hoc nature of one-to-one communication on PC5 interface, UEs mobility, etc, it is rather difficult to ensure global uniqueness of this Layer-2 ID used for unicast communication. However, it is sufficient as well as easier to design solutions to ensure Layer-2 ID used in one-to-one communication is locally unique. For example, in order to confirm uniqueness of a Layer-2 ID, UE could send a Request message to a well-known broadcast address targeting all users in the vicinity, and wait for a reply message (or lack of it) confirming address conflict (or its uniqueness).    
Thus, we propose to add below FFS to TR 23.713 clause 7.1.4  

Proposal 1: Procedure to detect Layer-2 ID conflict with neighbouring UEs is FFS

2  Proposal

It is proposed to include below text to TR 23.713 clause 7.1.4
>>>Proposed Changes<<<

7.1.4 
Topics for further study for one-to-one ProSe Direct Communication

Editor’s note:
Topics for FFS will be collected for this particular functionality. 
It is FFS whether the Direct Communication Request message (step 1 in Figure 7.1.2.1-1) and the authentication messages (step 2 in Figure 7.1.2.1-1) belong to the same or different protocols.

QoS is FFS.

It is FFS whether there is a need for other mechanisms for IP address assignment (e.g. to assist service continuity between the direct path and the infrastructure path between the two UEs, or for the case of an isolated (i.e. non-relay) one-to-one communication).

It is FFS whether one-to-one communication requires real-time network authorisation when the two UEs are in coverage.
 Procedure to detect layer-2 ID conflict with neighbouring UEs is FFS
7.1.5
Conclusions on one-to-one ProSe Direct Communication

Editor’s note:
Conclusions will be collected for this particular functionality
>>>End of Changes<<<
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