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	Reason for change:
	Section 15.3.0 contains the following sentence regarding inclusion of TFT in the Secondary PDP context activation procedure:
“If every established PDP context of a PDP address and APN pair is associated with a TFT a new PDP context, for the same PDP address and APN pair, may be established without a TFT by means of the Secondary PDP Context Activation procedure in accordance with the restrictions described in clause 9.2.0.”
However, since the approval of S2-134433, the following restrictions are described in Section 9.2.0:

“-
When 'MS_only' ….

-
The P-GW shall reject any MS request for a secondary PDP context activation that is received without a TFT.
-
When 'MS/NW' …

-
The MS shall not initiate any Secondary PDP Context Activation without sending a TFT containing at least one packet filter for the uplink direction;

-
The P-GW/GGSN shall not initiate any Network Requested Secondary PDP Context Activation without sending a TFT containing at least one packet filter for the uplink direction;

That means that after the restrictions of 9.2.0, there’s actually no scenario where either the MS of the P-GW/GGSN may establish a new PDP context using Secondary PDP context activation without a TFT.  

Therefore, the text in Section 15.3 is inconsistent and may lead to confusion. 

	
	

	Summary of change:
	It is proposed to remove the text in Section 15.3, regarding the use of secondary PDP context procedure without a TFT.

	
	

	Consequences if not approved:
	Inconsistent text in the specification may lead to incorrect implementation,, i.e., to establish Secondary PDP context without TFT with at least one uplink packet filter.
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	Other comments:
	


First Change
15.3.0
General

A TFT consists of one or more packet filters, each identified by a unique packet filter identifier. The maximum number of packet filters is specified in TS 24.008 [13]. A packet filter also has an evaluation precedence index that is unique among all packet filters that are associated with the PDP contexts that share the same PDP address and APN. This evaluation precedence index is in the range of 255 (lowest evaluation precedence) down to 0 (highest evaluation precedence). The MS manages packet filter identifiers and their evaluation precedence indexes, and creates the packet filter contents for those packet filters that are created by the MS. In 'MS/NW' mode, the GGSN/PGW manages packet filter identifiers and their evaluation precedence indexes for those packet filters that are created by the network. A packet filter has a direction attribute, which indicates the direction of the traffic flow(s), i.e. whether they are uplink, downlink or bi-directional. A packet filter from the MS where the direction attribute is not provided describes desired downlink traffic mapping and the network shall interpret such filter as valid for both directions. For services having no downlink IP flows, the MS shall provide packet filters for uplink IP flows to enable policy control functionality as described in TS 23.203 [88].

NOTE 1:
Packet filter direction was introduced together with the support for Network Requested Secondary PDP Context Activation procedure.

The state for the TFT and packet filter settings amongst all the PDP Contexts associated with one PDP address/prefix and APN pair is valid if all of the following conditions are fulfilled:

-
there is at most one PDP Context with no associated TFT; and

-
for 'MS/NW' mode or when the MS uses the direction attribute in 'MS_only' mode, the PDP Context established with the Secondary PDP Context Activation Procedure always has an associated TFT with at least one packet filter for the uplink direction.

NOTE 2:
The above conditions for the valid TFT and packet filter setting is intended for use with bearers in all types of 3GPP accesses.

NOTE 3:
A TFT that does not have any packet filter for the uplink direction is not considered valid (except for the PDP context established with the PDP Context Activation Procedure). By not considering the TFT valid a non-backward compatible change is introduced, but it would otherwise introduce unnecessary complexity to the system and it would still remain ambiguous whether such a TFT would be considered as allowing or not allowing uplink flows from an MS perspective, e.g. if the MS sends uplink packets on such PDP context the network might drop such packets due to lack of of PCC rules with matching filters.

The network shall, after conducting any action necessary to recover from a detected TFT status misalignment between the MS and the network, reject any request from the MS that would violate any of these conditions.

NOTE 4:
The network action to recover from a detected TFT status misalignment sometimes include deactivating outdated bearer information remaining after MS and network getting out of synchronization.

For each TFT, the MS and the network shall ensure that the subset of their own packet filters, if any, fulfils the conditions above.

NOTE 5: Ensuring that the own packet filters alone fulfils the conditions also ensures that the TFT setting for the PDP Contexts associated with one PDP address/prefix and APN pair remains valid, still allowing the MS and the network manipulating their own packet filters independently.

The MS may associate a TFT with a PDP context in the Secondary PDP Context Activation procedure or the MS-Initiated PDP Context Modification procedure. The network associates a TFT with a PDP context in the Network Requested Secondary PDP Context Activation Procedure or the GGSN-Initiated PDP Context Modification procedure (if in 'MS/NW' mode). A PDP context can never have more than one associated TFT.

In 'MS_only' mode the MS may modify any TFT through the MS-Initiated PDP Context Modification procedure.

In 'MS/NW' mode the GGSN and the MS may modify any TFT through the PDP Context Modification Procedure in accordance with the restrictions described in clause 9.2.0.

A TFT associated with a PDP context is always deleted at PDP context deactivation.

Among the PDP contexts that share the same PDP address and APN pair there shall be a maximum of one PDP context without an associated TFT. 
The UE may use the TFT to associate the Network Requested Secondary PDP Context Activation Procedure and the GGSN-Initiated PDP Context Modification Procedure to an application and to traffic flow aggregates of the application. Therefore the GGSN shall (in the Network Requested Secondary PDP Context Activation Procedure and the GGSN-Initiated PDP Context Modification Procedure) and the P‑GW shall (in the Create Dedicated Bearer Request and the Update Bearer Request messages) provide all available traffic flow description information applicable for the same EPS Bearer/PDP context (e.g. source and destination IP address and port numbers and the protocol information).

