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Abstract of the contribution: this document proposes a solution for successfully enabling mobile terminated data to reach a UE that uses Power Savings Mode. The solution is based on using the SCEF framework to allow the application server to request PSM notification or to request the deactivation of PSM for a device. 
1. Discussion

PSM may cause MT data from an SCS/AS to endure a large delay before its delivery as the SCS/AS may not be synchronized with the time devices exit PSM. Even if e.g. at deployment of the devices the SCS/AS is informed (over application signalling) about the pattern of MO activity, this “synchronization” is easily destroyed when a device receives a back-off timer which does not even allow MO data to be sent. 

The solution of a notification from the 3GPP network to the SCS/AS when a UE exits PSM has been discussed several times in order to solve the reachability problem associated with PSM. Even though this is useful, there is still a risk that the UE may go back to PSM before the SCS/AS sends data to the UE. The reason is that it may take some time for the SCS/AS to “prepare” data based on most recent application service parameters. Therefore, if the active time of the UE is short, the SCS/AS will again miss the opportunity to reach the UE and MT data is further delayed yet another time. Therefore, it is important to also have a mechanism to guarantee the UE reachability for MT data. 
In order to make MT data delivery successful for UEs that use PSM, this document proposes to use the SCEF to enable an SCS/AS to submit requests for getting notifications when a device exits (or enters) PSM, or to request the activation/deactivation of PSM for a device. The latter guarantees the UE is reachable for MT data from the SCS/AS. 

Scenario/solution description:

For simplicity, the scenario described below is for the case when the SCS/AS wants to get notification that a UE has exit PSM, or when the SCS/AS request the deactivation of PSM and thus a notification about the UE being available. However, the same procedure can be used to request notification when a UE enters PSM, or to request that PSM be activated for a UE.

The SCS/AS may have MT data to send to a device that may already be in PSM. The SCS/AS then submits a request to the SCEF which then verifies if the SCS/AS is allowed to get this service, finds the serving MME/SGSN and submits the request to the MME/SGSN. 
The request is either to simply send a notification when the UE exits PSM, or the request is to deactivate PSM for which the network reports back the deactivation of PSM and (implicitly) the availability of the UE.

When a UE exits PSM, it either initiates a service request procedure, or a tracking/routing area update (TAU/RAU) procedure to perform periodic registration. When the NAS message is received, the MME/SGSN verifies if there is a pending request to notify about the exit of PSM or the deactivation of PSM (or vice versa) for this UE. The MME/SGSN then takes the following actions based on the initial NAS message received from the UE:

· (Extended) Service Request: the MME/SGSN notifies the SCEF about the UE’s exit of PSM even if SCS/AS requested to deactivate PSM. This is because deactivation of PSM can only occur as part of TAU/RAU (after the UE is registered)

· TAU/RAU: the MME deactivates PSM (if the request was to deactivate PSM i.e. does not allocate an active timer) in the TAU/RAU Accept, and notifies the SCEF that the UE’s PSM is deactivated. Otherwise the MME/SGSN notifies the SCEF that the UE has exit PSM (if the request was to simply notify when the UE exits PSM).

When the SCEF receives a notification, the SCEF forwards the notification to the SCS/AS which can then proceed to send MT data to the UE. 

It is important to note that this solution does not imply PSM will always be deactivated for a device. It only gives the option that when needed for reachability, the PSM can be temporarily deactivated.

2. Proposal

It is proposed to add the following as a solution for the problem of reachability for a device that the uses of PSM.
**************************** BEGIN CHANGE ****************************

5.Z
Solution Z: Downlink Data Transmission after Notification about of PSM exit or PSM deactivation
This solution addresses the scenario on “Downlink packet transmission to UE applying power saving function” that is described in section 4.x. For UEs that use power savings mode (PSM), the service capability server (SCS) or application server (AS) does not know when the UE exits PSM. If the application in the device mostly sends mobile originated data, then as long as data is not available for transmission from the UE to the server, the latency for sending mobile terminated data increases. This is especially true if the device exits mostly to perform a periodic registration which ends quickly and hence the device quickly enters PSM again.
In order to resolve this problem which can lead to multiple retransmissions at the application layer and more signalling and packet discard in the network, the solution below uses the Service Capability Exposure Function (SCEF) framework that is described in  TR 23.708 to allow the SCS/AS to request notifications from the 3GPP network when a device exists PSM. When the UE exits PSM, the network informs the SCS/AS that the UE is available and the SCS/AS can then attempt to reach the device.
This notification and the subsequent terminated data transmission from the SCS/AS may work in some cases e.g. when the UE exits PSM to send uplink data or to perform uplink signalling (by sending a Service Request) as the UE’s activity may give the SCS/AS enough time to transmit downlink data. However, this simple notification may not lead to a successful reachability of the device from the AS for the reasons discussed below. 
The first reason is that the SCS/AS may require some time before transmitting data to the device as the application layer data may need to be “prepared” before transmission. It cannot be assumed that a previous failed attempt to reach the UE will lead to the transmission of the same downlink data from the SCS/AS – the application layer parameters may change and hence the data may be updated on a real time basis. 
The second reason is that a UE may exit PSM in order to perform a periodic registration. Normally, after the completion of the periodic registration, the UE transitions back to idle mode and can shortly go back to PSM especially if its active timer is short. These reasons show that a simple notification may not lead to a success in reaching the UE for terminated data.
Therefore, to guarantee UE reachability for terminated data, the solution also proposes the option of deactivating PSM as per request from the SCS/AS. Note that the PSM can be re-activated after the termination of the data transfer so that the UE saves power. Therefore, this option, only when needed, can surely guarantee that the UE is reachable and therefore gives a good trade-off between UE power consumption and reachability aspects (i.e. reduced packet discard and network signalling as described in the scenario section). 
The solution description is provided below.
5.Z.1
Description
The general solution works as follows: the SCS/AS submits requests to be notified when a device exits (or enters) PSM, or requests to deactivate (or activate) PSM for a device. The SCS/AS provides the external identity of the device for which the request is submitted. It is assumed that the SCEF connects to the HSS and to the MME/SGSN.
The solution details are provided below.
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Figure 5.z.1-1 – Notifying the SCS/AS when PSM is exit or deactivated for a UE
1. The SCS/AS submits a PSM Request for a device. The request type indicates if it is simply a notification when the UE exits (or enters) PSM; or indicates if the PSM should be deactivated (or activated). The SCS/AS also provides the external ID of the UE. 
2. The SCEF verifies if the SCS/AS is allowed to submit a request for PSM and that the request quota is not exceeded. 

3. The SCEF sends a PSM Response and indicates the result (success or failure). If the result is not successful, the procedure ends.

4. The SCEF verifies with the HSS if the SCS/AS is authorized to request this service. The SCEF also requests the address of the serving CN and internal UE ID. 

5. If the request is authorized, the HSS responds with the address of the serving CN node and the internal UE ID.

6. The SCEF sends a PSM Request and the request type to the CN node (MME/SGSN) and indicates the UE ID. 
7. The MME/SGSN acknowledges the PSM request and indicates the result (i.e. accept or reject).

8. A UE exits PSM and sends a NAS message to the MME/SGSN. The NAS message may be the (Extended) Service Request or a Tracking/Routing Area Update Request (TAU/RAU). The UE indicates its PSM usage preference (e.g. the UE requests an active time) in the TAU/RAU.

9. The MME/SGSN verifies if there is a pending PSM request for this UE.

10. If the received NAS message is a TAU/RAU Request and there is a pending PSM request to deactivate (or activate) PSM, the MME/SGSN responds with a TAU/RAU Accept without (or with) an active timer (depending on the PSM request type).

11. The MME/SGSN sends a PSM Notify message to the SCEF and indicates the internal UE ID and the notification type as follows. 

a. If the request type from the SCEF was to simply notify when the UE exits PSM, then the MME/SGSN sets the notification type to e.g. “PSM exit”. 

b. If the request type from the SCEF was to deactivate (or activate) PSM and the NAS message received from the UE was:

i. TAU/RAU: then the MME/SGSN sets the notification type to e.g. “PSM deactivated” if the MME/SGSN deactivated PSM (or “PSM activated” if the MME/SGSN activated PSM). 

ii. (Extended) Service Request: then the MME/SGSN sets the notification type to e.g. “PSM exit” (since PSM usage can only be changed in TAU/RAU messages, the MME/SGSN cannot change PSM setting but can at least notify the SCEF about the UE’s exit of PSM).

12. The SCEF resolves the UE’s external ID from the internal ID.

13. The SCEF sends a PSM Notify to the SCS/AS and includes the notification type and the external UE ID. 

14. The SCS/AS starts the transfer of MT data to the identified UE.
5.Z.2 
Impacts on existing nodes and functionality
The following impacts are foreseen:

· T5 interface should be enhanced to support PSM requests and notifications

· HSS should now connect to the SCEF

· HSS should authorize PSM requests per UE 

· The MME/SGSN verifying if a UE has a pending PSM request, optionally change the PSM setting for the UE based on an existing PSM request, and send PSM notifications (e.g. “PSM exit”, “PSM deactivated”) to the SCEF

5.Z.3
Evaluation
**************************** END CHANGE ****************************
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