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Abstract of the contribution: this document proposes a solution for reaching devices that support and use Power Savings Mode. The solution applies to the general reachability problem for a group of UEs that use PSM, or it can be used by other group messaging schemes for UEs that use Power Savings Mode.
1. Discussion

PSM may cause MT data from an SCS/AS to endure a large delay before its delivery as the SCS/AS may not be synchronized with the time devices exit PSM. Even if e.g. at deployment of the devices the SCS/AS is informed (over application signalling) about the pattern of MO activity, this “synchronization” is easily destroyed when a device receives a back-off timer which does not even allow MO data to be sent. 

Observation: the problem of UE reachability for MT data is a generic problem for UEs that use PSM.

Most of the group messaging solutions discussed so far e.g. MBMS or cell broadcast, have an FFS regarding PSM which needs to be resolved i.e. the solutions should indicate how they will work when the concerned UEs do indeed use PSM. 

When addressing the problem, it is best if a solution is generic and is not tailored for a specific group messaging solution, however, the group messaging solution can benefit from the generic PSM solution.

Proposal 1: a solution addressing reachability problem of UEs that use PSM should be a generic solution that can work for any purpose and with any group messaging method.

In the current PSM behaviour, a UE can exit PSM when it has UL data to send or when it has to perform a periodic registration. Some discussions have been made regarding the use of MBMS as a messaging solution for a group of devices that can be in PSM. The discussions hinted to the use of pre-known MBMS scheduling information based on which the UE will wake up from PSM to get the MBMS data. Not only is this proposal specific to MBMS group messaging solution, it also changes the PSM behaviour at the UE since now a new trigger is needed at the UE to wake up from PSM, specifically the trigger being the pre-known MBMS data schedule information.
Another general aspect that should be considered is that the need for group messaging may arise at different times and that the group messaging service can be invoked when needed. It should not be assumed that the group messaging solutions work on the basis of a pre-known schedule. If this is the case, then the problem of UE reachability with PSM is not a valid problem as we should always assume the UE will know the data scheduling info. In fact, one can further leave all the responsibility to the UE to “generate” data and wake up from PSM to contact the AS and verify if there is downlink data. However, this has clearly not been the expected solution and way forward for this problem.

Proposal 2a: the need and use of group messaging service can arise at any time and should not always be based on a pre-known downlink data scheduling information.
Proposal 2b: solutions to enable the reachability of UEs that use PSM should not introduce changes to the way PSM currently works in the UE i.e. the solutions should not create new triggers for the UEs to exit or enter PSM. 

The solution of a notification from the 3GPP network to the SCS/AS when a UE exits PSM has been discussed several times in order to solve the reachability problem associated with PSM. Even though this is useful, there is still a risk that the UE may go back to PSM before the SCS/AS sends data to the UE. The reason is that it may take some time for the SCS/AS to “prepare” data based on most recent application service parameters. Therefore, if the active time of the UE is short, the SCS/AS will again miss the opportunity to reach the UE and MT data is further delayed yet another time. Therefore, it is important to also have a mechanism to guarantee the UE reachability for MT data. Also, this gives the SCS/AS a means to ensure a group of devices are reachable when group based messaging (e.g. MBMS or cell broadcast) is used.
In order to make MT data delivery successful for UEs that use PSM, this document proposes to use the SCEF to enable an SCS/AS to submit requests for getting notifications when a device, that is part of a group, exits (or enters) PSM, or to request the activation/deactivation of PSM for each device that is part of a group. The latter guarantees the UEs are reachable for MT data from the SCS/AS. 

Scenario/solution description:

For simplicity, the scenario described below is for the case when the SCS/AS wants to get notification that a UE has exit PSM, or when the SCS/AS request the deactivation of PSM and thus a notification about the UE being available. However, the same procedure can be used to request notification when a UE enters PSM, or to request that PSM be activated for a UE.

The SCS/AS may have MT data to send to a group of devices that may already be in PSM. The SCS/AS then submits a group request to the SCEF which then verifies if the SCS/AS is allowed to get this service, finds the serving MME/SGSN and submits the group request to the MME/SGSN. 
The request is either to simply send a notification when the UE exits PSM, or the request is to deactivate PSM for which the network reports back the deactivation of PSM and (implicitly) the availability of the UE.

When a UE exits PSM, it either initiates a service request procedure, or a tracking/routing area update (TAU/RAU) procedure to perform periodic registration. When the NAS message is received, the MME/SGSN verifies if the UE is part (i.e. member) of a defined group for which there is a request to notify about the exit of PSM or the deactivation of PSM (or vice versa). The MME/SGSN then takes the following actions based on the initial NAS message received from the UE:

· (Extended) Service Request: the MME/SGSN notifies the SCEF about the UE’s exit of PSM even if SCS/AS requested to deactivate PSM. This is because deactivation of PSM can only occur as part of TAU/RAU (after the UE is registered)

· TAU/RAU: the MME deactivates PSM (if the request was to deactivate PSM i.e. does not allocate an active timer) in the TAU/RAU Accept, and notifies the SCEF that the UE’s PSM is deactivated. Otherwise the MME/SGSN notifies the SCEF that the UE has exit PSM (if the request was to simply notify when the UE exits PSM).

When the SCEF receives a notification, the SCEF forwards the notification to the SCS/AS which can then proceed to send MT data to the UE. Optionally, the SCS/AS may wait for a group of devices to be available and then uses a group based messaging service to send data to the UEs. Note that SCS’/AS’ decision to wait for all the UEs to be available in order to use a group based messaging, and the actual type of group based messaging used (e.g. MBMS, cell broadcast) is not in scope of this solution. It merely serves as an example of how the solution can be used to ensure availability of a group of devices that use PSM, so that a group based messaging service can be used.
2. Proposal

It is proposed to add the following as a solution for the problem of reachability for a group of devices that the use of PSM.
**************************** BEGIN CHANGE ****************************

5.x.2
Solutions
5.x.2.1
Solution: SCS/AS Group Request for Notification or (De)Activation of PSM Use via the SCEF
5.x.2.1.1
General

· The SCS/AS submits requests to be notified when a device that is part of a group exits (or enters) PSM, or requests to deactivate (or activate) PSM for devices that are part of a group. The SCS/AS provides the group identity for which the request is submitted.  The following assumptions are made:The SCEF connects to the MME/SGSN via a T5 interface

· The SCEF has an interface with the HSS

· The SCEF resolves the group ID obtained from the SCS/AS into individual internal (and optionally external) identities with the HSS
The overall solution to submit a request for PSM for a group of devices is shown below.
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Figure 5.x.2.1.1-1 – Notifying the SCS/AS when PSM is exit or deactivated for a group of UEs
1. The SCS/AS submits a PSM Request for a group of devices. The request type indicates if it is simply a notification when each UE, that is part of the identified group, exits (or enters) PSM; or indicates if the PSM should be deactivated (or activated). The SCS/AS also provides the group ID for the UEs. Optionally, the SCS/AS may (additionally) provide the individual external IDs of the UEs that belong in this group.

2. The SCEF verifies if the SCS/AS is allowed to submit a group request for PSM and that the request quota is not exceeded. 

3. The SCEF sends a PSM Response and indicates the result (success or failure). If the result is not successful, the procedure ends.

4. The SCEF interrogates the HSS to get the address of the serving CN and optionally to resolve the external group ID to internal individual UE identities (optionally also gets the individual external UE identities).

5. If the request is authorized, the HSS responds with the address of the serving CN node and the internal (and optionally external) individual UE identities that are part of the identified group.

6. The SCEF sends a PSM Request to the CN node (MME/SGSN) and indicates the group ID, individual internal UE IDs that are part of the group, and the request type.

7. The MME acknowledges the PSM request and indicates the result (i.e. accept or reject).

8. A UE (e.g. with internal ID UE1) exits PSM and sends a NAS message to the MME/SGSN. The NAS message may be the (Extended) Service Request or a Tracking/Routing Area Update Request (TAU/RAU). The UE indicates its PSM usage preference (e.g. the UE requests an active time) in the TAU/RAU.

9. The MME/SGSN verifies if the UE is part of the identified group and verifies if there is a pending PSM request for the UE.

10. If the received NAS message is a TAU/RAU Request and there is a pending PSM request to deactivate (or activate) PSM, the MME/SGSN responds with a TAU/RAU Accept without (or with) an active timer (depending on the PSM request type).

11. The MME/SGSN sends a PSM Notify message to the SCEF and indicates the internal UE ID and the notification type as follows. 

a. If the request type from the SCEF was to simply notify when the UE exits PSM, then the MME/SGSN sets the notification type to e.g. “PSM exit”. 

b. If the request type from the SCEF was to deactivate (or activate) PSM and the NAS message received from the UE was:

i. TAU/RAU: then the MME/SGSN sets the notification type to e.g. “PSM deactivated” if the MME/SGSN deactivated PSM (or “PSM activated” if the MME/SGSN activated PSM). 

ii. (Extended) Service Request: then the MME/SGSN sets the notification type to e.g. “PSM exit” (since PSM usage can only be changed in TAU/RAU messages, the MME/SGSN cannot change PSM setting but can at least notify the SCEF about the UE’s exit of PSM).

12. The SCEF resolves the UE’s external ID from the internal ID.

13. The SCEF sends a PSM Notify to the SCS/AS and includes the notification type and the external UE ID (optionally also includes the external group ID). The SCS/AS may skip step 14 and perform step 15 directly.

14. The SCS/AS starts the transfer of MT data to the identified UE.

15. Step a: optionally, the SCS/AS waits until notifications have been received that all UEs of a group have exit PSM.
Step b: the SCS/AS may then use a group-based messaging method to send a message to the group of devices. 

Editor's Note:
The definition and use of group identities, individual external/internal identities may be re-evaluated.

5.x.2.1.2
Impacts on existing nodes and functionality
The following impacts are foreseen:

· T5 interface should be enhanced to support PSM requests and notifications

· HSS should now connect to the SCEF

· HSS should authorize PSM requests on a per group subscription basis 

· HSS should resolve a unique external group ID to multiple unique internal device IDs

· The MME/SGSN verifying if a UE is part of a group for which there is a PSM request, optionally change the PSM setting for the UE based on an existing PSM request, and send PSM notifications (e.g. “PSM exit”, “PSM deactivated”) to the SCEF

5.x.2.1.2
Solution Evaluation

**************************** END CHANGE ****************************
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