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1. Discussion

The current control-plane solution for NB-IFOM with S2a/GTP (defined in clause 7.3.2) assumes that whenever the UE wants to transfer an IP flow from a source access to a target access, the UE must send routing rules to the network, which identify (a) the affected IP flows and (b) the new access requested for these IP flows. The network processes the routing rules requested by the UE and responds with another set of rules that identify if the UE can transfer the IP flows or not.
The problem with this approach for UE-initiated IP flow mobility is that it can create a lot of signalling over the radio interface and across the network interfaces. This is because the UE – especially when configured with ISRP for IFOM rules with RAN validity conditions – can have numerous triggers for IP flow mobility that enforce the UE to request IP flow mobility very often. For example, the UE can request IP flow mobility when
· The RSSI of WLAN goes below a low threshold

· The RSSI of WLAN goes above a high threshold

· The OPI provided by RAN changes and makes new rules valid

· The available DL or UL bandwidth of WLAN goes below a low threshold

· The available DL or UL bandwidth of WLAN goes above a threshold

· The channel utilization of WLAN goes below a low threshold

· The channel utilization of WLAN goes above a high threshold

· The RSRP or RSRQ of LTE access goes below a low threshold

· The RSRP or RSRQ of LTE access goes above a high threshold

· The Packet Error Rate of WLAN goes below a low threshold

· The Packet Error Rate  of WLAN goes above a high threshold

· Other implementation specific triggers occur.
As schematically illustrated in Fig. 1, whenever an IP flow mobility trigger occurs in the UE, the UE is required to send routing rules to the network for authorizing the intended IP flow mobility operation. This may have a significant impact on the network (which may receive a large rate of routing rules from NB-IFOM UEs), would consume valuable radio resources, would impact the UE battery consumption, and would make the UE implementation more complicated (frequent interaction is needed with lower-layers for communicating routing rules).
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Fig. 1
2. UE-Initiated IFOM without Routing Rule Exchange
In order to avoid the above issue, the concept depicted in Fig. 2 can be adopted.
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Fig. 2

This concept is characterized by the following:
· After the second access it established, the PGW/PCRP may install routing rules in the UE and make sure the UE performs traffic steering in compliance with these network-provided rules. For example, if the network wants the UE to steer all YouTube traffic to WLAN, it may install the following rule in the UE:

· Routing filter: {OS=xyz, App-id=YouTube}

· Routing Access: WLAN

· The UE combines the network-provided rules with its own IFOM routing rules (if any). For example, if the UE has active ISRP for IFOM rules, it combines these IFOM rules with the network-provided rules to create a set of NB-IFOM rules, which are then enforced for traffic steering within a given NB-IFOM PDN connection. This way, the UE creates a set of NB-IFOM rules for each active NB-IFOM PDN connection as shown in Fig. 3 below.
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Fig. 3

· The combination of UE’s own IFOM rules with the network-provided rules can be done in various ways. As an example, the UE may simply append those rules. In case of a conflict (e.g. the network-provided rules prefer WLAN for a certain IP flow, whereas the ISRP for IFOM rules prefer 3GPP access), the UE may consider only the network-provided rules. This way, the network makes sure that the network-provided rules are always respected and enforced by the UE (under normal radio conditions). Alternative ways to combine rules are subject to further discussion.
· When the active ISRP for IFOM rules change in the UE (e.g. because the OPI value changed, or the RSSI of WLAN went below a low threshold, etc.), the UE creates an updated set of NB-IFOM rules for every active NB-IFOM PDN connection by taking into account the network-provided rules for each of these PDN connections. This way, the UE creates updated NB-IFOM rules which can still comply with the network-provided rules.
· The NB-IFOM rules in the UE can also be updated when an implementation-specific trigger occurs that requires one or more IP flows to be transferred to a different access. For example, when the measured packet error rate over WLAN goes above a certain threshold, the UE may update the NB-IFOM rules of all active NB-IFOM PDN connections so that all traffic over WLAN is transferred to 3GPP access.
· When the updated set of NB-IFOM rules in the UE requires an active IP flow to be transferred to a different radio access, the UE triggers UE-initiated IP flow mobility. As shown in Fig. 2, the UE simply transfers the affected IP flow(s) to the new access without sending any routing rules to the network. There is no need to send any routing rules because the UE already operates with routing rules that were previously provided by the network. When the PGW observes that the DL packets of some IP flows are received via a new access, it updates its routing table to make sure that the UL packets for these IP flows will be transmitted via the new access.
· As shown in Fig. 2, the PGW/PCRF can send new / updated routing rules to the UE at any moment and effectively trigger NW-initiated IP flow mobility. For example, when the PCRF creates an updated set of routing rules for a certain NB-IFOM PDN connection, the network can send new or updated routing rules to UE. In this case, the UE will again combine its own IFOM rules (if any) with the new / updated network-provided rules and create an updated set of NB-IFOM rules for the NB-IFOM PDN connection. 
· Whether the UE can reject one or more network-provided routing rules (and why) is FFS.

3. Proposal

It is proposed to introduce a new Annex in TR 23.861 that specifies how an NB-IFOM solution can support UE-Initiated IP flow mobility without exchanging routing rules between the UE and the network. This Annex can serve as a reference for potential updates to the existing NB-IFOM solutions.
Annex X: UE-Initiated IP Flow Mobility without Exchanging Routing Rules
X.1
General

This annex specifies how an NB-IFOM solution could support UE-initiated IP flow mobility without requiring the UE to exchange routing rules with the network. It aims to serve as a reference for potential updates to the NB-IFOM solutions.
An NB-IFOM solution that requires the UE to send routing rules to the network at every UE-initiated IP flow mobility occurrence can create a lot of signalling over the radio interface and across the network interfaces. This is because the UE – especially when configured with ISRP for IFOM rules with RAN validity conditions – can have numerous triggers for IP flow mobility that enforce the UE to request IP flow mobility very often. For example, the UE can request IP flow mobility when

· The RSSI of WLAN goes below a low threshold

· The RSSI of WLAN goes above a high threshold

· The OPI provided by RAN changes and makes new rules valid

· The available DL or UL bandwidth of WLAN goes below a low threshold

· The available DL or UL bandwidth of WLAN goes above a threshold

· The channel utilization of WLAN goes below a low threshold

· The channel utilization of WLAN goes above a high threshold

· The RSRP or RSRQ of LTE access goes below a low threshold

· The RSRP or RSRQ of LTE access goes above a high threshold

· The Packet Error Rate of WLAN goes below a low threshold

· The Packet Error Rate  of WLAN goes above a high threshold

· Other implementation-specific triggers occur.
Frequent exchange of routing rules between the UE and the network may have a significant impact on the network (which may receive a large rate of routing rules from NB-IFOM UEs), would consume valuable radio resources, would impact the UE battery consumption, and would make the UE implementation more complicated (frequent interaction is needed with lower-layers for communicating routing rules).
It is therefore desirable the NB-IFOM solution to support UE-initiated IP flow mobility without requiring the UE to send routing rules to the network. The next clause describes how this could be achieved.
X.2
Description

Figure X.2-1 below illustrates how an NB-IFOM solution could support UE-Initiated IP flow mobility without exchanging routing rules between the UE and the network. It also shows how NW-Initiated IP flow mobility could be supported by sending new / updated routing rules to UE.
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Fig. X.2-1
The concept shown in Fig. X.2-1 is characterized by the following:

· After the second access it established, the PGW/PCRF may install routing rules in the UE and make sure the UE performs traffic steering in compliance with these network-provided rules. For example, if the network wants the UE to steer all YouTube traffic to WLAN, it may install the following rule in the UE:

· Routing filter: {OS=xyz, App-id=YouTube}

· Routing Access: WLAN

· The UE combines the network-provided rules with its own IFOM routing rules (if any). For example, if the UE has active ISRP for IFOM rules, it combines these IFOM rules with the network-provided rules to create a set of NB-IFOM rules, which are then enforced for traffic steering within a given NB-IFOM PDN connection. This way, the UE creates a set of NB-IFOM rules for each active NB-IFOM PDN connection as shown in Fig. X.2-2 below.
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Fig. X.2-2
· The combination of UE’s own IFOM rules with the network-provided rules can be done in various ways. As an example, the UE may simply append those rules. In case of a conflict (e.g. the network-provided rules prefer WLAN for a certain IP flow, whereas the ISRP for IFOM rules prefer 3GPP access), the UE may consider only the network-provided rules. This way, the network makes sure that the network-provided rules are always respected and enforced by the UE (under normal radio conditions). Alternative ways to combine rules are subject to further discussion.

· When the active ISRP for IFOM rules change in the UE (e.g. because the OPI value changed, or the RSSI of WLAN went below a low threshold, etc.), the UE creates an updated set of NB-IFOM rules for every active NB-IFOM PDN connection by taking into account the network-provided rules for each of these PDN connections. This way, the UE creates updated NB-IFOM rules which can still comply with the network-provided rules.

· The NB-IFOM rules in the UE can also be updated when an implementation-specific trigger occurs that requires one or more IP flows to be transferred to a different access. For example, when the measured packet error rate over WLAN goes above a certain threshold, the UE may update the NB-IFOM rules of all active NB-IFOM PDN connections so that all traffic over WLAN is transferred to 3GPP access.

· When the updated set of NB-IFOM rules in the UE requires an active IP flow to be transferred to a different radio access, the UE triggers UE-initiated IP flow mobility. As shown in Fig. X.2-1, the UE simply transfers the affected IP flow to the new access without sending any routing rules to the network. There is no need to send any routing rules because the UE already operates with routing rules that were previously provided by the network. When the PGW observes that the DL packets of some IP flows are received via a new access, it updates its routing table to make sure that the UL packets for these IP flows will be transmitted via the new access.

· As shown in Fig. X.2-1, the PGW/PCRF can send new / updated routing rules to the UE at any moment and effectively trigger NW-initiated IP flow mobility. For example, when the PCRF creates an updated set of routing rules for a certain NB-IFOM PDN connection, the network can send new or updated routing rules to UE. In this case, the UE will again combine its own IFOM rules (if any) with the new / updated network-provided rules and create an updated set of NB-IFOM rules for the NB-IFOM PDN connection. 
Editor’s note: Whether the UE can reject one or more network-provided routing rules (and why) is FFS. 
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