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Abstract of the contribution: This contribution analyses the constraints on the management of unicast media bearers to meet the setup time requirements even when middle boxes are used in the media path between the UE and the Critical Communication Application (CCA).
1. Introduction
When a MCPPT call is setup, the address and port information for the routing of (S)RTP packets shall be exchanged between the endpoints of the related call segment. However, the address and port information of the RTP/UDP/IP packets may be modified by middle boxes like Network Address Translators.
Although the techniques for the management of such address and port modification in SDP offer/answer protocols is well known (ICE protocol according to RFC 5245), the exchange of messages to discover the actual address to exchange in order to properly establish connectivity and to check it is too long to be compatible with the stringent requirements for setup time in MCPTT calls.
2. Preliminary setup of a transport 5-uple
To overcome this issue, the discovery phase of the ICE protocol shall be performed in advance to any actual call setup, i.e. at registration time.
When the MCPTT client has successfully registered with the corresponding server, a session shall be established between the CCA AS and the MCPTT UE with an exchange of candidate addresses and ports. This implies the usual steps in the ICE protocol, i.e. the discovery of the potential STUN and TURN servers, the determination of the modified address and port information (reflexive address) and the exchange of STUN heartbeats to check connectivity as required by RFC 5245. The connectivity can then be maintained using STUN heartbeats exchanged between the endpoints of the media session, even if the media session is not currently used. The used candidate information shall be fully kept at CCA level.
3. Relation to SDP session(s) and relation to radio bearers
As the session leading to the exchange of ICE candidates and the discovery of the appropriate addresses and ports for connection is not related to any call, the setup of any further call shall create a new SDP session where the proposed connection information (re-)uses the addresses and ports which have been previously discovered and that are maintained with STUN heartbeats.

When an SDP session with a given required bandwidth, a given QoS requirement is setup, the address and port information that shall be used on the Rx interface is the information related to the address and port as seen by the UE and the P-GW and not the one which is seen from the other side of an intervening NAT (NAPT). Thus the information on the candidate from the initial ICE discovery shall be kept as long as the session is alive and the CCA shall use the (translated) address and port as destination for the (S)RTP packets while it shall use the untranslated one for the Rx transaction when it is necessary to establish and release a dedicated bearer supporting this session.

When several calls are simultaneously using a unicast transport, but have the same requirements in terms of QoS and ARP, they can use the same radio bearer and thus the same 5-uple and the various (S)RTP sessions are multiplexed over the same 5-uple using appropriate multiplexing techniques. The bandwidth shall thus be updated accordingly depending on the number of multiplexed sessions and their individual bandwidth requirements.

When several calls are simultaneous using the unicast transport, but shall have different QoS and ARP requirements, different specific bearers shall be used and they will lead to different 5-uple, if the address and/or port information is used as a TFT criteria. In that case, the setup procedure described above shall be used to establish several 5-uples, each corresponding different QoS and/or ARP requirement under the control of the CCA.

4. Conclusion

The following additions are proposed in TR 23.779.
*********************START OF CHANGES*********************************
4.2.Y Preliminary setup of unicast media IP connectivity

One or more IP connections defined by a 5-uple (transport protocol, source IP address, source transport port, destination IP address, destination transport port) shall be established between the MCPTT endpoint and the MCPTT AS endpoint after successful MCPTT registration and before any call setup to exchange potential candidate in the case of use of NATs or TURN.
The 5-uples may correspond to different QCI or ARP values and shall be maintained by the use of STUN heartbeats.

The establishment of dedicated bearers to permanently support these 5-uples is FFS.

************************END OF CHANGES*********************************

*********************START OF CHANGES*********************************

5.X
Solution X: Preliminary setup of unicast media IP connectivity

5.X.1
Functional Description
This procedure performs the gathering of ICE candidates and the establishment of a 5-uple to speed up later call setup procedures for individual and group calls

5.X.2
Procedure for the setup of a permanent 5-uple for unicast media IP connectivity

The procedure below presents an example of procedure for the setup of a permanent 5-uple and an example of use for the setup of an individual call.

Note: The procedure applies for direct connection between the MCPTT AS and the LTE EPC or any other IP network, without intermediate IMS.

0. At activation of the MCPTT application in the UE, it shall activate a connection with the appropriate APN (for the MCPTT application), discover the C-plane access point of the MCPTT Application Server and optionally secure the connection between the UE and the C-plane access point of the AS.

1. UE initially sends a SIP REGISTER to the AS to initiate access to the service.

2. The AS responds with a 401 Unauthorized with random information for UE (applicative) authentication.

3. The UE retries registration with a SIP REGISTER carrying the appropriate (applicative) credentials.

4. The registration procedure concludes successfully with a 200 OK response from the AS.

5. The successful completion of the registration to the MCPTT AS triggers the setup of a permanent 5-uple. The UE shall first discover its position towards any intermediate NAT or TURN server by using the initial discovery means described in RFC 5245. After gathering a set of potential candidates (address and port), the UE sends to the AS a SIP INVITE with a SDP body requesting the setup of a UDP based message channel with connection information coming from the gathered set of candidates. The request URI is designating the C-plane access point of the MCPTT AS.
6. Upon reception of the INVITE with a SDP body containing ICE candidates, the AS starts itself the gathering of candidate information and prepare a 200 OK response with a SDP body containing the gathered candidate information.

7. The transmission of the SIP ACK message terminates the procedure form the SIP point of view.

8. The various candidate pairs gathered by both ends of the procedure are used for the sending of STUN packets to check actual connectivity and test the potential NAT configuration. At the end of this procedure, the UE shall retain the knowledge of the (translated) transport address (address and port) of the corresponding AS U-plane access point, while the AS shall retain the knowledge of the (translated) transport address of the UE, both information being used for the transmission of RTP/UDP packets through intervening NATs, while the AS shall also retain the (un-translated) transport address of the UE to properly populate Rx messages to the PCRF for establishment and release of dedicated radio bearers supporting the corresponding 5-uple.
9. The discovered connectivity is maintained through the periodic exchange of STUN heartbeats to make sure that the intervening NATs remains open.

10. If the UE PCPTT application wants to initiate an individual call to another party, it shall send a SIP INVITE message to the AS C-plane access point acting as a proxy as provided by RFC 3261. The SDP body shall use the information previously collected during the ICE setup phase and send the determined transport address and not a set of candidate. Thus, the (S)RTP flow will share the 5-uple and will be multiplexed with any other traffic using the same 5-uple.

Note: For this INVITE, the request URI is designating the called party.

11. The AS responds to the UE with a 200 OK with an SDP body carrying similarly the transport address as defined by the ICE procedure and not the candidates.

12. The setup procedure is completed with a SIP ACK message. The session set up in these steps (10 – 12) and the session set up in steps 5 – 7 are distinct and have different Call-Id and tags information.

13. To allow for a given QoS, the MCPTT AS sends to the PCRF an Rx diameter message to establish a dedicated bearer using as TFT information the un-translated transport address saved from the initial candidate exchange.

14. The (S)RTP flow can be transported over the dedicated bearer setup in the preceding step.

15. The call is ended by the sending of a SIP BYE with Call-Id matching the one defined in step 10.

16. The termination of this session is completed. The session established in steps 5 – 7 remains alive.
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Figure Y - Example of permanent 5-uple setup and use

17. The dedicated bearer set up during step 13 may be released.
18. The STUN heartbeats shall continue to further maintain the connectivity.

************************END OF CHANGES*********************************
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