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Abstract of the contribution: This contribution proposes a general principle for an efficient use of Restricted Direct Discovery Model B. 
Discussion

In Restricted Direct Discovery Model B the discoverer UE announces over the air a ProSe Code (solicitation) that all the potential discoveree UEs are able to recognize; if one of the discoveree UE decides to reply to the ProSe Code received by the discoverer UE, then it sends a ProSe Response that the discoverer UE is able to recognize, unless the ProSe Response is sent via the network (but sending the ProSe Response via the network doesn’t work out of coverage, i.e. for Public Safety).

For the above reason the ProSe Code sent by the discoverer UE must be known to all the potential discoveree UEs, and the discoverer UE must be able to recognize any possible ProSe Response replied by any of the potential discoveree UEs.

When the discoverer UE gets a ProSe Code from the ProSe Function it makes little sense that all the potential discoveree UEs are triggered by the network of retrieve the corresponding Discovery Filter, because of the huge burst of signalling. Even worst because some of the potential discoveree UEs (i.e. those that granted the permission to be discovered) may not be interested to be discovered in that precise moment; they may of course change their discovery permission, but if they are forced to do that very often for not being bothered by notifications from the ProSe Function we still end up in a lot of useless traffic.
The conclusion is that the only efficient way to perform Restricted Direct Discovery Model B is that:

· the ProSe Code sent by the discoverer UE is pre-configured into a Discovery Filter for all the potential discoveree UEs, and in addition 

· the discoverer UE is pre-configured with every possible ProSe Response that may come from any potential discoveree UE.

For example if I’m looking for a taxi I need to announce that specific ProSe Code for which all the taxi drivers nearby already have the proper Discovery Filter, and if one of them is willing to reply he shall send me back a ProSe Response that I can understand, i.e. a data structure for ProSe Codes / ProSe Responses, more complicated than the one (not yet clearly finalized) for the Release 12 Application ID Names, needs to be defined.

On the contrary, in the Public Safety context pre-configuration is anyway needed for out of coverage operations and therefore all the above mentioned issues disappear, because the ProSe Codes /Prose Responses exchanged over the air are already knows by all the involved parties.
Proposal: Restricted Direct Discovery Model B is most suitable for the scenarios when ProSe Codes / ProSe Responses are pre-configured in the UEs.
Proposal

Add the above principle to TR 23.713
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5.1.1
Functional Description
Editor’s note:
General description, assumptions, and principles of the solution. 
TS 22.278 [4] specified the requirements for the Restricted ProSe Discovery as "Subject to user and operator settings, a ProSe-enabled UE shall be able to be discoverable only by other ProSe-enabled UEs in proximity that are explicitly permitted by the discoverable ProSe-enabled UE."
The solution for Restricted ProSe Direct Discovery follows the following principles:

-
The Restricted ProSe Direct Discovery allows permission defined at application layer by Announcing/Discoveree UE to determine the capability of the Monitoring/Discoverer UE to discover the Announcing/Discoveree UE.  

-
The Restricted ProSe Direct Discovery solution should be developed based on existing ProSe architecture in TS 23.303 [3].

-
The permission information for the Restricted Direct Discovery is maintained by the ProSe application server.

-
The application layer user identity is concealed from 3GPP network by ProSe Application Server obfuscating the user identities. The mapping of the obfuscated user identity (Restricted ProSe App User ID) and actual application layer identity is maintained by the ProSe Application Server.

-
The 3GPP layer identity of the UE is concealed from application layer by ProSe Function creating a ProSe Discovery UE Identity. The mapping of the ProSe Discovery UE ID and the 3GPP layer UE ID is maintained by the ProSe Function.
-
The binding of Restricted ProSe App User ID and ProSe Discovery UE ID is maintained by the ProSe Application Server, via a mechanism out of scope of 3GPP. This binding information is exchanged over reference point PC2.
-
It is up to the policy in the ProSe Function whether to allocate the same ProSe Code for all Restricted ProSe App User IDs or different ProSe Codes for the different Restricted ProSe App User IDs.  

- 
The Restricted ProSe Direct Discovery solution shall allow for part of the ProSe Code to be reserved for the ProSe application and it may allow for a number of mobile services, e.g. group discovery, dating, advertising, etc. The use of this part of the ProSe Code is out of scope of 3GPP.
-
The Restricted ProSe Direct Discovery solution shall allow partial matching of a ProSe Code. For this purpose, the Restricted ProSe Application User ID may be configured by the application in a tiered format. The ProSe Function generates the ProSe Code corresponding to the tiered format of the Restricted ProSe Application User ID.
-
The Announce Request procedure defined for Open Direct Discovery can be reused for Restricted Direct Discovery. The extensions required are:

- 
the indication of the Restricted Discovery type;

- 
the addition of the verification of the ownership of the requested Restricted ProSe App User ID, using information provided over PC2 reference point. 

-
The Monitor Request procedure defined for Open Direct Discovery can be reused for Restricted Direct Discovery. The extension required are:

- 
the indication of the Restricted Discovery type;

-
the inclusion of the Restricted ProSe App User ID of monitoring UE and of an Application Transparent Container that contains the Target Restricted ProSe App User IDs indicating what the UE is interested to monitor;

- 
the verification of the permission to monitor a given Target Restricted ProSe App User ID, using information provided over PC2 reference point. 

-
The ProSe Function can configure the UE whether the Match Report procedure is required. 

-
The Match Report procedure defined for Open Direct Discovery can be reused for Restricted Direct Discovery. The extensions required are:

- 
the indication of the Restricted Discovery type, and the inclusion of the Restricted ProSe App User ID of monitoring UE;

- 
the optional verification step of the permission to discover a given Target Restricted ProSe App User ID, using information provided over PC2 reference point. 
-
For Restricted ProSe Direct Discovery of a given UE, the UE may wait for a trigger from the network before starting to announce a ProSe Code. The network shall be able to trigger a UE when to start announcing. 
-
Restricted Direct Discovery Model B is most suitable for the scenarios when ProSe Codes / ProSe Responses are pre-configured in the UEs.
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