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1. Introduction
In SA2#105 a new SA2 WID for Isolated E-UTRAN for Public Safety (IOPS) was presented S2-143298 [1] and also a discussion paper explaining the main scenarios in S2-143297 [4]. The WID was not approved because eventually the objectives could not get agreed and some companies indicated that they preferred this WID to become a study instead of normative work item.

Qualcomm Inc. was amongst the companies that indicated in SA2#105 that a study is more preferable because we indicated that we are not convinced that IOPS will result in normative in SA2 specifications. This discussion paper is doing a quick analysis of the possible architecture options and proposes a way forward on how to handle IOPS in SA2.

2. Analysis of IOPS scenarios
As a starting point we highlight that SA2 is already having ongoing work on eProSe-EXT for ProSe UE-UE Relay and UE-Network Relays that can fulfil the requirements of IOPS as listed in TS 22.346 [2]. It is though obvious that any work based on ProSe will involve using D2D functionality in Access Stratum and PC5 protocol stack as defined in TS 23.303 [3]. 
A major advantage IOPS can offer compared to the ongoing work in eProSe-EXT is to use as much as possible “legacy LTE” procedures and as much as possible eliminate impacts in the LTE-Uu protocol stack. Otherwise IOPS procedures will become yet another protocol stack in the UE and this would increase the cost and complexity of the Public Safety UE.

Proposal 1: It is proposed that IOPS UE procedures are based on LTE-Uu signalling and protocol stack.

During the discussion in SA2#105 two main scenarios were brought up for IOPS: 

· Scenario A: No backhaul 

· Scenario B: Signalling only backhaul

We analyse these two scenarios mostly from the perspective of the “UE impacts”.
Scenario A

The underline assumption is that in this scenario IOPS is a standalone network that can be deployed either as “system in a box” and assist in areas where there is no coverage or it can be a special operation mode operation when the eNB (cell site) detects that the backhaul connectivity is severed. 
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Figure 1: IOPS – no backhaul scenario
Functional Architecture

IOPS consists of a full system and contains functionality provided by MME, SGW, PGW and the necessary server functions for the most commonly used Public Safety applications

Cell/PLMN selection

The Public Safety UEs uses “legacy” LTE-Uu mechanisms to reselect to the IOPS cell. This means that the eNB when it gets activated in this mode it starts broadcasting a cell-id, TAI and PLMN and only the relevant/configured Public Safety UEs are able to camp on.
The related Public Safety UEs are provisioned with CSG and PLMN id of the IOPS network. This way the non-Public Safety UEs will not camp on the IOPS cell for normal service. 
One important assumption here is that the eNB will not be activated e.g. start sending PSS/SSS before it wants to “attract” Public Safety UEs to connect to IOPS network.

PDN connectivity

When the UE tries to reselect to the IOPS network and sends a TAU, the MME can reject the TAU with “implicit detach” and trigger the UE to send an Attach request. This way the MME can connect the UE to a different “default” APN that provides connectivity to the locally placed SGW/PGW. Alternatively the UE application can trigger an additional PDN connectivity to a preconfigured application when connectivity to the cell-id that is part of the preconfigured CSG.

Mobility

It can be assumed that one or more eNB that connect to the IOPS network and normal mobility procedures between them can be supported. When the UE reselects to an eNB outside the IOPS network it cannot support seamless mobility any more.
Security/Authentication

This is the tricky part of the architecture since the IOPS will not have access to HSS. One option is to locally place the HSS functions, this may though impose operational complexities. The security architecture would though need further study in SA3. 

Based on the above analysis we propose the following: 

Proposal 2: IOPS is based on the assumption that it consists of a whole set of EPS functional nodes and server connectivity.

Proposal 3: IOPS UE procedures use existing mechanisms for cell/PLMN reselection in order to reselect to an IOPS network
Proposal 4: Existing mechanisms for UE PDN connectivity can be used

Proposal 5: Idle and connected mode mobility can be supported within cells that are all connected to the same IOPS network.

Proposal 6: Security architecture and procedures for the “no backhaul” scenario require more study by SA3.

Scenario B

In this scenario we assume that the IOPS network consists on eNB, SGW, PGW and the required server functionality. The limited backhaul can support S1-C and S11 signalling. 
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Figure 2: IOPS – limited backhaul scenario
Based on that the UE can still support existing cell/PLMN selection procedures if the public safety UEs are provisioned with CSG and PLMN id of the IOPS network. 
The PDN connectivity to the MME can follow SIPTO procedures for this tracking area and trigger the PDN connection to IOPS network when the UE connects to this CSG.

This scenario also does not require any special procedure for security or mobility. 

Proposal 7: Existing mechanisms for SIPTO PDN connectivity can be used by the MME in order to establish the connection to the IOPS when the UE moves in the coverage of IOPS network
2. Way Forward
Based on the proposals it is obvious that IOPS does not expect to impose any impacts in the existing SA2 normative specifications. 

Only remaining open issue that requires further study is the security architecture and procedures. It is therefore proposed that SA3 starts investigating security solutions for IOPS. 
When SA3 studies the impacts on the security architecture and procedures an informative annex in an SA2 TS (e.g. TS 23.401) can document the deployment of EPS as an isolated network with a TEI13 CR.

We believe there is no need to a new WID/SID for IOPS in SA2.
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