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Abstract of the contribution: This contribution provides some enhancements for co-existence Solution C.
1. Discussion
This contribution assumes that both the UE and the network initiated IP flow mobility procedure are supported. Both the UE and the PGW/PCRF could initiate the IP flow mobility procedure. The other end point decides to accept or reject the received Routing Rules. 
The factors taken into account by the UE may include: user preference, access network radio condition, power consideration, etc.

The factors taken into account by the network may include: subscription, charging consideration, QoS requirement, etc.

Anytime, the UE or the network may initiate the IP flow mobility procedure to create an IP flow in one access network, or move an IP flow from one access network to the other. For example, the UE may initiate IP flow mobility to move one IP flow from 3GPP to WLAN since 3GPP is congested. The network may reject this request since it is forbidden by the subscription or the user already uses up all the credit in WLAN. The network needs to send the cause why this request from the UE is rejected. Otherwise, the UE may request to move the service to WLAN again later and might be reject again. 
Since the UE-initiated NBIFOM procedure is performed along with UE requested bearer resource allocation procedure, if the network rejects the Routing Rule, the network shall also reject this UE requested bearer resource allocation procedure. The network indicates the cause in the failure response to the UE. If the network rejects the request from the UE since this IP flow is forbidden to be routed via this access network, the PGW/PCRF shall include the received Routing Rule, modifying the “Routing Access Type” to the other access type and set the Negotiation Indication to “forbidden” in the response message. If the UE receives the Routing Rule with Negotiation Indication set to “forbidden”, the UE shall not initiate NBIFOM procedure to route this IP flow in the forbidden access network later which will certainly be rejected.
During the network-initiated NBIFOM procedure, if the operator forbids the UE to route certain IP flow on a certain access network, the PGW/PCRF shall set the Negotiation Indication to “forbidden” in the Routing Rule for this IP flow to show that this IP flow can only be established or routed in the access network indicated by the “Routing Access Type” in the Routing Rule. If the UE decides to reject the Routing Rule sent from the network with Negotiation Indication set to “forbidden”, it means that the UE cannot establish this service. It may happen when the operator only allows establishing a service via one access network but the UE detects that the radio condition in this access network is bad. If the UE decides to reject the Routing Rule sent from the network with Negotiation Indication set to “allowed”, the UE may request to route this IP flow via another access network.
The UE can simultaneously use the NBIFOM solution and ANDSF traffic steering rules for IFOM (i.e. ISRP for IFOM rules). The UE shall not route an IP flow via one access network which is forbidden by the ANDSF policy or the network.

When both the UE and the network support both RAN Rule and NBIFOM, the UE shall ignore the WLAN offloadability indication from the MME. When the UE receives a NW-initiated IP flow mobility request, the UE determines whether the request is in conflict with RAN Rule. The UE uses the RAN Rules to determine when UE-initiated IP flow mobility should be requested.
2. Proposal

It is proposed to adopt the following procedure description.

************************************* START OF CHANGES *************************************
7.8.4 
Solution C

This solution for co-existence of UE-Initiated and network-initiated is applicable to the solution for Control Plane based approach.

The network decides whether the Routing Rule provided by the network can be modified by the UE based on the following principles:

-
For the services which the operator want to control the routing (regardless of whether the routing rule is sent by the UE or by the network), the network shall set the Routing Access Type as well as the Negotiation Indication to “forbidden” in the Routing Rule. The UE shall not modify this Routing Rule received from the network.

-
If a Routing Rule is sent by the network for other services, the network shall set the Negotiation Indication to “allowed” in the Routing Rule.

-
If a Routing Rule is sent by the UE for other services, the network shall accept it.




The detailed description is as follows:

1.
During NW-initiated NBIFOM procedure, the network sends a Routing Rule to the UE. If the operator forbids the UE to route certain IP flow on a certain access network, the PGW/PCRF shall set the Negotiation Indication to “forbidden” in the Routing Rule for this IP flow to show that this IP flow can only be established or routed in the access network indicated by the “Routing Access Type” in the Routing Rule. 

When the UE receives the Routing Rule from the network, the UE decides if this request should be accepted or rejected. If the request cannot be executed due to constraints (e.g. due to low signal strength on the target access or due to user preference), the UE rejects the IP flow mobility request. Otherwise, the UE accepts the IP flow mobility request. 


If the UE receives a Routing Rule with Negotiation Indication set to “forbidden”, the UE shall not initiate NBIFOM procedure to route this IP flow in the other access network later which will certainly be rejected.


If the UE receives the Routing Rule with Negotiation Indication set to “allowed”, the UE may initiate NBIFOM procedure later to move the IP flow to another access network.


If the Routing Rule is rejected by the UE, the network shall not trigger NBIFOM procedure to request to apply the Routing Rule again unless operator policy changes, e.g., operator policy changes (the IP flow is forbidden to be routed via the existing access network), or the UE changes the location or the RAT type (e.g., from LTE to UTRAN).
2.
During UE-initiated NBIFOM procedure, the UE sends a Routing Rule to the network. The PGW/PCRF is expected to accept the request from the UE unless the operator forbids the UE to use certain IP flows on a certain access network (e.g. the subscription limitation, or the credit is used up). If the network rejects the request from the UE since this IP flow is forbidden to be routed via this access network, the PGW/PCRF shall include the received Routing Rule, modifying the “Routing Access Type” to the other access type and set the Negotiation Indication to “forbidden” in the response message. If the UE receives the Routing Rule with Negotiation Indication set to “forbidden”, the UE shall not initiate NBIFOM procedure to route this IP flow in the forbidden access network later which will certainly be rejected.
3.
When the UE detects loss of one access network, the UE sends a loss indication to the network to move all the IP flows to the other access network unless it is forbidden by the network, as described in clause 7.3.2.3.5.
************************************* NEXT CHANGE *************************************
7.9.X 
Co-existence with ANDSF for Control-plane signalling solution

The UE can simultaneously use the NBIFOM solution and ANDSF traffic steering rules for IFOM (i.e. ISRP for IFOM rules). The UE shall not route an IP flow via one access network which is forbidden by the ANDSF policy or the network.
When the UE receives a NW-initiated IP flow mobility request, the UE may determine if the request is in line or in conflict with the active ISRP for IFOM rules. When the received NW-initiated IP flow mobility request is in conflict with the active ISRP for IFOM rules, the UE may reject the NW-initiated IP flow mobility request. If the Negotiation Indication in the received Routing Rule is set to “forbidden”, the UE shall not reject this request unless other constraints exists (e.g. due to low signal strength on the target access or due to user preference). The UE shall not initiate NBIFOM procedure to route this IP flow in the forbidden access network later which will certainly be rejected.
The UE may use the ANDSF traffic steering rules for IFOM (i.e. ISRP for IFOM rules) to generate Routing Rules and triggers UE-initiated IP flow mobility procedure. The behaviour of the network and the UE is the same as described in clause 7.8.4.
************************************* NEXT CHANGE *************************************
7.Y 
Co-existence with RAN Rule
7.Y.Z 
Co-existence with RAN Rule for Control-plane signalling solution
When both the UE and the network support both RAN Rule and NBIFOM, the co-existence solution is described below.
When the UE receives NBIFOM capability indication in the PCO during Addition of one access to a PDN connection procedure, if the UE has received WLAN offloadability indication from the MME, the UE shall ignore the WLAN offloadability indication from the MME.

When the UE receives a NW-initiated IP flow mobility request, the UE determines whether the request is in conflict with RAN Rule. When the received NW-initiated IP flow mobility request is in conflict with the RAN Rule, (e.g., the network request to move an IP flow from 3GPP to WLAN, but the ChannelUtilizationWLAN > ThreshChUtilWLAN, High), the UE shall reject the NW-initiated IP flow mobility request. Otherwise, the UE shall accept the NW-initiated IP flow mobility request.
The UE uses the RAN Rules to determine when UE-initiated IP flow mobility should be requested (e.g., RAN assistance thresholds are updated, RAN conditions are changed) unless it is forbidden. For example, the UE could send an IP flow mobility request when RAN Rule indicates traffic steering to WLAN is needed unless it is forbidden (i.e., in stored Routing Rule for this IP flow, the Routing Access Type is “3GPP” and the Negotiation Indication set to “forbidden”).
************************************* END OF CHANGES *************************************
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