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7
Overall Evaluation

7.X
Roaming status of MTC device

7.X.1
One-time Roaming status of UE
There isn’t a ‘roaming status’ indicated by any of the 3GPP nodes in normal signalling. However, the serving network’s PLMN-ID (MCC+MNC) can deterministically be used to derive whether UE is in HPLMN or VPLMN.
Via HSS: MME/SGSN sends serving PLMN ID as part of existing location update procedure towards HSS. HSS uses this information to derive roaming status. HSS then notifies SCEF. Enhancement to Sh to request and indicate roaming status is required.
Via PCRF: There are two mechanisms when using PCRF:

1. Using NETLOC feature: 3GPP-SGSN-MCC-MNC AVP on Gx carries information about PLMN-Id (MCC+MNC) of serving network of the serving network which is provided by PCEF/BBERF to PCRF during existing IP-CAN procedures. To get this information, AF subscribes to the “ACCESS_NETWORK_INFO_REPORT” within the Specific-Action AVP and sets USER_LOCATION in Required-Access-Info AVP AF towards PCRF. PCRF triggers IP-CAN modification procedures towards PCER/BBERF to obtain USER_LOCATION. When the PCRF then receives the requested access network information from the PCEF/BBERF, the PCRF provides the corresponding access network information to the AF within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier AVP (if available), User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP and the RAN-NAS-Release-Cause AVP (if available). If 3GPP-User-Location-Info is sent, it contains CGI/ECGI/TAI/RAI etc which contain serving network’s PLMN-Id. If that can’t be obtained, then serving network’s PLMN-Id are sent in 3GPP-SGSN-MCC-MNC AVP.
Basically, in order to get serving network’s PLMN-ID, when AF subscribes to this event with PCRF, IP-CAN modification procedures are triggered to allow PCRF to inform PCEF/BBERF to retrieve this information. This causes additional signalling even if it is just to retrieve the serving network’s PLMN-Id (to determine roaming status of UE) and not wanting to retrieve location information. 
2. Using PLMN_CHANGE trigger. PCRF can provision PLMN_CHANGE trigger on Gx today, and get updates on when the serving network changes. There are two ways to handle this event:
a. Rx only change: Rx needs to be enhanced to support AF subscription to PLMN change event. Reporting of PLMN_CHANGE can be done using existing Gx and Rx procedures. However, because the PLMN_CHANGE trigger was activated only for finding out current serving network, it needs to be disabled. So, there is additional signalling to disable this trigger soon as the necessary information is retrieved.

b. Rx + Gx change: Rx needs to be enhanced to support AF subscription to PLMN change event. Gx is enhanced to qualify that event trigger PLMN_CHANGE is being requested for one-time reporting only i.e. automatically remove event trigger at PCEF/BBERF after PCEF/BBERF is done providing the requested information. Reporting of PLMN_CHANGE can be done using existing Gx and Rx procedures.

Neither option 1 nor 2.a are recommended due to additional unnecessary signalling.

Option 2b is recommended when PCC is deployed.

Via MME/SGSN: Serving PLMN-ID is always available at MME/SGSN which can be provided to SCEF upon request from SCEF.
7.X.2
Change in Roaming status of UE
There isn’t a ‘roaming status’ indicated by any of the 3GPP nodes in normal signalling. However, the serving network’s PLMN-ID (MCC+MNC) can deterministically be used to derive whether UE is in HPLMN or VPLMN.
Via HSS: MME/SGSN sends serving PLMN ID as part of existing location update procedure towards HSS. HSS uses this information to derive roaming status. HSS then notifies SCEF. Enhancement to Sh to request and indicate change of roaming status is required. However, depending on the frequency of UE mobility between PLMNs (eg if UE is at PLMN boundaries), this could cause increased signalling.
Via PCRF: 
Home routed case: Rx needs to be enhanced to support AF subscription to PLMN change event. Reporting of PLMN_CHANGE can be done using existing Gx and Rx procedures. 
LBO case: Rx needs to be enhanced to support AF subscription to PLMN change event. hPCRF can detect change in serving network PLMN-Id when a new IP-CAN session across different S9 entity is established for the same UE. The issue is when previous S9 connection is torn down, as will the Rx session. Two possible solutions can be employed to realize this use-case:
1. SCEF (AF) stores event trigger details for given UE, even when IP-CAN session doesn’t exist. Event trigger details include UE identifier, trigger destination (FQDN of SCEF) etc. Based on FFS criteria, SCEF (AF) re-establishes Rx when UE has a valid IP-CAN session at a later point in time. hPCRF then provides necessary information to SCEF.

2. SPR is used to store event trigger details for given UE. Event trigger details include UE identifier, trigger destination (FQDN of SCEF) etc Upon termination and re-establishment of IP-CAN session, hPCRF detects the event. It initiates a standalone Rx transaction towards trigger destination (SCEF).
Editor’s note: Evaluation amongst these options is still FFS
Via MME/SGSN: Since a serving network PLMN-Id change involves change in MME/SGSN itself, to realize this event, SCEF would need to be informed of MME/SGSN change for that particular UE. There can be one of two ways of doing this

i) SCEF sets trigger on HSS to be notified of MME/SGSN for that UE. When change of MME/SGSN occurs normal location update procedures w/ HSS are executed, then HSS notifies SCEF of this change.
ii) SCER sets trigger directly on MME/SGSN for that UE. When UE shows up on a different MME/SGSN, and successful context retrieval from old MME/SGSN is done by the new MME/SGSN, old MME/SGSN notifies SCEF. Compared to soln i) this generates additional signalling between MME/SGSN and SCEF (esp if ISR was active – which anyways isn’t known to HSS/SCEF).
7.X.3
Recommendations
A. One-time Roaming status of UE: Recommendation: 

A.1 HSS-based solution can be used for this event. Enhancement to Sh to request and indicate roaming status is required.

A.2 If dynamic PCC is not used for this UE, then MME/SGSN solution can also be used for this event. 
A.3 If dynamic PCC is used for this UE, then option 2b of PCC solution can also be used for this event.
B. Change in Roaming status of UE: Recommendation: 

B.1 HSS-based solution can be used for this event. Enhancement to Sh to request and indicate change in roaming status is required.

B.2 MME/SGSN solution i) can also be used for this event.
7.Y
Serving Network of MTC device

Since determination of roaming status in 7.1.X requires serving network PLMN-Id info, the same recommendations as for 7.X apply here.
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