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Abstract of the contribution: Proposal for architecture overview in section 4.2 of MCPPT TR.

Introduction

This contribution proposes several architecture diagrams for the definition of various roaming/migration configuration which have to be supported by the MCPPT Application Function when several access networks  are involved and when several Application Functions controlled by different organisations are involved in a multi-national context.

Roaming and migration models 


The roaming/migration models refer to the interaction between the IP access network routing model (at IP level) and the actual application level routing. The cases which are considered below include several examples, like the availability of several access networks in a single organisational application network, the roaming in an access network controlled by another organisational application network connected to the Home application and the access to an access network controlled by a non-Home application network which has no contact to the Home application.

Application connected to multiple access networks

When the Application is connected to several access networks, two different types of connection between a roaming UE and the MCPTT application may have to be considered, namely the case where the IP routing in the various access network always ends into the same P-GW leading a unique connection between the access networks and the application (for unicast bearers) and the case where the IP routing ends to a different P-GWs when the UE roams (from the access network point of view), a configuration referred as local breakout. In all cases the broadcast bearer is routed from the application to the visited network (GC2 interface)
The MCPTT application shall be able to provide PTT service to users in various PLMN.

For unicast bearers carrying signalling and/or media, it may be provided by connection of the MCPTT application to each PLMN or by connection to a single Home PLMN.

For broadcast bearers, it is provided by connection to BM-SCs in each PLMN where eMBMS service is to be provided.







Application migration – nominal case
When the UE roams to a PLMN in another country, the officer should be able to interwork with the local organisation and thus to connect to the local application server. 
The corresponding SA1 requirements are quoted below:
An MCPTT service shall provide mechanisms to allow an MCPTT User to operate in a Visited MCPTT System, subject to authorization from both the Visited and the Home MCPTT Systems of the MCPTT User.

The authentication of an MCPTT User with an MCPTT service in a Visited MCPTT System shall be based on security parameters obtained from the Home MCPTT service of the MCPTT User.
NOTE 1:
This is an application layer authentication and not 3GPP network authentication.

Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

An MCPTT service shall provide mechanisms to allow an MCPTT User on the Home MCPTT System to affiliate to a PTT Group from a Foreign MCPTT System, subject to authorization from the Home MCPTT System and the Foreign MCPTT System that is home to the MCPTT Group (Group Home MCPTT System).

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the visited MCPTT System, subject to authorization from the Group Home MCPTT System.

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from another interconnected MCPTT System, subject to authorization from the Group Home MCPTT System.
NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

End to end security of an MCPTT Group communication (including in Foreign MCPTT Systems) shall be based on parameters obtained from the Group Home MCPTT System.
The MCPTT service shall be able to prioritize the transmit request queue based on the type of call (e.g. group, private), urgency of the call (e.g. general group, emergency, Imminent Peril),attributes (e.g. priority level) of the MCPTT Group (if a group call), and attributes (e.g., priority level) of the requesting MCPTT User. 

When prioritizing the transmit queue, the MCPTT service shall assign higher priority to calls of the MCPTT Groups and MCPTT users operating within the boundaries of their jurisdictions, if known. 

When prioritizing the transmit queue, the MCPTT service shall assign higher priority to calls of the MCPTT Groups and MCPTT users during hours of operation or while on duty, if known.






In this model, the Client application in a UE served by a non-Home access network is connected to the Application Function through a P-GW belonging to the Visited access network (V-PLMN in the case where the access network is a 3GPP network) to the AF connected to this non-Home access network.

It is up to the AF connected to visited PLMN to establish proper connection with the Home AF as required, for example to allow for authentication or service continuity for services provided by the Home application.
When a UE (being a MCPTT application subscriber) roams to a PLMN under the jurisdiction of another organisation offering MCPTT service, it shall be able to get MCPTT service from this (local) MCPTT application. The local MCPTT application shall provide access to group communication resources under the control of both MCPTT applications under the control of both MCPTT applications when two MCPTT applications are connected. Priorities are managed by the local MCPTT application.


Application migration – backup case
In this roaming scenario, the UE is attached to an access network which neither allows for Home routing, nor allows access to a local application which can be connected to the Home application servers. In this case, the local AF may host the roaming Application client as if it were a local Application client, but with authentication rules and access to services which may be different.
When a UE (being a MCPTT application subscriber) roams to a PLMN under the jurisdiction of another organisation offering MCPTT service, it shall be able to get MCPTT service from this (local) MCPTT application.
 The local shall provide limited access to local group communication resources under its own control.
*****************************Beginning of Change************************

4.2
Architectural Requirements

4.X.2
Roaming requirements

The MCPTT application can provide PTT service to users in various PLMN.

When a UE (being a MCPTT application subscriber in one PLMN) moves to a region served by a PLMN associated to the jurisdiction of another organisation offering MCPTT service in this PLMN and which has operational agreement with the MCPTT AS operator in home network, this UE can get MCPTT service from this (local PLMN) MCPTT application server. The UE is provided access to group communication resources of both MCPTT applications under the control of both MCPTT applications. 
Priorities are managed according to the policy of the local public safety authority.
Editor’s Note:
The above sentence should be moved to a new clause dealing with priorities.

 

********************************End of Change******************************
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