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Abstract of the contribution: Update of section 5solution 1: (Single HSS subscription for an unbounded number of users): adding a Flow for a re-registration and for an incoming session
1. Introduction
2. Discussion

3. Proposal

To update  the TR as shown below
5.2.1.3.1
Flows related with the registration

5.2.1.3.1.1
Registration information flow – User not registered
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Figure 5.2.1.3.1.1: Registration – User not registered

1.
Per existing procedures of Annex U of 23.228 sub-clause U.2.1.4.
2.
Per existing procedures of Annex U of 23.228 sub-clause U.2.1.4.
3.
The I-CSCF determines that the target Public User Identity belongs to the set of identities for which the S-CSCF is not stored in the HSS but in the WUDB. This determination may use the detection of the Public User Identity range. It looks up the WUDB for the S-CSCF name (WUDB Get (Public User Identity)). 

4.
As the UE is not registered, the WUDB issues a rejection code and the I‑CSCF shall send a Cx-Select-Pull Request to the HSS (Public User Identity, Private User Identity, eP‑CSCF network identifier) per existing procedures of 23.228 (sub-clause 5.2.2.3, step 3). 
Cx-Select-Pull Response is sent from the HSS to the I‑CSCF per existing procedures of 23.228 (sub-clause 5.2.2.3, step 4). 
5.
(per existing procedures of 23.228, sub-clause 5.2.2.3, step 5) The I‑CSCF shall determine the address of a candidate S‑CSCF and forward the registration Request to that S-CSCF.

6.
The S‑CSCF shall send Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS. No Cx-Put is requested from the HSS. 
The HSS shall NOT store the S‑CSCF name for that user (No Cx-Put) and shall return the Cx-Pull Response (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF is as described in 23.228 (sub-clause 5.2.2.3, step 7).

7.
The S‑CSCF shall send WUDB-Put (Public User Identity, S‑CSCF name) to the WUDB. The WUDB stores the association in its Data Base and removes any previous association.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the I‑CSCF.

10.
The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU set) to the UE. The eP‑CSCF may subscribe at the PCRF to notifications of the status of the IMS Signalling connectivity (see TS 23.203 for more details).


If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the HSS, the S-CSCF provides the priority information to the e P-CSCF and the eP-CSCF stores this information for the MPS-subscribed UE.
5.2.1.3.1.2
Registration information flow – User already registered
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Figure 5.2.1.3.1.2: Registration – User already registered

1.
Per existing procedures of Annex U of 23.228 sub-clause U.2.1.4.
2.
Per existing procedures of Annex U of 23.228 sub-clause U.2.1.4.
3.
The eI-CSCF determines that the target Public User Identity belongs to the set of identities for which the S-CSCF is not stored in the HSS but in the WUDB. This determination may use the detection of the Public User Identity range. It looks up the WUDB for the S-CSCF name (WUDB Get (Public User Identity)). 

4.
The WUDB answers with the identity of the S-CSCF. 
5.
(per existing procedures of 23.228) The I‑CSCF shall forward the registration Request to that S-CSCF.

6.
The S‑CSCF shall send Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS. No Cx-Put is requested from the HSS. 
The HSS shall NOT store the S‑CSCF name for that user (No Cx-Put) and shall return the Cx-Pull Response (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF is as described in 23.228 (sub-clause 5.2.2.3, step 7).

7.
The S‑CSCF shall send a WUDB-Put (Public User Identity, eS‑CSCF name) to the WUDB. The WUDB stores the association in its Data Base and removes any previous association.
 Note: Optionally as an optimisation, the S‑CSCF can detect that this is a re-registration and omit the Cx- Pull /WUDB-Put request
8.
(per existing procedures of 23.228) Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
(per existing procedures of 23.228) The S‑CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the I‑CSCF.

10.
(per existing procedures of 23.228) The I‑CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11. (per existing procedures of 23.228) The eP‑CSCF shall store the home network contact information, and shall send information flow 200 OK (a GRUU set) to the UE. 


5.2.1.3.2
Flows related with the session set-up, modification and release

Editor’s Note: FFS.
The flows related with session set-up, modification and release are not modified apart from the flows related with the handling an incoming session by an I-CSCF.
.
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Figure 5.2.1.3.2: Incoming session (user already registered)
1.
The I-CSCF receives an incoming INVITE

2.
The I-CSCF determines that the target Public User Identity belongs to the set of identities for which the S-CSCF is not stored in the HSS but in the WUDB. The I‑CSCF queries the WUDB for the identity of the S-CSCF of the target IMPU.

3.
The WUDB responds with the address of the current S‑CSCF for the terminating user.

4.
I‑CSCF forwards the INVITE request to the S‑CSCF that will handle the session termination.

5.
S‑CSCF invokes whatever service logic is appropriate for this session setup attempt

6.
The sequence continues with the message flows as in the case of a “regular” IMS termination call
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