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-------------------------------------START CHANGE------------------------------------

5.2.12
Np reference point

The Np reference point resides between the RCAF and the PCRF.

The Np reference point enables transport of RAN User Plane Congestion Information (RUCI) sent from the RCAF to the PCRF for all or selected subscribers, depending on the operator's congestion mitigation policy.

The Np reference point supports the following functions:

-
Reporting of RUCI from the RCAF to the PCRF.

-
Sending, updating and removal of the reporting restrictions from the PCRF to the RCAF in order to disable or limit the congestion reporting for a given UE and APN to certain levels only.


-------------------------------------NEXT CHANGE------------------------------------

6.1.15.X
UE mobility between RCAFs

A RCAF is assumed to serve a geographical area. A UE may move from the area handled by one RCAF to an area handled by a different RCAF. RCAF nodes cannot detect mobility by themselves: an RCAF node cannot differentiate whether a UE that is no longer affected by congestion has moved to another RCAF or not. When a given RCAF indicates no congestion to the PCRF for a given UE on the Np interface, this should be interpreted as no congestion experienced at the given RCAF which does not exclude that another RCAF may report that the same UE experiences congestion. 

Consistent operation for UE mobility is ensured by applying the following rules at the PCRF. 
-
The PCRF maintains the RCAF which has last indicated that the UE is affected by congestion. 
-
When a new RCAF indicates that the UE is affected by congestion, the PCRF sends a message to the old RCAF to explicitly release context at the old RCAF. 
-------------------------------------NEXT CHANGE------------------------------------

6.2.10
RCAF

A RAN Congestion Awareness Function (RCAF) is an element which reports RAN User Plane Congestion Information (RUCI) via the Np interface to the PCRF to enable the PCRF to take the RAN user plane congestion status into account for policy decisions. The RCAF sends the RUCI to the PCRFs serving the UEs' PDN connections as follows:

-
For a PDN connection in a non-roaming scenario the RCAF reports the RUCI to the PCRF.

-
For a PDN connection in a local breakout scenario, based on operator configuration, the RCAF reports the RUCI to the V-PCRF.

-
For a PDN connection in a home routed scenario, based on the roaming agreement with the HPLMN and operator configuration, the RCAF reports the RUCI to the H-PCRF.

NOTE:
Reporting of congestion information to the HPLMN may be used e.g. in case of a group of PLMNs which belong to a single business entity.

The RCAF determines whether a given PDN connection is served in a local breakout or a home routed roaming scenario based on the APN operator identifier received as part of the APN information from the MME or the S4-SGSN as documented in TS 23.401 [17] and TS 23.060 [12], respectively.

Any RUCI changes shall be reported by RCAF unless reporting restrictions apply.
The RCAF maintains a context on per UE basis. The context is identified by the IMSI. It contains the following information:

-
The previously reported congestion level over the Np reference point.

-
The reporting restrictions received from the PCRF on per UE per APN basis. The reporting restrictions are stored by the RCAF until the PCRF explicitly signals to remove the reporting restrictions.
-
The logical PCRF id received from the PCRF to identify the PCRF that is the Np destination for the given UE and APN for the RCAF when sending aggregate messages.
Editor's note:
The issue of RCAF optional usage of operator configuration to perform congestion information reporting on the Np interface for certain APNs only is FFS.

-------------------------------------NEXT CHANGE------------------------------------

7.3.1
UE initiated IP‑CAN Session termination
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Figure 7.3.1: IP‑CAN Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access is used (figure 5.1-3) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1-4), the V‑PCRF should proxy the GW (BBERF) initiated Gateway Control Session Termination or the Gateway Control and QoS Rules Provision between the BBERF in the VPLMN and the H‑PCRF. For those cases it is also the H-PCRF that initiates the PCRF initiated Gateway Control Session Termination procedure or the Gateway Control and QoS Rules Provision procedure and proxy the information over S9 to the BBERF through the V‑PCRF.

For the Local breakout scenario (figure 5.1-4) the V-PCRF shall proxy Indication and Acknowledge of IP‑CAN Session Termination over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF resides in the VPLMN, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not showed in the figure.

For the same scenario if either case 1 or case 2b applies (as defined in clause 7.1), the V-PCRF may respond to/initiate the Gateway Control Session procedures locally without notifying the H‑PCRF.

In the non-roaming case (figure 5.1-1) the V‑PCRF is not involved at all.

1.
If case 2b applies, the GW (BBERF) receives a request to remove the IP‑CAN session. In case 2a, the request goes transparently through the GW (BBERF). In all cases, the GW (PCEF) receives a request to remove the IP‑CAN session.

2.
If case 2b applies, the GW (BBERF)-initiated GW Control Session Termination procedure as defined in clause 7.7.2.1 is initiated.

3.
The GW (PCEF) indicates that the IP‑CAN Session is being removed and provides relevant information to the PCRF.

NOTE 2:
The GW (PCEF) may proceed to step 11 in parallel with the indication of IP‑CAN Session termination.

4.
The PCRF finds the PCC Rules that require an AF to be notified and removes PCC Rules for the IP‑CAN session.

5.
The GW (PCEF) removes all PCC Rules associated with the IP‑CAN session.

6.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

7.
The AF acknowledges the notification of the loss of transmission resources.

8.
If this is the last IP-CAN session for this subscriber requiring policy counter status reporting, the Final Spending Limit Report Request as defined in clause 7.9.3 is sent. If any existing IP-CAN sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in clause 7.9.2 may be sent to alter the list of subscribed policy counters.

9.
If there is an active Sd session between TDF and PCRF, the PCRF terminates it.

10.
For the solicited application reporting, the TDF deactivates all the ADC Rules associated with the TDF session. The TDF acknowledges the termination request from the PCRF.

11.
If online charging is applicable for the TDF, the TDF issues the final reports and returns the remaining credit to the OCS.

12.
The OCS acknowledges the credit report and terminates the online charging session with the TDF.

13.
The PCRF removes the information related to the terminated IP‑CAN Session (subscription information etc.), and acknowledges to the GW (PCEF) that the PCRF handling of the IP‑CAN session has terminated. This interaction is the response to the GW (PCEF) request in step 3.

NOTE 3:
Step 13 may be initiated any time after step 7.

14.
The GW (PCEF) continues the IP‑CAN Session removal procedure.

15.
If case 2a applies, the GW Control and QoS Rules Provision procedure as defined in clause 7.7.4 may be initiated to remove the QoS rules associated with the IP‑CAN session being terminated. This applies e.g. in case the Gateway Control Session shall remain to serve other IP‑CAN sessions.


Alternatively, if case 2a applies and the PCRF determines that all QoS rules are to be removed and the Gateway Control Session shall be terminated, the PCRF-initiated GW Control Session Termination procedure as defined in clause 7.7.2.2 is initiated. This applies e.g. in case the UE is detached and the CoA acquired by the UE is not used for any other IP‑CAN session.

16.
If online charging is applicable for the PCEF, the PCEF issues the final reports and returns the remaining credit to the OCS.

NOTE 4:
Step 16 may be initiated any time after step 13.

17.
The OCS acknowledges that credit report and terminates the online charging session with the PCEF.

18.
The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification. If all IP-CAN sessions of the user to the same APN are terminated, the PCRF stores the remaining usage allowance in the SPR.

NOTE 5:
Step 18 may be initiated any time after step 13.

19.
The SPR sends a response to the PCRF.

20. If RUCI reporting from RCAF to PCRF is used, the PCRF sends a Release context request message to the RCAF using the previously stored identity of the RCAF. 

21. RCAF acknowledges this by sending the Release context response message to the PCRF. The RCAF releases the context corresponding to the given UE for the given APN, including any reporting restrictions. This also implies that the RCAF does not indicate to the PCRF that the congestion state is over. In case of multiple PCRFs being in simultaneous use for a given UE, a Release context request message from a PCRF applies to the UE context specific to the given Np connection only, identified by the APN. The RCAF can completely release all context information for a given UE when it has released the context for each Np connection of the given UE.
NOTE 6:
The IP‑CAN Session removal procedure may proceed in parallel with the indication of IP‑CAN Session termination.

7.3.2
GW (PCEF) initiated IP‑CAN Session termination
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Figure 7.3.2: GW (PCEF) Initiated IP‑CAN Session Termination

This procedure concerns both roaming and non-roaming scenarios. In the roaming case when home routed access is used (figure 5.1-3) or if case 2a applies (as defined in clause 7.1) for Local Breakout (figure 5.1-4), the V‑PCRF should proxy the GW (BBERF) initiated Gateway Control Session Termination or the Gateway Control and QoS Rules Provision between the BBERF in the VPLMN and the H‑PCRF. For those cases it is also the H-PCRF that initiates the PCRF initiated Gateway Control Session Termination procedure or the Gateway Control and QoS Rules Provision procedure and proxy the information over S9 to the BBERF through the V‑PCRF.

For the Local breakout scenario (figure 5.1-4) the V-PCRF shall proxy Indication and Acknowledge of IP‑CAN Session Termination over S9 between the PCEF in the VPLMN and the H‑PCRF. If the AF relies in the VPLMN, the V‑PCRF shall proxy AF session signalling over S9 between the AF and the H‑PCRF.

NOTE 1:
The case when the AF resides in the VPLMN is not showed in the figure.

For the same scenario if either case 1 or case 2b applies (as defined in clause 7.1), the V‑PCRF may respond to/initiate the Gateway Control Session procedures locally without notifying the H‑PCRF.

In the non-roaming case (figure 5.1-1) the V‑PCRF is not involved at all.

1.
The GW (PCEF) detects that IP‑CAN Session termination is required.

2.
The GW (PCEF) sends a request to remove the IP‑CAN session.

3.
If case 2b applies, the GW (BBERF)-initiated GW Control Session Termination procedure as defined in clause 7.7.2.1 is initiated.

4.
The GW (PCEF) receives the response for the IP‑CAN session removal.

5.
The GW (PCEF) indicates the IP‑CAN Session termination and provides the relevant information to the PCRF.

6.
The PCRF finds the PCC Rules that require an AF to be notified.

7.
The PCRF notifies the AF that there are no transmission resources for the service if this is requested by the AF.

8.
The AF acknowledges the notification on the loss of transmission resources.

9.
If this is the last IP-CAN session for this subscriber requiring policy counter status reporting, the Final Spending Limit Report Request as defined in clause 7.9.3 is sent. If any existing IP-CAN sessions for this subscriber require policy counter status reporting, the Intermediate Spending Limit Report Request as defined in clause 7.9.2 may be sent to alter the list of subscribed policy counters.

10.
The GW (PCEF) removes all the PCC Rules associated with the IP‑CAN session.

11.
If there is an active Sd session between TDF and PCRF, the PCRF informs TDF about IP-CAN session termination.

12.
For the solicited application reporting, the TDF deactivates all the ADC Rules associated with the TDF session. The TDF acknowledges the termination request from the PCRF.

13.
If online charging is applicable for the TDF, the TDF issues the final reports and returns the remaining credit to the OCS.

14.
The OCS acknowledges the credit report and terminates the online charging session with the TDF.

15.
The PCRF removes the information related to the terminated IP‑CAN Session (subscription information etc.), and acknowledges the IP‑CAN Session termination.

NOTE 2:
Step 15 may be initiated any time after step 6.

16.
If case 2a applies, the GW Control and QoS Rules Provision procedure as defined in clause 7.7.4 may be initiated to remove the QoS rules associated with the IP‑CAN session being terminated. This applies e.g. in case the Gateway Control Session shall remain to serve other IP‑CAN sessions.


Alternatively, if case 2a applies and the PCRF determines that the Gateway Control session shall be terminated, the PCRF-initiated GW Control Session Termination procedure as defined in clause 7.7.2.2 is initiated. This applies e.g. in case the UE is detached and the CoA acquired by the UE is not used for any other IP‑CAN session.

17.
If online charging is applicable for the PCEF, the PCEF issues final reports and returns the remaining credit to the OCS.

NOTE 3:
Step 17 may be initiated any time after step 15.

18.
The OCS acknowledges the credit report and terminates the online charging session.

19.
The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification. If all IP-CAN sessions of the user to the same APN are terminated, the PCRF stores the remaining usage allowance in the SPR.

NOTE 4:
Step 19 may be initiated any time after step 8.

20.
The SPR sends a response to the PCRF.

21. If RUCI reporting from RCAF to PCRF is used, the PCRF sends a Release context request message to the RCAF using the previously stored identity of the RCAF. 
22. RCAF acknowledges this by sending the Release context response message to the PCRF. The RCAF releases the context corresponding to the given UE for the given APN, including any reporting restrictions. This also implies that the RCAF does not indicate to the PCRF that the congestion state is over. In case of multiple PCRFs being in simultaneous use for a given UE, a Release context request message from a PCRF applies to the UE context specific to the given Np connection only, identified by the APN. The RCAF can completely release all context information for a given UE when it has released the context for each Np connection of the given UE.

-------------------------------------NEXT CHANGE------------------------------------

7.10
Procedures over Np reference point

7.10.1
Report RAN user plane congestion information to PCRF

This clause describes the signalling flow for reporting RUCI (RAN User Plance Congestion Information) from the RCAF to the PCRF. Any RUCI changes shall be reported by RCAF unless reporting restrictions apply.
Two types of messages are used on Np for transfer of congestion information from RCAF to PCRF.

-
Non-aggregated RUCI report messages, which are sent on a per UE per APN basis using DRA routing. The IMSI and the APN can be used to route messages.

-
Aggregated RUCI report messages, which are sent between an RCAF and PCRF and contain congestion information for multiple UEs. A logical PCRF id is allocated for these aggregate messages which determine the destination of the message.

The congestion reporting takes place as shown in Figure 7.10.1 below.
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Figure 7.10.1: RUCI reporting from RCAF to PCRF

1.
RCAF indicates congestion information for a given UE and APN in a RUCI report message. This message is routed by DRA to the appropriate PCRF based on IMSI and APN.


The RUCI report message includes the RUCI which is defined in clause 6.1.X.1.


Upon receiving the RUCI the PCRF stores the identity of the RCAF for the given UE if the RUCI indicates congestion. The PCRF makes a policy decision.

2.
The PCRF allocates a logical PCRF id to identify the PCRF that is the Np destination for the given UE and APN for the RCAF when sending aggregate messages, and reports the logical PCRF id in the RUCI acknowledgement.

Editor's note:
Whether the logical PCRF id is an already existing parameter, or whether extensions or a new parameter is defined for this purpose, is left for stage 3 work. Potential optimizations for specific DRA modes are FFS in stage 3.


The RCAF stores the logical PCRF id in the UE context for the given IMSI, APN combination.

3.
Subsequent congestion information for the given UE can be sent as part of an Aggregated RUCI report message. Such a message can contain the congestion information for multiple UEs. These UEs can have different congestion levels, which are indicated in the message. An aggregated RUCI report message is always destined to a single PCRF only, and can be routed directly to that PCRF or via the DRA.

NOTE:
How the RCAF decides about which information should be contained in a single aggregated RUCI report message out of the UEs with a given logical PCRF id is out of the scope of 3GPP specifications. e.g. the RCAF may aggregate information only for a given cell or eNB into a single message. Alternatively, the RCAF may wait for a configurable period of time to aggregate information from multiple cells or eNBs into a single message.

4.
The Aggregated RUCI is acknowledged.

-------------------------------------NEXT CHANGE------------------------------------

7.10.2
PCRF provided reporting restrictions

This clause describes the signalling flow for adding, updating or removing reporting restrictions for a given UE. A pre-condition for this procedure is that the RCAF has already performed RUCI reporting for the given UE. The PCRF stores the RCAF identity for the given UE when the RCAF performs RUCI reporting indicating congestion.

This procedure may be triggered by the initial RUCI report message for the given UE at an RCAF, or by other events, e.g., change in the subscription. The procedure is shown in Figure 7.10.2 below.
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Figure 7.10.2: PCRF provided reporting restrictions

1.
PCRF sends a Modify UE context request to the RCAF of the given UE using the stored identity of the RCAF, specifying the new reporting restrictions or the removal of the reporting restrictions. The RCAF stores the new reporting restrictions or removes the reporting restrictions accordingly.

2.
The RCAF sends a Modify UE context response back to the PCRF to notify the PCRF about the success of the change in the reporting restrictions.

3.
In case the RCAF already had reporting restrictions for the UE which are changed in step 2, this may trigger RUCI reporting as specified in clause 7.10.1. This occurs in case of a change from disabled reporting to enabled reporting, or if some reporting restrictions are lifted. The RCAF uses the RUCI report message to report congestion information to the PCRF if it is allowed by the change in the reporting restrictions.

4.
The RUCI is acknowledged.

-------------------------------------NEXT CHANGE------------------------------------

7.X.Y
UE mobility between RCAFs

This clause describes the handling mobility of a UE from one RCAF to a different RCAF. The PCRF applies the rules described in clause 6.1.15.X.
The process is shown in Figure 7.X.Z below for the case when the UE is affected by congestion at RCAF2 after the UE was earlier affected by congestion at RCAF1. 
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Figure 7.X.Y: UE mobility from RCAF1 to RCAF2 in case UE is affected by congestion at RCAF2 after the UE was earlier affected by congestion at RCAF1. 

1. 
RCAF1 reports RAN user plane congestion information (RUCI). The PCRF stores the identity of the current RCAF1 for a given UE when it receives the congestion information over Np that is different from no congestion.

2. 
The RUCI is acknowledged. 

3. 
The UE moves to RCAF2 where it is affected by congestion. RCAF2 reports RAN user plane congestion information (RUCI).  The PCRF stores the identity of the current RCAF2 for the given UE when it receives the congestion information over Np that is different from no congestion.

4. 
The RUCI is acknowledged. 

5. 
Using on the previously stored identity of the old RCAF, the PCRF sends a Release context request message to RCAF1. 

6. 
RCAF1 acknowledges this by sending the Release context response message to the PCRF. The RCAF releases the context corresponding to the given UE and given APN, including any reporting restrictions. This also implies that the RCAF does not indicate to the PCRF that the congestion state is over. In case of multiple PCRFs being in simultaneous use for a given UE, a Release context request message from a PCRF applies to the given Np connection only identified by the APN. The RCAF can completely release all context information for a given UE when it has released the context for each Np connection of the given UE.

-------------------------------------END CHANGE------------------------------------
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