SA WG2 Temporary Document

Page 5

SA WG2 Meeting #105
S2-143400
13 - 17 October 2014, Sapporo, Japan

Source:
Vodafone
Title:
High Level MCPTT Architecture
Document for:
Approval
Agenda Item:
7.4.1
Work Item / Release:
MCPTT / R’13
1
Introduction
This document attempts to describe and document some high level aspects of the MCPTT architecture

2
Architectural Requirements

a) To develop further economies of scale, it will be useful if network operators can reuse the MCPTT architecture for non-public safety customers that require similar functionality for, e.g., their Business Critical PTT and other Business Critical applications. These operators will want to integrate many components of the BCPTT solution (and probably MCPTT solution) with their existing network architecture.

Hence a sensible level of functional decomposition of the MCPTT “cloud” into a small number of distinct logical functions is likely to be beneficial.

b) Control and User Plane Split: nodes running IMS/SIP control software might either not be optimised for user plane functions such as transcoding/conferencing, or, might be located in a place not optimised for user plane transport. 

Hence it seems sensible to separate the MC PTT server into a ‘control plane’ entity (an Application Server) and a user plane Media GateWay.

c) Other applications beyond Push To Talk: it is important that Public Safety users (and enterprise customers) can use this new framework for additional services, e.g. video. While, up to now, standards bodies have had limited commercial success in standardising applications (beyond voice telephony and SMS), the standardisation of key service enablers has been very valuable. Underlying the Public Safety PTT service is a user/talk group management function. This group management function is likely to be generically useful for other MC and BC applications.
Hence it is suggested that the architecture separate the Group Management (admission control; linking of groups; etc) from the main PTT functions (‘call’ setup/termination; allocation of TMGI to UE; floor control; etc)

d) Public Safety Network – Public Safety Network interface: within a country it is plausible that not all government/safety agencies (c.f. consider the span across civil guard/police/traffic warden/fire brigade/emergency ambulance/patient transport/lifeboat/mountain rescue/animal welfare) will share the same MCPTT infrastructure, yet many incidents will require work groups that span multiple agencies. Also, at land borders, multi-national incidents will require work groups to span multiple agencies. However while working in these multi-agency groups, communication with existing single agency groups should not be prohibited. 
Hence it is suggested that “Network-Network interfaces” are part of the high level architecture. These seem to be needed at both Group Management and Push To Talk level. 

Whether or not the detailed specifications for these NNIs can be elaborated in Release 13 is a separate issue from their recognition, and, the placement of them within the architecture.

3
Generic High Level Architecture for User-Group-Based Applications
Based on the above architectural requirements and the existing 3GPP roaming architecture a generic high level architecture is shown in Figure 1, below. While Figure 1 only shows a PTT application server, it can be imagined that other application servers also utilise the services of the Group Management Server; the Media Gateway; the core IMS; and the Gi connection to the UE.

For artistic simplicity the interfaces between the BMSC and VPLMN are not shown.
Note: VPLMN is the generic term for the network that the UE is attached to.
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Figure 1: Generic High Level Architecture for User Group based applications
4
Overview of reference points
GC1
the GC1 reference point that is identified in TS 23.468 is formed by the combination of GC1-U, GMS-1, PTT-1 and PTT-2.
GMS-1
Is the reference point between UE and Group Management Server. It handles the UE’s requests to join and leave groups.

GMS-2
Is a reference point that allows an arbitrary application server to communicate with the Group Management Server to check the group related permissions of a UE.

GMS-3
Is the reference point between two Group Management Servers that e.g. are in different administrations. It can be used when a user-group involves users from multiple administrations.

GC1-U
Is the reference point for the user plane (e.g. encrypted speech packets) between the UE and the Media GateWay.

PTT-1
Is a reference point between UE and Push To Talk Server. It is use for [SIP based] signalling that establishes and releases group calls, allocates TMGIs, and negotiates codecs.

PTT-2
Is another reference point between UE and Push To Talk Server: it is used e.g. for floor control requests/grants/refusals; reporting the new cell ID; etc.

PTT-3
Is the reference point between Push To Talk Server and Media GateWay. It is used to configure the bridge/conference; allocate transcoders (if any); and e.g. convey floor control commands to the MGW.

PTT-4
Is the reference point between two Push To Talk Servers that e.g. are in different administrations. It can be used when a PTT session involves users from multiple administrations.

5
Proposal
It is proposed that the following revision marked updates are made to TR23.779 v0.2.0:
**************** Start of changes **************

4.2
Architectural Requirements
Editor’s note:
This clause will define the architectural requirements based on the normative Stage 1 requirements defined in TS 22.179. 

a) To develop economies of scale, it will be useful if network operators can reuse the MCPTT architecture for non-public safety customers that require similar functionality for, e.g., their Business Critical PTT and other Business Critical applications. These operators may want to integrate many components of the BCPTT solution (and probably MCPTT solution) with their existing network architecture.

Hence a sensible level of functional decomposition of the MCPTT “cloud” into a small number of distinct logical functions is required.

b) The architecture should enable a Control and User Plane Split for the provision of the MCPTT service.

c) To enable parts of the MCPTT solution to be reused for other applications, the architecture should enable the Group Management functions (e.g. admission control; linking of groups; etc) to be implemented on a separate node from the main PTT functions (e.g. ‘call’ setup/termination; allocation of TMGI to UE; floor control; etc).

d) There is a need to promptly form (and release) groups of users than span multiple Public Safety Network Administrations. To enable this, the architecture should provide the relevant Public Safety Network – Public Safety Network interfaces.

****************** end of first changes *****************

5.X
Solution X: Generic High Level Architecture for User-Group-Based Applications
5.X.1
Functional Description
This solution focuses on the situation where the UE is in contact with the network. It is intended to be complementary to solutions that describe the out of coverage cases, and, the UE-to-network-relay cases.

Based on the architectural requirements in clause 4.2 and the existing 3GPP roaming architecture a generic high level architecture is shown in Figure 5.x.1-1, below. While Figure 5.x.1-1 only shows a PTT Application Server, it can be imagined that other application servers also utilise the services of the Group Management Server; the Media GateWay; the IMS core; and the Gi connection to the UE.

For artistic simplicity the interfaces between the BMSC and VPLMN are not shown.

Note: VPLMN is the generic term for the network that the UE is EMM attached to.
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Figure 5.x.1-1: Generic High Level Architecture for User-Group-Based applications

Overview of reference points

GC1
the GC1 reference point that is identified in TS 23.468 [xx] is formed by the combination of GC1-U, GMS-1, PTT-1 and PTT-2.

GMS-1
Is the reference point between UE and Group Management Server. It handles the UE’s requests to join and leave groups.

GMS-2
Is a reference point that allows an arbitrary application server to communicate with the Group Management Server to check the group related permissions of a UE.

GMS-3
Is the reference point between two Group Management Servers that e.g. are in different administrations. It can be used when a user-group involves users from multiple administrations.

GC1-U
Is the reference point for the user plane (e.g. encrypted speech packets) between the UE and the Media GateWay.

PTT-1
Is a reference point between UE and Push To Talk Server. It is use for [SIP based] signalling that establishes and releases group calls, allocates TMGIs, and negotiates codecs.

PTT-2
Is another reference point between UE and Push To Talk Server: it is used e.g. for floor control requests/grants/refusals; reporting the new cell ID; etc.

PTT-3
Is the reference point between Push To Talk Server and Media GateWay. It is used to configure the bridge/conference; allocate transcoders (if any); and e.g. convey floor control commands to the MGW.

PTT-4
Is the reference point between two Push To Talk Servers that e.g. are in different administrations. It can be used when a PTT session involves users from multiple administrations.


5.X.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

5.X.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

5.X.4
Solution Evaluation

Editor’s note:
The fulfilment of requirements in clause 4.2 will be evaluated. 

************ end of changes *********************
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