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Abstract of the contribution: Discusses the issues related to one-to-one ProSe Direct Communication. 
1. Introduction
In Rel.12 it was agreed to standardise only one-to-many ProSe Direct Communication for Public Safety UEs. This contribution aims to identify the changes required in ProSe Direct Communication framework in order to support one-to-one communication.

2. Communication identities

For one-to-many ProSe Direct Communication in rel.12 the following identities are used: 

- Source Layer-2 ID configured via the ProSe Key Management Function
- Destination Layer-2 ID set to ProSe Group ID

- Source IP address either auto-configured or configured via the ProSe Function

- Destination IP address set to Group IP multicast address
The ProSe Layer-2 Group ID and Group IP multicast address are configured to the UEs (group members) from the ProSe Function. 
The Source Layer-2 ID is provided by the ProSe Key Management Function as defined in TS 33.303.
In the case of one-to-one ProSe Direct Communication, the above model cannot scale since it is not possible to pre-configure all UEs with each individual UEs Layer-2 IDs they may want to communicate with. Same applies to the IP addresses.

So the question is how the initiator of ProSe Direct Communication would be able to find out the identities of the UE it wants to communicate with? And what identity has to be known in advance in order to even trigger the desire to communicate? 
a. Layer-2 ID

In Rel.12 it was discussed in the use case of relays that the Layer-2 ID of the relay is determined from the discovery procedure. This approach can also be used for one-to-one Communication in Rel.13

In that solution the UEs can derive from the discovery message a Layer-2 ID that can be used for further communication. Of course if discovery is not available then the Layer-2 ID can be preconfigured   
Proposal 1: It should be possible to derive the Layer 2 ID to be used as Destination Layer 2 ID by the initiator of one-to-one ProSe Direct communication from the discovery message sent by the target. It should also be possible to preconfigure the same Layer 2 ID, in case discovery is not used.
b. IP address  

For one-to-one ProSe Direct Communication there are different options that can be considered depending on whether IPv4 or IPv6 is used and whether the range of IP addresses allocated are of local or global scope. It should also be preferred that the same IP address is used when the session is moved from network mode (-Uu) to ProSe Direct Communication (PC5) and vice versa, in order to achieve service continuity as defined in TS 22.278.
The ProSe mechanism shall enable the operator to change the communication path of a user traffic session to a ProSe Communication path or EPC Path without negatively affecting the QoS of the session. This requirement is not applicable to ProSe Group Communication and ProSe Broadcast Communication.

The ProSe mechanism shall enable the operator to change the communication path of a user traffic session of a ProSe-enabled UE to a ProSe Communication path or EPC Path without negatively affecting the communication paths (including ProSe Communication paths) of other ongoing user traffic sessions of this or other ProSe-enabled UEs. This requirement is not applicable to ProSe Group Communication and ProSe Broadcast Communication.

The ProSe mechanism shall enable the operator to change the communication path of a user traffic session to a ProSe Communication path or EPC Path based upon the QoS requirements of the session and the QoS requirements of other ongoing sessions of this or other ProSe-enabled UEs. This requirement is not applicable to ProSe Group Communication and ProSe Broadcast Communication.

Figure 1:IPv6 address exchange for one-to-one ProSe Direct Communication
	
	
	Public
	All PDNs


Therefore the following proposal can be agreed:

Proposal 2: When the session is moved from network mode (Uu) to ProSe Direct Communication (PC5) and vice versa, the IP addresses should be possible to be preserved in order to achieve service continuity.
3. Security considerations
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Figure 2: Bearer layer security solution for one-to-many ProSe Direct Communication (extract from TS 33.303)
The Rel.12 bearer layer one-to-many ProSe Direct Communication (see TS 33.303 [1]) security solution involves the provisioning of a ProSe Group Key (PGK) that is (indirectly) used to protect all traffic for one-to-many ProSe Direct Communication. Members of the same group each derive their own key from the same PGK, in order to protect the traffic they send to other members of that group.

In summary there is no signalling that takes place in order to authenticate other members for ProSe Direct Communication.
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Figure 3: Need for security authentication for one-to-one ProSe Direct Communication
For one-to-one ProSe Direct Communication this model cannot scale and there should be some signalling protocol used between the two UEs (over PC5) to allow the two UEs to be authenticated and/or establish the necessary keys for traffic protection. 
Proposal 3: Control signalling needs to be defined for one-to-one ProSe Direct Communication in order for the two UEs to mutually authenticate before one-to-one session is established.
4. Other considerations

4.1 QoS

QoS is a topic that has not been addressed in Rel.12 and is part of the Rel.13 WID objectives.
In Rel.12 two modes of operation were defined for ProSe Direct Communication in RAN. The two modes determine mainly how the RAN manages the radio resources that are used for ProSe. 

· In Mode 1 the resources are allocated by the eNB to specific UEs and this mode applies only when the UE is served by E-UTRAN. 

· In Mode 2 the resources are defined as a pool and the UEs select resources from this pool autonomously based on some rules defined in RAN. Mode 2 may be used when the UE is either served or not served by E-UTRAN
In Mode 1, the resources are allocated by the eNB for each individual UE using mechanisms similar to the ones used for LTE-Uu. Namely for ProSe Direct Communication, BSR and logical channel priority is defined. The format and trigger of ProSe BSR are the same as legacy BSR. 
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Figure 4: QoS handling for ProSe Direct Communication Mode 1
Therefore the QoS prioritisation in the eNB can be quite similar to existing UL scheduling mechanisms if the D2D radio bearer is mapped to an existing EPS bearer. Then the same parameters used and provided from the EPS bearer context (i.e. QCI, ARP) can be used by the eNB in order to prioritise the ProSe radio resources in Mode 1.
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Figure 5: Mapping of EPS bearer to ProSe Direct bearer for ProSe Direct Communication mode 1
Limitations may apply with regards to how the resources can be controlled given the access stratum design, for example it may not be possible to guarantee QoS but simply provide relative priorities between the different D2D radio bearers.

Proposal 4: For ProSe Direct Communication when Mode 1 is used, the EPS QoS management for the D2D connection can be based on the parameters used for an associated EPS bearer.
Proposal 5: For ProSe Direct Communication when Mode 1 is used, it is FFS depending on access stratum capabilities whether guaranteed QoS can be provided.

For Mode 2 ProSe Direct Communication since the resource allocation is autonomous and is expected to be used also when the UE operates out of coverage, the mechanisms used need to be studied further. One option for when mode 2 is used is that the UE uses still the aforementioned principle of mapping of EPS bearer to ProSe Direct bearer and apply the corresponding QoS but with parameters configured from the network that can be used out of coverage. 
Proposal 6: For ProSe Direct Communication when Mode 2 is used, the QoS management is FFS.

4.2 Power saving

In Rel.12 there is no power saving mode (similar to DRX) for ProSe/D2D. This would mean that the UE would have to either rely on discovery in order to detect whether there are other users in proximity or alternatively continuously decode the communication signals. 
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Figure 6: ProSe Direct Communication receiver "timeline"
In Rel.13 since one-to-one ProSe Direct Communication is introduced, the importance of a power saving mode increases. It is therefore proposed that an architecture requirement is introduced to enable a power saving mode (idle mode) and paging channel with intervals equivalent to idle mode DRX cycle (e.g. 1-2 secs) of the existing system.

The introduction of power saving mechanism or not will affect the signalling involved in order to setup the one-to-one Direct Communication connection, hence it is relevant to SA2.

Proposal 7: A power saving mode/idle mode is introduced for ProSe Direct communications, with DRX cycle equivalent to existing DRX e.g. 1-2 secs.

Proposal 8: Based on proposal 11 a paging mechanism is required in order to cause the receiving UE to transition from power saving/idle mode and accommodate connection establishment. 
5. Proposal
It is proposed to agree on the principles proposed in the section above and capture in the related sections in TR 23.713.
>>>First Change<<<

7
ProSe Direct Communication enhancements
Editor’s note:
This clause is intended to document the agreed architecture solutions for ProSe Direct Communication enhancements
7.1
Solution for one-to-one ProSe Direct Communication

Editor’s note:
This clause is intended to document the agreed architecture solution for one-to-one ProSe Direct Communication.
7.1.1
Functional Description
Editor’s note:
General description, assumptions, and principles of the solution. 
The solution for one-to-one ProSe Direct Communication follows the following principles:

Communication Identities: 
-  It should be possible to derive the Layer 2 ID to be used as Destination Layer 2 ID by the initiator of one-to-one ProSe Direct communication from the discovery message sent by the target. It should also be possible to preconfigure the same Layer 2 ID, in case discovery is not used.
-
When the session is moved from network mode (Uu) to ProSe Direct Communication (PC5) and vice versa, the IP addresses should be possible to be preserved in order to achieve service continuity.
Security considerations:

- 
Control signalling needs to be defined for one-to-one ProSe Direct Communication in order for the two UEs to mutually authenticate before one-to-one session is established.
QoS:

- 
For ProSe Direct Communication, the EPS QoS management for the D2D connection can be based on the parameters used for an associated EPS bearer, at least when mode 1 is used in RAN.
Power saving: 

- 
A power saving mode/idle mode is introduced for ProSe Direct communications, with DRX cycle equivalent to existing DRX e.g. 1-2 secs.
-
A paging mechanism is required in order to cause the receiving UE to transition from power saving/idle mode and accommodate connection establishment.
7.1.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

7.1.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.
7.1.4 
Topics for further study for one-to-one ProSe Direct Communication

Editor’s note:
Topics for FFS will be collected for this particular functionality. 
QoS: 
-
It is FFS depending on access stratum capabilities whether guaranteed QoS for ProSe Direct Communication can be provided.
-
When Mode 2 is used in RAN, the QoS management is FFS.
7.1.5
Conclusions on one-to-one ProSe Direct Communication

Editor’s note:
Conclusions will be collected for this particular functionality
>>>End of Changes<<<
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