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1. Discussion
This document discusses some issues related to (a) co-existence of NBIFOM and ANDSF rules and (b) co-existence of NBIFOM and RAN rules.  It also makes some proposals for handling these issues.
1.2. Co-existence with ANDSF Rules

The NB-IFOM solution should be able to work when the UE supports ANDSF and has valid ANDSF rules for IP flow mobility (i.e. “ISRP for IFOM” rules). In such scenario, as shown in the Figure 1.2-1, the UE performs uplink routing based on the active IFOM rules and the PGW performs downlink routing based on PCC rules. Below we discuss two issues related to this scenario.
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‘route IP flow X to WLAN, if WLAN backhaul bandwidth > Z Mbps”™

D) Rules depending on RAN offload preference, e.g.

‘route IP flow X to WLAN, if received OPI value matches {0,1,0}"

E) Rules depending on location and/or time of day, e.g
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Figure 1.2-1

1.2.1. Issue 1: Exchange of Routing Rules

In order to avoid asymmetric routing, the active routing rules used by the UE and PGW should be synchronized (so that uplink and downlink packets of the same IP are transferred via the same access network). To accomplish this synchronization, signalling extensions could be specified so that:
· When the active IFOM rules in the UE change and require one or more IP flows to be transferred to a different access, the UE sends updated routing rules to PGW. This takes place during UE-initiated IP flow mobility.
· Similarly, when the active rules in the PGW change (e.g. new/updated PCC rules are received) and require one or more IP flows to be transferred to a different access, the PGW can send updated routing rules to UE. This takes place during NW-initiated IP flow mobility.
Exchanging however routing rules between the UE and PGW can be very inefficient because:

1. The active IFOM rules in the UE can change very frequently. Indeed, the active rules can change in many situations such as:
a. The Beacon RSSI of WLAN gets higher or lower to the associated high/low thresholds respectively;

b.  The OPI value provided by RAN changes;

c. The UE enters a new location / tracking area;

d. The RSRP/RSRQ gets higher or lower to the associated high/low thresholds respectively;

e. The Channel Utilization of the WLAN gets higher or lower to the associated high/low thresholds respectively;

f. Etc.

Requiring the UE to send routing rules to PGW every time the active IFOM rules change and an IP flow should be transferred to another access can become very power inefficient and can create a lot of signalling.
2. When the UE attempts to send routing rules to PGW, there is no guarantee that the PGW will accept these rules. If the PGW rejects the rules, a lot of radio and network resources are wasted and battery is consumed in the UE for no reason. 
3. Similarly, when the PGW attempts to send routing rules to UE (e.g. when the PCRF adds/removes rules), there is no guarantee that the UE will accept these rules. Again, a lot of radio and network resources are wasted and battery is consumed in the UE for no reason.

In addition, the exchange of routing rules between the UE and PGW is not only inefficient but requires many changes to several interfaces and functional elements.

Moreover, the ISRP for IFOM rules in the UE may be based on application identities, for example, “Route all IP flows of Application X over WLAN”. Sending routing rules to PGW for routing the downlink flows of Application X over WLAN may be infeasible – the PGW may not be able to detect the IP flows of a certain application especially when the traffic is carried over TLS/SSL.
Proposal 1: Exchanging routing rules between UE and PGW whenever IP flow mobility is initiated can become very inefficient, especially when the ISRP for IFOM rules in the UE depend on the thresholds and parameters provided by RAN (as part of the RAN assistance information). Moreover, sending by the UE routing rules that depend on application identities may be infeasible. Therefore, it would be beneficial if the NB-IFOM solution was designed to work without exchanging routing rules between the UE and PGW.
1.2.2. Issue 2: Rule Conflicts

Another issue that arises when the UE utilizes ISRP for IFOM rules and the PGW applies its own routing rules (e.g. extended PCC rules received from PCRF) is that these routing rules may be in conflict. For example, the UE may be triggered by the received OPI value to offload some IP flow to WLAN while the extended PCC rules may require this IP flows over 3GPP access (e.g. to guarantee some bit rate). Such conflicts can arise in non-roaming scenarios (because the ANDSF rules and the PCC rules utilize different steering criteria) and of course in roaming scenarios.
Consider the roaming scenario shown in Fig. 1.2.2-1. The UE is roaming and applies the ANDSF rules from the VPLMN. As specified in TS 23.402, this happens (a) when the VPLMN is included in the list of "VPLMNs with preferred WLAN Selection Rules" and the UE has discovered a WLAN preferred by VPLMN, or (b) when the VPLMN is not included in the list of "VPLMNs with preferred WLAN Selection Rules" and the UE has failed to discover a WLAN preferred by HPLMN.
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Figure 1.2.2-1
The VPLMN has provided “ISRP for IFOM” rules to UE which (say) apply for any APN. The UE is NBIFOM capable and has established a home-routed PDN connection that uses both 3GPP and WLAN accesses. In this case, the PGW may send routing rules to the UE for steering traffic according to the preferences of the HPLMN. Which routing rules would the UE apply?

· If the UE applies the routing rules from PGW in HPLMN, then the VPLMN cannot control anymore the IP flow mobility behaviour of UE, although the UE has selected a WLAN preferred by VPLMN and although the UE is meant to apply the VPLMN routing rules. In addition, the UE will not be able to enforce the provisioned ISRP for IFOM rules (as currently expected).
· If the UE applies the ANDSF rules from VPLMN, then an NW-initiated request from PGW should be rejected by the UE when it conflicts with its ANDSF rules. So, the PGW sends routing rules to UE which cannot be applied and thus the transmission of routing rules is again inefficient.
Proposal 2: When the UE has valid ISRP for IFOM rules, the UE shall apply these rules as currently specified and shall reject a NW-initiated IP flow mobility request if this request conflicts with the valid ISRP for IFOM rules. This makes sure that the UE can still enforce the provisioned ISRP for IFOM rules, as currently required in Rel-12 specifications.
1.3. Co-existence with RAN Rules

If the UE applies traffic steering based on RAN rules, can it also perform UE-initiated and/or NW-initiated IP flow mobility procedures?
Assume the UE has a multi-access PDN connection as shown in Figure 1.3-1 and it also applies RAN rules for WLAN offload. The UE receives RAN assistance information from RAN including the known how/high thresholds. 
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Figure 1.3-1
The UE utilizes the thresholds received from RAN to evaluate the RAN rules:
· If RAN rules indicate that traffic should be steered to LTE/UTRAN, the UE shall steer all traffic to LTE/UTRAN. Traffic from WLAN could be transferred to LTE/UTRAN with one or more UE-initiated IP flow mobility procedures. The UE may keep the WLAN leg of the multi-access PDN connection but UE-initiated or NW-initiated IP flow mobility to WLAN is not permitted.
· If RAN rules indicate that traffic should be steered to WLAN access, the UE shall steer all traffic of offloadable APNs to WLAN access. Again, this could be accomplished with one or more UE-initiated IP flow mobility procedure. In this case, UE-initiated or NW-initiated IP flow mobility to 3GPP access is not permitted for any of the offloadable APNs.
· If RAN rules do not indicate that traffic should be steered to WLAN access or to LTE/UTRAN access (this is possible e.g. when “low RSRP threshold” < measured RSRP < “high RSRP threshold”), the RAN rules do not give any steering instructions. In this case, traffic steering could be accomplished with NW-initiated IP flow mobility and with UE-initiated IP flow mobility (in case the UE has some implementation-dependent triggers).

Although the NBIFOM procedures could be applied in parallel with the RAN rules (as described in the bullets above), we believe that applying both NBIFOM and RAN rules has minor benefits and could create a lot of complexity and a lot of signalling. Observe that the RAN rules may change traffic steering between 3GPP and WLAN quite frequently, e.g. when the Beacon RSSI measured by the UE fluctuates below and above the low and high Beacon RSSI thresholds respectively. Thus, a lot of signalling may be required to transfer traffic with NBIFOM procedures in order to comply with the RAN rules.

The issue of high signalling becomes even worse when the UE has simultaneously multiple multi-access PDN connections to different PGWs (e.g. one to a PGW in HPLMN and another to a PGW in VPLMN). In this case, when RAN rules indicate that traffic should be steered to 3GPP access, the UE should update the routing rules with all associated PGWs. Also, when RAN rules indicate that traffic should be offloaded to WLAN, the UE should again update the routing rules with all associated PGWs.
In addition, we note that traffic steering with RAN rules is not designed to provide IP flow mobility – the RAN rules steer all traffic of a PDN connection either to 3GPP access or to WLAN access. Therefore, applying IP flow mobility procedures in parallel with a steering solution that does not support IP flow mobility (RAN rules) does not seem appropriate.
Proposal 3: When the UE applies traffic steering with RAN rules, the NBIFOM procedures should not be used. In this case, the UE should not indicate an NBIFOM capability when requesting a new PDN connection.
2. Proposal
It is proposed to discuss the issues presented above and in particular the three proposals:

Proposal 1: Exchanging routing rules between UE and PGW whenever IP flow mobility is initiated can become very inefficient, especially when the ISRP for IFOM rules in the UE depend on the thresholds and parameters provided by RAN (as part of the RAN assistance information). Moreover, sending by the UE routing rules that depend on application identities may be infeasible. Therefore, it would be beneficial if the NB-IFOM solution was designed to work without exchanging routing rules between the UE and PGW.

Proposal 2: When the UE has valid ISRP for IFOM rules, the UE shall apply these rules as currently specified and shall reject a NW-initiated IP flow mobility request if this request conflicts with the valid ISRP for IFOM rules. This makes sure that the UE can still enforce the provisioned ISRP for IFOM rules, as currently required in Rel-12 specifications.
Proposal 3: When the UE applies traffic steering with RAN rules, the NBIFOM procedures should not be used. In this case, the UE should not indicate an NBIFOM capability when requesting a new PDN connection.
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