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1. Discussion

This document provides several clarifications and enhancements for the implicitly-triggered NBIFOM solution documented in section 7.6.1 of TR 23.861.
1.1. UE-Initiated IP flow Mobility

The figures below illustrate how the UE-initiated IP flow mobility is performed.
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Figure 1.1-a
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Figure 1.1-b

In step 2, the UE decides to move IP flow #1 to WLAN access e.g. because its active ISRP for IFOM rule has changed or an implementation-specific trigger occurred.
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Figure 1.1-c
Note that in step 4 the PGW constructs a Routing Rule for IP flow #1 indicating that IP flow #1 is requested to be routed to WLAN access. This Routing Rule is not received by the UE but it is locally constructed by the PGW after receiving the “Redirection” packet.
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Figure 1.1-d
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7. When the UE receives the first
downlink packet of IP flow #1 over
WLAN, it updates its Flow Binding Table
and transmits subsequent uplink packets

for IP flow #1 over WLAN.




Figure 1.1-e
1.2. NW-Initiated IP flow Mobility

The PGW can initiate IP flow mobility by utilizing the same procedures shown in the previous section for UE-initiated IP flow mobility. In short: 
1. When the PGW decides to redirect an IP flow from 3GPP access to WLAN (e.g. when the PGW receives new/updated PCC rules), it sends a “Redirection” packet for this IP flow via the WLAN. This “Redirection” packet has TTL=1 so it is discarded by the UE before being delivered to the associated application. 
2. The “Redirection” packet via WLAN access is perceived by the UE as a request to transfer the IP flow to WLAN access. The UE determines whether to accept or reject this redirection request (see next section). 
3. If the UE accepts the redirection request, it updates its Flow Binding Table and transmits subsequent uplink packets for the IP flow over WLAN access. When the PGW receives the first uplink packet of the IP flow over WLAN, it updates its own Flow Binding Table and transmits subsequent downlink packets for the IP flow over WLAN access. This completes the IP flow mobility procedure. 
4. If the UE rejects the redirection request, it keeps using the 3GPP access to transmit uplink packets for the IP flow. Since the PGW does not receive an uplink packet for the IP flow over WLAN access (see NOTE 1 below), it determines that the redirection was rejected by the UE so it keeps using the 3GPP access to transmit subsequent downlink packets for the IP flow.

NOTE 1:
After sending the “redirection” packet, the PGW waits for a short time period (a little longer than the round-trip time) to receive uplink packets for the IP flow via WLAN access. If, after this time period, the PGW has not received any uplink packets for the IP flow via WLAN, it determines that the redirection was rejected by the UE.
1.3. Co-existence of UE-initiated and Network-initiated IFOM

The UE and the PGW may utilize separate and independently triggers for IP flow mobility. For example, the UE may trigger UE-initiated IP flow mobility based on provisioned ISRP for IFOM rules while the PGW may trigger NW-initiated IP flow mobility based on extended PCC rules received from PCRF. The ISRP for IFOM rules in the UE and the extended PCC rules in the PGW may be using different steering criteria: The IFOM rules may use criteria based on the received OPI, measured signal strength, location, etc. whereas the PCC rules may use subscription-related criteria and/or congestion-related criteria. As a consequence, situations may arise where the UE and the PGW have different steering preferences for the same IP flow. This is especially true in roaming scenarios when the UE applies ISRP for IFOM rules from VPLMN and has created a multi-access PDN connection with a PGW in HPLMN.

To address the above situations, the UE and PGW apply the following behaviour:
1. When the PGW sends an IP flow mobility request (i.e. sends a “redirection” packet to UE via the target access), the UE decides if this request should be accepted or rejected. If the request conflicts with the active ISRP for IFOM rules in the UE or cannot be executed due to other constraints (e.g. due to low signal strength on the target access or due to low battery conditions), the UE rejects the IP flow mobility request. Otherwise, the UE accepts the IP flow mobility request.
a. 
Note that when the UE does not have valid ISRP for IFOM rules, the UE is expected to always accept a NW-initiated IP flow mobility request unless when there are other implementation-specific constraints (e.g. the UE implementation prevents traffic on radio interfaces with very low signal strength).
2. When the PGW determines that its IP flow mobility request was rejected by the UE, the PGW marks the associated IP flow as non-transferrable. The PGW does not attempt to request IP flow mobility for a non-transferrable IP flow until a preconfigured timer expires. 

a. 
Optionally, the UE may mark an IP flow for which it rejected the redirection as transfer-required. If the conditions that caused the rejection by the UE are withdrawn within a certain time period, then the UE may initiate IP flow mobility for this flow as prior requested by the PGW. This way, if the UE rejects the PGW’s request to redirect an IP flow due to temporary constraints (e.g. due to low signal strength on the target access) the UE may later satisfy PGW’s request to redirect the IP flow if the temporary constraints cease to exist.
3. When the UE sends an IP flow mobility request (i.e. sends a “redirection” packet to PGW via the target access), the PGW/PCRF is expected to accept this request unless there are permanent limitations (e.g. subscription-related limitations) that prevent the UE from using certain IP flows on a certain access network. 
a. 
Note that if the PGW/PCRF rejects a UE-initiated IP flow mobility request, the IP flow may be terminated because the UE may not be able to sustain the flow over the current access due to bad radio conditions. Even if the UE can sustain the flow over the current access, if the UE-initiated IP flow mobility request is rejected, this would render the UE incapable to enforce the provisioned IFOM rules.

4. When the UE determines that its IP flow mobility request was rejected by the PGW, the UE marks the associated IP flow as non-transferrable and does not attempt to initiate IP flow mobility for this flow on the existing multi-access PDN connection.
1.4. Co-existence with ANDSF traffic steering rules

The UE can simultaneously use the NBIFOM solution and ANDSF traffic steering rules for IFOM (i.e. ISRP for IFOM rules). Specifically, the UE applies the following behaviour:
· The UE uses the active ISRP for IFOM rules to determine when UE-initiated IP flow mobility should be requested (i.e. when to send a "redirection" packet). This is true in both non-roaming and roaming scenarios and irrespectively of whether the UE uses ISRP for IFOM rules from HPLMN or from VPLMN. This UE behaviour is the same as the one currently specified in Rel-12 specifications.

· 
By using the active ISRP for IFOM rules to trigger UE-initiated IP flow mobility, the UE is able to utilize the thresholds and parameters provided by RAN (as part of the RAN assistance information) for initiating NBIFOM operations. For example, the UE could send an IP flow mobility request when the OPI value provided by RAN changes and an ISRP for IFOM rule becomes active that requires an IP flow to change access.
· When the UE receives a NW-initiated IP flow mobility request (i.e. when it receives a "redirection" packet), the UE determines if the request is in line or in conflict with the active ISRP for IFOM rules. The request is in conflict when, for example, it requests an IP flow to be transferred to 3GPP access while the active ISRP for IFOM rules require this IP flow over WLAN access. When the received NW-initiated IP flow mobility request is in conflict with the active ISRP for IFOM rules, the UE rejects the NW-initiated IP flow mobility request.
· 
By rejecting an NW-initiated IP flow mobility request that is in conflict with the ISRP for IFOM rules, the UE makes sure that it can enforce the active ISRP for IFOM rules, as required by the Rel-12 specifications.
1.5 PCC Interactions

Although the implicitly-triggered NBIFOM solution does not require the UE and the PGW to exchange routing rules, it assumes that both the UE and the PGW maintain their own routing rules: The UE may have ISRP for IFOM rules and the PGW may have extended PCC rules from PCRF. The extended PCC rules define a preferred access type for a certain service data flow (SDF).
The PCRF can provide updated/new PCC rules to PGW over Gx, e.g. when a new PDN connection is established or when a new access is added to an existing PDN connection. These PCC rules are used by the PGW to trigger NW-initiated IP flow mobility.
In addition, when the PGW receives a UE-initiated IP flow mobility request (i.e. when receiving a "redirection" packet), the PGW may request from the PCRF to accept or reject this request (via a session modification procedure). For this purpose, the PGW sends to PCRF information indicating the requested IP flow mobility (e.g. may construct and send a routing rule) and receives from PCRF information indicating if the requested IP flow mobility is accepted or not (e.g. new/updated PCC rules).
2. Proposal
It is proposed to update the implicitly-triggered NBIFOM solution documented in section 7.6.1 of TR 23.861 based on the discussion in the previous section. The proposed changes are provided in S2-143288.
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