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Introduction

The SEES requirement on support of 3rd party requested broadcast is specified in TS22.101
-
The 3GPP Core Network shall enable a 3rd party service provider to request sending a broadcast message in a specified geographic area (as specified in TS 22.368 [52]) expecting to reach a group of devices that are served by the 3rd party service provider. 
This requirement from SEES work is actually being discussed under GROUPE key issue 5.1 Message delivery to a group of devices.
This contribution proposes to add group message delivery solutions into GROUPE TR.
Proposal

***************** Start of changes **********************

5.1.3
Solutions

5.1.3.x
Solution: Group message delivery using MBMS
5.1.3.x.1
General
Editor's Note:
Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow etc. 

This solution proposes 2 options how to use MBMS for group message delivery. These architectural options can be re-used for general group message delivery purposes (not limited to MTC devices). Operator could treat the trigger/messaging as a normal MBMS user service and use the "service announcement" (SMS, WAP, HTTP) as defined in TS 23.246 to distribute the related service information to the devices of specific group. The BM-SC (Broadcast Multicast Service Centre) allocates TMGI (Temporary Mobile Group Identity) for specific MBMS user service.


NOTE 1:
eMBMS supports only broadcast mode.
5.1.3.x.1.1
SCEF connected to BM-SC

In this solution, the SCEF is connected to the BM-SC. Application server provides the content to be broadcasted and additional information to SCEF. In case SCEF and BM-SC are not co-located, MB2 interfacebetween them is required. Figure 8.1.3.2.1.1-1 shows the group message delivery architecture. 
Editor's note:
It is FFS whether large amount of data can be provided from SCEF to SCS.
Before the message delivery, using the MBMS user service discovery/announcement mechanisms defined in TS 26.346, UE obtains the MBMS user service description information as well as application parameters used in receiving the service content, e.g. TMGI, the session start/stop time.
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Figure 8.1.3.2.1.1-1: MBMS based group messaging architecture
SCEF needs to support the group messaging functionality including the following:

-
reception of a group message delivery request from SCS;

-
ability to authorize control plane requests from an SCS;

-
report to the SCS the acceptance or non-acceptance of the group message delivery request;

-
interrogation of the appropriate HSS, to:

-
determine if a SCS is allowed to send a group messaging request to a particular group.

-
protocol translation, and forwarding towards the BM-SC/MBMS-GW of activate MBMS Bearer Request request;

-
generation of group messaging specific CDRs including group External Identifier and SCS Identifier and forwarding to CDF/CGF over instance of Rf/Ga.

-
trigger the session start procedure based on the registered service areas and the RAT(s).
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Figure 8.1.3.2.1.1-2: Procedure flows MBMS based group messaging
1.
The SCS send the group messaging request (External Group Identifier, SCS Identifier, application layer content of the group message, location/area information, RAT(s) information) message to the SCEF. The SCS may determine the IP address(es)/port(s) of the SCEF by performing a DNS query using the External Group Identifier or using a locally configured SCEF identifier/address. The location/area information indicated by the SCS may be the geographic area information.
2.
The SCEF checks that the SCS is authorised to send a group messaging request.

3.
The SCEF may send a Subscriber Information Request (External Group Identifier and SCS Identifier) message to the HSS/HLR to determine if SCS is authorized to send group messaging to the specific group, to retrieve group specific subscription data.

4.
The HSS/HLR sends the Subscriber Information Response (Delivery Method, cause) message. HSS/HLR may indicate the group messaging delivery method e.g. MBMS, based on the subscription and/or policy. If the cause value indicates the SCS is not allowed to send a group messaging request to this group, or there is no valid subscription information, the SCEF sends a group messaging Confirm message with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise this flow continues with step 5.

5.
The SCEF selects delivery procedure based on the information received from HSS/HLR and local policy.

6.
If MBMS delivery method is selected, SCEF send activate MBMS bearer request (MBMS service Area) message to the BM-SC/MBMS-GW. MBMS-GW performs the session start procedure with MME/SGSN.

NOTE:
The SCEF maps between location/area information provided by the SCS and the MBMS service area for the distribution of the group message based on configuration in the operator domain.

7.
The SCEF transfers the group message content to the BM-SC/MBMS-GW. 
8.
The SCEF sends a Group Messaging Confirm message to the SCS to confirm that the Request has been accepted for delivery to the UE.

9.
In response to the received message, the UE takes specific actions that take into consideration the content of payload. This response typically involves initiation of immediate or later communication with the SCS or an AS.

5.1.3.x.2
Impacts on existing nodes and functionality

Editor's Note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW etc.).



SCEF needs to support the group messaging functionality including the following:

-
reception of a group messaging request from SCS;

-
ability to authorize control plane requests from an SCS;

-
report to the SCS the acceptance or non-acceptance of the group messaging request;

-
interrogation of the appropriate HSS, to:

-
determine if a SCS is allowed to send a group messaging request to a particular group.

-
protocol translation, and forwarding towards the BM-SC/MBMS-GW of a group messaging request;

-
generation of group specific messaging CDRs including group External Identifier and SCS Identifier and forwarding to CDF/CGF over instance of Rf/Ga.

-
trigger the session start procedure based on the registered service areas and the RAT(s).

5.1.3.x.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.

.
***************** End of changes **********************
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