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Abstract of the contribution: This contribution is proposed to delete the editor’s notes related to the routing rules transmission via re-authentication in section x.1.5.3.2 in Annex X in TR 23.861. Correspondingly the same editor’s notes are also deleted from the section 7.3.x.3.3.3.1 in the merge proposal for NBIFOM.
1. Introduction

There are two editor’s notes related to the routing rule transmission via re-authentication in section x.1.5.3.2 in Annex X in TR 23.861. And the same editor’s notes are also present in section 7.3.x.3.3.3.1 in the merge proposal for NBIFOM. This contribution is proposed to delete the editor’s notes:
Editor’s Note: How to send the routing rules via the Re-Authorization and Re-Authentication procedure is FFS.
Editor’s Note: The delay to transmit the routing rules via the Re-Authorization and Re-Authentication procedure is FFS.
2. Routing rule transmission via the Re-Authorization and Re-Authentication procedure
The current procedure of alternative #1 in section 7.3.x.3.3.3.1 is shown in Figure 1. The detailed steps in step 6 (Re-Authentication & Re-Authorization) is not included in Figure 1, because they are in scope of stage 3. In order to clearly describe how to transmit the routing rules via the Re-Authentication & Re-Authorization procedure, the detailed steps of Figure 1 are shown in Figure 2.
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Figure 1: The procedure of alternative #1 in section 7.3.x.3.3.3.1
As shown in Figure 2, steps 6 – 12 are the detailed steps of the Re-Authentication & Re-Authorization procedure. In order to reduce the transmission delay and computation delay, the fast re-authentication procedure defined in section 6.3 in TS 33.402 is used. And the optional steps in the current fast re-authentication procedure are omitted.
All the messages included in Figure 2 are the existing messages. The messages in steps 1, 3, 4, 14 and 15 are described in section 16.6.1 in TS 23.402. Steps 5 – 7 and 13 are described in section 5.1.2.3 in TS 29.273. Steps 8 – 12 are described in section 6.3 in TS 33.402. In order to transmit the routing rules, some of them have to been extended to include the routing rules. The extensions are highlighted in red font in Figure 2.
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Figure 2: Routing rule transmission via the Re-Authorization & Re-Authentication procedure
The routing rules transmission in Figure 2 is as follows:

Step 2~3: PCRF makes the routing rules and sends the routing rules to the PGW.

Step 4: PGW sends the routing rules to TWAN.

Step 5: TWAN finds that the UE is using SCM, TWAN initiates the Re-Authorization procedure by sending the STa-Authorization Request to 3GPP AAA Server including the routing rules.

Step 6~12: When the 3GPP AAA Server receives the STa Authorization Request with routing rules, it initiates the Re-Authentication & Re-Authorization procedure (i.e. step 6 – 12 in Figure 2). The 3GPP AAA Server sends the EAP-REQ/AKA’-Reauthentication message including the routing rules to the UE. The UE decides which routing rules can be accepted and returns the EAP-RSP/AKA’-Reauthentication message with the accepted routing rules to the 3GPP AAA Server. The UE may also reject the routing rules provided by the network.
Step 13:3GPP AAA Server sends the accepted routing rules to the TWAN.

Step 14:TWAN sends the accepted routing rules to the PGW.

According to the description above, the routing rule transmission via the Re-Authentication & Re-Authorization procedure only impacts the existing messages to include the routing rules, no new message is introduced. The Figure 2 also clearly illustrates how to transmit the routing rules via re-authorization and re-authentication procedure. So it is proposed to delete the editor’s note of “How to send the routing rules via the Re-Authorization and Re-Authentication procedure is FFS”. 

3. Analysis of the delay to transmit the routing rules via the Re-Authorization and Re-Authentication procedure
The delay of fast re-authentication is analysis in [1] based on the simplified 3G/UMTS-WLAN interworking architecture in Figure 3.
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Figure 3: Simplified 3G/UMTS-WLAN interworking architecture

The simulation parameter in [1] is shown in table 1.

Table 1: Simulation parameter
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Local AP Placement [
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‘Simulation Time (1) 1800 (Sec)





Based on the above scenario and simulation parameter, the simulation result [1] is shown in Figure 4.
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Figure 4: Average authentication session time

From Figure 4, the average authentication session time of fast re-authentication is 49.84ms. When the fast re-authentication procedure is used to transmit the routing rules, additional time may be needed for process the routing rules in each node. However, we believe the total time used for transmitting the routing rule will be around one or two hundreds of MS, for most cases.. Compared with the control plane delay within LTE, which is around one hundred of ms[TR36.912], time delay incurred by fast re-authentication should be acceptable. Based on above analysis, it is proposed to delete the editor’s note related to the delay of the re-authentication in alternative #1.

Proposal

The following first change is to delete the editor’s notes in section X.1.5.3.2 in TR 23.861. The second change is to delete the same editor’s notes in section 7.3.x.3.3.3.1 in the merge proposal for NBIFOM.
Reference
[1]. Shen-Ho Lin, Jung-Hui Chiu, Sung-Shiou Shen, “The Iterative Distributed Re-authentication Scheme Based on EAP-AKA in 3G/UMTS-WLAN Heterogeneous Mobile Networks”, International Conference on Broadband, 2010.

* * * First Change (section X.1.5.3.2 in TR 23.861)* * * *

X.1.5.3.2
IP flow mobility within a PDN connection signalled via WLAN access when using SCM

The PCRF makes out the routing rules and sends the routing rules to the PDN GW. The PDN GW sends the routing rules the TWAN. The TWAN sends the routing rules to the UE via the 3GPP AAA Server. 
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Figure X.1.5.3.2-1: IP flow mobility within a PDN connection initiated by Network (routing rules transmitted via TWAN when using SCM)

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF in the VPLMN forwards messages between PDN GW and hPCRF. In the Home Routed Roaming and Local Breakout cases, the 3GPP AAA Proxy serves as an intermediary between the TWAN and the 3GPP AAA Server in the HPLMN. In the Non-Roaming and Home Routed Roaming cases, the vPCRF is not involved. In the Non-Roaming case, 3GPP AAA Proxy is not involved.

1.
The UE is attached to the PDN GW via E-UTRAN and TWAN simultaneously.

2.
The PCRF decides to update the routing rules. This may be triggered by the changes of the UE’s SDFs or the changes of the access networks that the UE is using. The PCRF makes out the updated routing rules of the UE.

3.
The PCRF sends a Policy and Charging Rules Provision message including the routing rules to the PDN GW.

4.
The PDN GW sends an Update Bearer Request message to the TWAN. The PDN GW includes the routing rules received from the PCRF in the message.

5.
When the TWAN receives the routing rules from the PDN GW and the TWAN finds out that the UE is using SCM to connect to EPC, the TWAN sends the routing rules received from the PDN GW to the 3GPP AAA Server.

6.
When the 3GPP AAA Server receives the routing rules from TWAN, the 3GPP AAA Server initiates the Re-Authorization and Re-Authentication procedure to send the routing rules to the UE. When the UE receives the routing rules, the UE decides routing rules can be accepted based on the state of the connected access networks, the characters of the current IP flows, local policies (e.g. ANDSF policy, RAN rules) and user preference. The UE sends the accepted routing rules to the 3GPP AAA Server in the procedure. The 3GPP AAA Server sends the routing rules accepted by the UE to the TWAN.



7.
The TWAN returns an Update Bearer Response message to the PDN GW. The message includes the routing rules accepted by the UE.

8.
The PDN GW returns an Acknowledge Policy and Charging Rules Provision message to the PCRF. The message includes the routing rules accepted by the UE.

9.
The PCRF initiates the resource release, allocation or modification procedure in 3GPP access and/or TWAN based on the routing rules accepted by the UE. If the UE doesn’t accept any of the routing rules, step 10 is skipped.
* * * Second Change (section 7.3.x.3.3.3.1 in NBIFOM merge proposal)* * * *

7.3.x.3.3.3.1
Single-connection mode 

PCRF makes out the routing rules and sends the routing rules to the PDN GW. The PDN GW sends the routing rules to the TWAN. The TWAN sends the routing rules to the UE via the 3GPP AAA Server. 
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Figure 7.3.X.3.3.2.2-1: IP flow mobility within a PDN connection initiated by Network (routing rules transmitted via TWAN when using SCM)

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF in the VPLMN forwards messages between PDN GW and hPCRF. In the Home Routed Roaming and Local Breakout cases, the 3GPP AAA Proxy serves as an intermediary between the TWAN and the 3GPP AAA Server in the HPLMN. In the Non-Roaming and Home Routed Roaming cases, the vPCRF is not involved. In the Non-Roaming case, 3GPP AAA Proxy is not involved.

1.
The UE is attached to the PDN GW via E-UTRAN and TWAN simultaneously.

2.
The PCRF decides to update the routing rules. This may be triggered by the changes of the UE’s SDFs or the changes of the access networks that the UE is using. The PCRF makes out the updated routing rules of the UE.

3.
The PCRF sends a Policy and Charging Rules Provision message including the routing rules to the PDN GW.

4.
The PDN GW sends an Update Bearer Request message to the TWAN. The PDN GW includes the routing rules received from the PCRF in the message.

5.
When the TWAN receives the routing rules from the PDN GW and the TWAN finds out that the UE is using SCM to connect to EPC, the TWAN sends the routing rules received from the PDN GW to the 3GPP AAA Server.

6.
When the 3GPP AAA Server receives the routing rules from TWAN, the 3GPP AAA Server initiates the Re-Authorization and Re-Authentication procedure to send the routing rules to the UE. When the UE receives the routing rules, the UE decides routing rules can be accepted based on the state of the connected access networks, the characters of the current IP flows, local policies (e.g. ANDSF policy, RAN rules) and user preference. The UE sends the accepted routing rules to the 3GPP AAA Server in the procedure. The 3GPP AAA Server sends the routing rules accepted by the UE to the TWAN.



7.
The TWAN returns an Update Bearer Response message to the PDN GW. The message includes the routing rules accepted by the UE.

8.
The PDN GW may return an Acknowledge Policy and Charging Rules Provision message to the PCRF. The message includes the routing rules accepted by the UE.

9.
The PCRF initiates the resource release, allocation or modification procedure in 3GPP access and/or TWAN based on the routing rules accepted by the UE. If the UE doesn’t accept any of the routing rules, step 10 is skipped.
* * * End of Changes * * * *
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