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1. Introduction

In a cooperating multi-national environment, operations involving officers from neighbouring nations may be quite common. To allow officer O1 from Nation A to properly and securely participate in the territory of Nation B to an operation driven by Nation B, some operational and security requirements have to be met:
· The presence of officer O1 has to be known by Nation B authorities (and MCPTT application)

· Registration of officer O1 has to be performed ultimately by Nation A application for two reasons: ability to route calls from Nation A to officer O1 and use of appropriate credentials for secure registration

· Nation B access points have to be able to establish necessary IP connection in advance to allow for call setup meeting the stringent PS requirements

· Officer O1 shall be able to participate to group call managed both by Nation A application and Nation B application

The corresponding requirements are captured in TS 22.179.
2. Example of architecture to meet migration requirements (non-IMS case)
The figure 1 below highlights a potential architecture to meet the above requirements and the path of registration therefore.

In order to be known by Nation B MCPTT application and allow for proper resource setup by Nation B MCPTT application, the C-plane access point on Nation B MCPTT application shall be involved in the routing of the initial registration (SIP REGISTER message). In the case of migration, the discovery of the address of this entry point can be done by several means, for example with a local DNS resolution of a generic domain name.

As the endpoint of this request has to be a Home server for O1 in Nation A, the request shall be further routed to the Home server of O1 in Nation A MCPTT. For security reasons, it shall go through a NNI GW for egress of Nation B MCPTT application and a NNI GW for ingress of Nation A MCPTT application. 
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Figure 1 - Functional architecture for MCPP registration of a migrating UE
The MSC for the processing of the REGISTER request is provided below.
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Message Sequence Chart for migrating MCPTT registration

It is also to be noted in this case that the credentials carried by the 401 Unauthorized response to the initial INVITE are provided by the Home server on Nation A MCPTT as expected.

3. Permanent 5-uple setup and MCPTT A & B group calls (non-IMS case)
To allow for potential NAT traversal, at least one permanent 5-uple is set up between the U-plane access of the UE and the U-plane access point of the MCPTT B. The signalling and media path are illustrated in Figure 2 below.

[image: image3.emf]C-Pl. U-Pl. C-Pl. U-Pl.

C

-

P

l

.

U

-

P

l

.

C

-

P

l

.

U

-

P

l

.

MCPTT A MCPTT B

PLMN / 

Access 

network

PLMN / 

Access 

network

Home 

MCPTT 

Server

Home 

MCPTT 

Server

UE 

O1

B groups 

MCPTT 

Server

A groups 

MCPTT 

Server


Figure 2 – Permanent 5-uple setup for a migrating UE

When the permanent 5-uple has been setup and affiliation has been done, the UE can establish group call with MCPTT A as illustrated in Figure 3 below
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Figure 3 – Group A call for a migrating UE

and a group call with MCPTT B as illustrated in Figure 4 below.
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Figure 4 – Group B call for a migrating UE

4. IMS case
When the access to the MCPTT application is managed by an IMS, the registration can be managed with two types of routing from the EPC point of view: Home routing where the P-GW belong to the Home PLMN and routes the registration through the S-CSCF of the Home network to the MCPTT application A and Local breakout where the P-CSCF of the “local” IMS receives the registration request and route it back to the Home via the Home S-CSCF.
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Figure 5 – IMS based registration for a migrating UE

In no case, MCPTT B is involved and the MCPTT of Nation B has no knowledge of the presence of O1 UE. Moreover, the credentials used to secure the signalling pipe will in no case be generated by the MCPTT application, i.e. by a mission critical environment.

This applies unless IMS itself is part of user application environment, is part of the MCPTT application itself. It becomes an MCPTT implementation option and not a system architecture option.

5. Conclusion

The requirements for migration of MCPTT UEs in a multi-national environment generate some constraints from the routing point of view and eventually from the security point of view. Several aspects of IMS are not properly fitting with these constraints unless the IMS is part of the MCPTT application itself.
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