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Abstract of the contribution: It is proposed to exploit the additional GUTI in the Attach request and Tracking area update request messages for the UE context retrieval and MME reselection.
1. Discussion
The additional GUTI may be included in the Attach request and Tracking area update messages. The UE shall include the additional GUTI if the TIN indicates "P-TMSI" and the UE holds a valid GUTI, P-TMSI and RAI [1]. The additional GUTI in the Attach Request message allows the new MME to find any already existing UE context stored in the new MME when the old GUTI indicates a GUTI mapped from a P-TMSI and RAI [2].
In the network where dedicated core network rerouting mechanism is enabled, it is very likely that the additional GUTI is assigned by the dedicated MME. Thus, if the recipient of the Attach request or Tracking area update request message is not the dedicated MME, the additional GUTI is worthless for the UE context search. However, there are some cases where it can be usefully exploited. For example, let’s consider the network deployment depicted in Fig. 1.
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In the figure, operator network consists of three core network areas: National-wide 2G/3G core network area, non-dedicated LTE core network area, and dedicated LTE core network area (e.g., typical case would be the dedicated VoLTE deployment with CSFB support, or the dedicated LTE network for IoT service with SMS over CS support). In this deployment, the following scenario may happen:
1. UE attached to the dedicated LTE core network (let’s call it MME-d). The dedicated core network assigns a GUTI to the UE.
2. The UE moves out of the LTE coverage and enters into 2G/3G area. Necessary RAU procedure is performed by the UE.
3. The UE enters into the overlapped LTE area (i.e., dedicated + non-dedicated LTE area) again. The UE performs TAU procedure. As TIN indicates P-TMSI in this case, the UE includes additional GUTI in the TA update request message. 
4. During the processing of initial UE message (containing TA update request message), eNB selects an MME (namely MME-c) in the non-dedicated LTE core network area firstly.
After step 4, re-route procedure would be triggered to offload the UE to the dedicated LTE core network. In this case, if the MME-c provides the eNB with the GUMMEI taken from the additional GUTI, it can be a valuable input for the dedicated MME selection. In order to utilize the GUMMEI from the additional GUTI for the MME reselection, it is proposed:

Proposal 1: To convey the GUMMEI derived from the additional GUTI via the rerouting message; and to let the eNB take the GUMMEI into account for the MME reselection.
Moreover, as the UE had registered in MME-d, the additional GUTI (assigned by MME-d) can be used for the context search in MME-d. That is, if the NAS message (i.e., TA update request in the example) includes the additional GUTI, the dedicated MME can search for the stored UE context corresponding to the additional GUTI. If the UE context is identified and is available, the MME does not need to send Identification request message to the first recipient of the NAS message and the signalling optimization can be achieved. Hence, it is proposed:
Proposal 2: To make use of the additional GUTI in the NAS message for the UE context search in the dedicated MME.
For the interoperability with the MMEGI, a principle can be built, e.g. if the received MMEGI and the MMEGI in the received GUMMEI match, the received GUMMEI can be used for the core network selection, otherwise the received GUMMEI is not considered for the MME reselection.
2. Text proposals
Based on the proposals made in the previous section, text proposals for [4] are provided. Text proposals corresponding to Proposals 1 and 2 are highlighted with green and yellow, respectively. It is noteworthy that it is assumed that the first recipient of the Attach request message or Tracking area update message is not the dedicated MME.
****** Start of Changes ******
5.2.1.1.1.2.1
Solution 1: Redirection after Update Location Procedure 

MMEs that belong to different dedicated core networks have different group identities (MMEGIs). Each MME has configuration about the association of MMEGI to dedicated core network. Similarly for SGSNs, different NRIs are associated with different dedicated core networks.

The attach and TAU/RAU procedure is modified as follows to ensure that the UE is served by the appropriate core network:

-
If the eNB/RNC directs the initial NAS message an MME/SGSN which is not dedicated to serve the subscriber type of the UE, the MME/SGSN after determining the dedicated network for the UE, forwards the initial NAS message of the UE along with the MMEGI/NRI corresponding to core network to the RAN to re-route the NAS message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE. RAN then reroutes the UE’s NAS Message to an MME/SGSN dedicated to serve the subscriber type of the UE. 

This procedure is shown below and is used by both the Attach and TAU/RAU procedures.
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Figure 5.2.1.1.1.2.1-1: Reroute NAS Message Procedure

1.
When the old MME/SGSN decides to reroute the NAS message to another dedicated core network, the old MME/SGSN sends a Reroute NAS Message Request (NAS Msg, MMEGI/NRI, GUTI, GUMMEI) to the eNB/RNC which had forwarded the NAS message. The MMEGI (for E-UTRAN) or NRI (for GPRS) corresponds to the MME/SGSNs that belong to the selected dedicated core network. The MME/SGSN is configured with a mapping of MMEGI/NRI to dedicated core network type. In case of E-UTRAN, the MME may also decide to include GUTI, which is used by the new MME to request context information from the old MME. The MME may provide GUMMEI taken from the previously received additional GUTI, if the MMEGI of the target core network matches the MMEGI part of the additional GUTI in attach message.
2.
The eNB/RNC based on the MMEGI/NRI and/or GUMMEI included in the Reroute NAS message request selects a new MME/SGSN corresponding to the MMEGI/NRI and/or GUMMEI using existing NNSF functionality. The eNB/RNC sends the Initial UE message to the selected MME/SGSN. The initial UE message includes the NAS message and also optionally GUTI, if GUTI was provided in the previous message.
Note: The above procedure is used by both this solution and "Re-routing before NAS security setup" solution. In the latter solution, GUTI parameter is not included in step 1 and 2.
The following describes the E-UTRAN attach procedure for this alternative. Only differences from the procedure in TS 23.401 [4] are highlighted below.
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Figure 5.2.1.1.1.2.1-2: E-UTRAN Attach procedure with Reroute after Update Location procedure1-2:
E-UTRAN Attach procedure is performed as specified in TS 23.401 [4].
3.
If the UE identifies itself with GUTI and the MME has changed, the identity response message contains the Core Network Type information, if available. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Identification Response message, the MME sends a Reroute Command (Attach Request message, MMEGI, GUTI, GUMMEI) to the eNodeB. The eNodeB shall reselect an MME of the indicated type as specified in 5.2.1.1.1.2.1-1 and forward the Attach Request Message to the selected MME. The selected MME performs the Attach procedure starting from step 2. The additional GUTI in the Attach Request message allows the dedicated MME to find any already existing UE context stored in the dedicated MME if included and to skip the unnecessary interaction with the HSS.
Note: The additional GUTI in the Attach request message can be used when the UE which had been registered in an MME performed RA update in the GERAN/UTRAN area, and then it performs Attach procedure in the area served by the same MME, with an assumption that this MME has not yet released the GUTI for the UE.
4-10. Steps as specified in TS 23.401 [4].

11.
The HSS acknowledges the Update Location message by sending an Update Location Ack (IMSI, Subscription data, Core Network Type) message to the new MME. 
12.
If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the subscription information, the MME determines the MMEGI corresponding to the dedicated core network of the UE and sends a Reroute Command (Attach Request message, MMEGI, GUTI, GUMMEI) to the eNodeB.
13.
The eNodeB shall reselect an MME as specified in 5.2.1.1.1.2.1 and forward the Attach Request Message to the selected MME.
14. The MME uses the GUTI received along with the Attach Request message to request context from previous MME using the Identity Request message. The Identity request message also includes GUTI. 

15.
The MME uses the GUTI provided in the Identity Request message to locate the context of the UE. The MME does not verify the integrity of the Attach Request message. The previous MME provides context information in the Identity response message, as specified in TS 23.401 [4] which contains security information to enable the MME of the dedicated core network communicate using the existing NAS encryption and integrity protection.
16.
E-UTRAN Attach procedure proceeds from Step 4 onwards as specified in TS 23.401 [4]. Even if the Attach Request is not integrity protected, the dedicated MME skips the UE authentication procedure since the UE has been already authenticated by the new MME.
****** End of the 1st Change ******
****** Start of the last Change ******
5.2.2.1.2.1
Solution 1: CN Type provided in Context Transfer

The TAU/RAU procedures are modified as follows to ensure that the UE is served by the appropriate core network:

-
During the context transfer phase of the TAU/RAU with MME/SGSN change procedure, the old MME/SGSN provides the core network type information to the new MME in the context response message. If the new MME/SGSN determines that it does not serve the subscriber type of the UE, it requests the RAN to re-route the message to the MME/SGSN pool dedicated to serve the particular subscriber type of the UE by providing the RAN with the MMEGI/NRI of the dedicated network.

This subclause describes E-UTRAN Tracking Area Update (TAU) procedures with or without Serving GW change for this alternative. Only differences from the procedure in TS 23.401 [4] are highlighted below. Only the TAU procedure without Serving GW change is shown below; however the impacts to the TAU procedure with SGW change is similar. 
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Figure 5.2.2.1.2.1-1: Tracking Area Update procedure with CN Type provided in Context Response message

1-4.
E-UTRAN TAU procedure is performed as specified in TS 23.401 [4]
5.
The old MME responds to Context Request (step 4) with a Context Response message which also includes the Core Network Type.

5a. If dedicated core networks are supported and the new MME does not serve UEs of the Core Network Type value contained in the Context Response message, the MME shall send Context Acknowledge message with reject cause code indicating to the old MME to preserve the UE MM context (since the old MME may again receive the Context Request message from the dedicated MME).
5b.
The MME shall send a Reroute Command (TAU Request message, Core Network Type, GUMMEI) to the eNodeB. The GUMMEI is derived from the additional GUTI if received in Step 3.
6. The eNodeB shall reselect an MME of the indicated type and forward the TAU Request Message to the selected MME. If the MMEGI received from the MME and the MMEGI in the received GUMMEI matches, the GUMMEI is additionally taken into account for the MME reselection. The additional GUTI in the Tracking Area Update Request message allows the dedicated MME to find any already existing UE context stored in the dedicated MME if included and to skip the unnecessary interaction with the HSS. The selected MME continues the TAU procedure between UE and the dedicated core network, as specified in TS 23.401 [4], starting from Step-4.
Note: The additional GUTI in the TA update request message can be used when the UE which had been registered in an MME performed RA update in the GERAN/UTRAN area, and then it performs TA update procedure in the area served by the same MME, with an assumption that this MME has not yet released the GUTI for the UE.
****** End of the Changes ******
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