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Abstract of the contribution: This document provides some background information about location reporting in PCC, clarifies that location reporting is only provided available over Gx interface and that PCRF discovery cannot be performed using the UE identifier only. It also proposes to use PRA reporting function to notify if the UE entered or left a geographical area to the AF.
Background on location reporting procedures in PCC

Reporting of change of location is currently supported over Gx interface by provisioning of location change event trigger. On the other hand, the Rx interface supports location retrieval meaning that at the time an AF session is established/modified/terminated the AF can request both resource reservation/release and current location information. Location retrieval over Rx interface, reports the (E)CGI for 3GPP access and TWAN identifier for Trusted WLAN access. The AF, i.e. the P-CSCF may translate an internal IP-CAN identifier into a geographical location (civic location or geo-coordinates). 
Conclusion 1: Location retrieval is supported over Rx interface, reporting change of location is not.

Reporting location changes over Gx is analysed in 23.060 TS that explains that activation of location reporting triggers a request to SGSN/MME to report location changes to the GGSN/P-GW. The location reporting is either triggered combined (e.g. when RAT type changes) or not combined with existing mobility management or session management signalling It is already stated that due to the increased signalling load, it is recommended that such reporting in only applied for a limited number of subscribers or that ULI reporting is only performs for change of UE presence in a Presence Reporting Area.

Conclusion 2: Reporting change of location to the AF may cause an increase of signalling load, the same recommendations should applied, i.e. limit number of subscribers or use ULI reporting for change of UE presence in a Presence Reporting Area.
Location monitoring
Location monitoring can be monitored with the event Change of Location,understood as the capability to detect and report change of location of MTC devices on per location area (e.g. (E)CGI/TAI/RAI). The number of MTC devices may be large therefore, this document proposes to analyse an additional alternatives:

· Report a change of UE presence in a Presence Reporting Area.

One example for an MTC application that would like to retrieve the location is to request reporting when the UE enters or leaves the normal used area then can request to retrieve location when the UE enters the normal used area with a certain frequency. 

This alternative is less signalling intensive compared with the current alternative to report change of location that constantly reports location changes for every MTC device.
Requesting location over Rx

Requesting location over Rx requires that the AF can provide information to select the PCRF that controls the IP-CAN session for the MTC device, either the IP address or the subscriber identifier and the PDN connection information should be provided by the AF. 
A comparation with OMA API terminal location indicates that:

· the UE identifier may be the only identifier available for both PCRF discovery and session binding. It is FFS if the existing addressing and session binding solution needs enhancements or local configuration.
· Retrieving location is supported. Location information is provided to the MTC application in the form of a geographical identifier (e.g. civic location or geo-coordinates). There is a mapping required from IP-CAN location into the geogrphical identifier. The proposal is that this is performed  by the AF as it is performed today (i.e. P-CSCF),  see 23.228 Annex E.8.
Proposal

It is proposed to add:

· A new alternative to inform the AF that the MTC device is within a particular area, e.g. normal used area, that is represented by the PRA identifier, available at the SPR. 

· An editor´s note for PCRF discovery when no PDN information and/or IP address is available at the AF.
· A new alternative to inform the AF that the MTC device is within a particular area, e.g. normal used area, that is represented by the PRA identifier, available at the SPR. 

· Existing “tbd” and “FFS” text are converted into editor’s notes.

· Reference to the Tsp interface is removed, since an API gateway is assumed.

· Text regarding an error condition in step 1 causing execution of non-existent “step 8” is corrected to indicate step 6.

· Deleted mention of possibility of quota or verification being done by an IWF to align with the HSS section, and because no IWF is indicated in the architecture figure.

· In 6.2.1.3, changed “that has established the PCC session” to “that has requested the monitoring actions”.

· Corrected several uses of “IWF” and “SCS/AS” to “SCEF”.

· Added further impacts on the various network entities. 

*** First change ***
6.2
Solution 2: Monitoring via PCC
6.2.1
Description

6.2.1.1
General

An architecture model for monitoring via PCC is depicted in the following figure.
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Figure 6.2.1.1-1: Monitoring architecture model - non-roaming

The main idea of the reference architecture is that the SCEF receives the monitoring event subscription request or status queries from SCS or Application Server via API and distributes those to PCRF in HPLMN. PCC based monitoring functionality provides monitoring event reports via SCEF to SCS/AS. The SCEF plays the role of an AF in PCC reference architecture.
Editor´s Note: Whether an IWF is needed for providing specific functionality is FFS.

*** Next change ***
6.2.1.2
Flow for Monitoring event configuration

Figure 6.2.1.2-1 illustrates the procedure of monitoring event configuration.
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Figure 6.2.1.2-1: Monitoring Configuration flow
1.
The SCS sends a Monitoring Request message (the external identity/MSISDN, list of monitoring events) to the SCEF.

2.
The SCEF checks that the SCS or AS is authorised to send monitoring event requests and that the SCS or AS has not exceeded its quota or rate of submitting monitoring requests. If this check fails, the SCEF sends a Monitoring Event Response message, i.e. proceeds with step 6. 
3.
More detailed authorization verification may be performed by the HSS, which verifies whether the requested monitoring events are permitted for the SCS/AS for the specifcically targeted UE.
4
The HSS sends a Monitoring Request Response message.
5.
If requested monitoring events are managed via PCC, the SCEF initiates monitoring event configuration using procedures from TS 23.203. The procedures are shown extended to include SGSN/MME as depending on the PCC events it will cause configuration of SGSN/MME, e.g. for location reporting.

Editor's note:
the detailed procedure flow for the PCC related interaction is FFS.
6.
The SCEF sends a Monitoring Request Response message indicating which monitoring events are configured successfully and which failed, possibly indication a cause per failed monitoring event.
Monitoring configuration that is stored in HSS and relevant for SGSN/MME is sent to SGSN/MME any time when the HSS provisions the SGSN/MME with subscriber data, e.g. during an attach.

With above procedures, the HSS based monitoring events can be configured similar to trace configuration (refer to TS 32.422) by the SCEF or directly pre-configured (subscribed) in the HSS.

6.2.1.3
Monitoring event reporting flows

6.2.1.3.1
Monitoring event reporting via PCRF

The figure 6.2.1.3.1-1 illustrates reporting monitoring event from GGSN/P-GW.
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Figure 6.2.1.3.1-1: Monitoring event reporting flow

1.
PCC reporting as of TS 23.203 informs the H-PCRF when configured events happen. 
2.
The PCRF sends a monitoring event report to the SCEF that has requested the monitoring actions.

3.
The SCEF sends a monitoring event report to the SCS/AS that initiated the monitoring session.

*** Next change ***
6.2.1.2.x
Information flow to configure change of location event
This information flow is described in 23.203. Specific information to subscribe to PRA reporting over Rx is included in step 1.
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Figure 6.2.1.2.x. IP-CAN session modification. AF subscribes to “User enters or leaves reporting area”
1. SCS/AS requests to report when the UE enters or leaves a geographical area to SCEF.
2. SCEF confirms that the request was received.
3. SCEF, acting as an AF, requests to notify when the UE enters or leaves a presence reporting area to PCRF, the subscriber-id, the application identifier and the monitoring event is provided over Rx.  The Presence Reporting Area is configured in the SPR. 
4. PCRF may map external subscriber-id to subscriber-id known by the IP-CAN, confirms the request to the AF.
5. PCRF subscribes to Change of UE Presence in PRA.

6. PCEF sends an acknowledgment.

7. The PCEF activates location reporting procedure for the PRA-id.
8. For 3GPP Access (GTP), the PCEF requests to activate the Location Change Reporting Procedure as described in TS 23.401, sub-clause 5.9.2.2.

9. PCEF receives information if UE is outside or inside PRA from the MME/SGSN. Reporting to the PCRF is performed as described in sub-clause 6.1.3.x.
6.2.1.2.y
Information flow to configure loss of connectivity
As shown in figure 6.2.1.2.y.1, the SCEF/AF may subscribe to “release of bearer” over Rx, the media description or application identifier to identify the service will also be provided, at the time a bearer is deactivated, PCC Rules are removed; the PCRF reports that the bearer is released to the AF. The SCEF will notify to the AS that connectivity for the user is lost.
Alternatively (not shown in the figure below), if the PDN connection is deactivated, PCC Rules are removed, the PCRF reports that the AF session should be released  The SCEF will notify to the AS that connectivity for the user is lost
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Figure 6.2.1.2.y.1 IP-CAN session modification. Configuration of loss of connectivity
1. AF requests reporting existing event for “release of bearer” the AF provides Media information or alternately an Application Identifier to the PCRF. The subscriber-id and the monitoring event are provided over Rx. 

2. PCRF maps external subscriber-id to subscriber id known by the IP-CAN, PCRF generates PCC Rules that includes Service Data Flow Templates based on the media description or the application identifier received from the AF.

3. PCRF provisions PCC Rules.
4. PCEF sends an acknowledgment. The PCEF may establish or modify a bearer for the installed PCC Rule.
6.2.1.3.x
Information flow to retrieve location

[image: image8.emf]   

SGSN/ MME   GGSN/ P - GW  

V - PCRF   H - PCRF   SCEF/ AF   SCS   /AS  

HSS  

1.  PCEF - init session modification steps 3, 5 ad 15   as of TS  23.203  

2 . Monitoring event report      

3 .  M onitoring event  report      


Figure 6.2.1.3.x. IP-CAN session modification. Reporting UE enters or leaves reporting area

1. PCEF is notified that UE entered or left the PRA-id, using procedures defined for in sub-clause 7.4.1 in 23.203.
2. PCRF reports to the AF in SCEF that the UE entered or left the PRA-id.
3. SCEF reports it to the SCS/AS.
6.2.1.4
Specific Monitoring Event handling

Monitoring Event: Change of Location

The AF (i.e. SCEF) may request to report a change of point of attachment .When this Monitoring Event is requested, already existing PCC based location reporting functionality over Gx gets activated to report any location change with the required location granularity, e.g. cell or TA, towards  PCRF. The PCRF deactivates the location reporting functionality when the first change of location is reported over Gx.
The AF (i.e. SCEF) may request to report a change of UE presence in a geographical area: This monitoring event is realized using Change of presence in Presence Reporting Area that is defined over Gx with Presence reporting area identifiers and lists of Presence Reporting Area elements defined in SPR. Rx interface is extended to report that UE entered or left a reporting area..

In addition actions may be configured, like reducing service when the event occurs. E.g. the PCC rules may be configured to reduce the maximum bitrate when the UE moves outside the normally used area.
Editor's note:  It is FFS if any additional location reporting mechanism from those defined today, e.g. using location system, are needed. Continuous location reporting over Rx and requesting location over Rx should be considered as well. 
Editor's note:  A translation function which maps from internal IPCAN location identifiers to geographical location identifiers is needed, where to locate it requires further investigation.

Editor´s note:  PRA identifiers and elements are stored in SPR today, it needs further study if and how to map a geographical area into a PRA and whether the AF should be able to define a geographical area dynamically.
Monitoring Event: Loss of connectivity

If loss of the radio connection is of interest a GBR bearer has to be used as this bearer gets released when the radio connection gets lost. This bearer is managed using PCC and PCC informs the SCEF when the bearer is released. The existence of a non-GBR bearer may be monitored in the same way. However this bearer is not released when the radio connection is lost. This bearer might be released by the P-GW when there is no activity for a long time. And then also connectivity is lost.

Editor's note:
It is FFS how to handle the case that there is no GBR bearer for the UE.

6.2.2
Impacts on existing nodes and functionality
SCEF will need to:

-
Receive the monitoring event subscription request or status queries from SCS/AS. Controlling access by Service Requestors to monitoring services and information.

-
Distribute the monitoring event subscription request or status queries to the HSS via S6m and/or to the PCRF via Rx.

-
Receive monitoring event reports or status information from the HSS or the PCRF (when subscribed via Rx) and transfer those to the SCS.
PCRF and PCC will need to:

-
act basically unchanged for loss of connectivity event reporting that PCC already supports. 
-
For change of point of attachment reporting, PCC can perform location reporting with different location granularity over Gx interface allowing for detecting a changed point of attachment. The PCRF removes the event trigger when the change of point of attachment is detected. The PCRF reports the change of point of attachment to the AF.
-    For change of UE presence in a geographical area reporting, to report this event to the AF, extensions to Rx are required to send an indication that the UE entered or leaved a certain PRA.
-
It is FFS whether PCC needs to implement new session/bearer related event detection and reporting handling. E.g. if loss of connectivity for non-GBR bearers is wanted, this may require new event handling for PCC and the entity that detects it.
NOTE: 
Detecting change of point of attachment can only be performed when the UE is attached. 
Editor's note:
It is FFS how the AF finds the PCRF when only the UE identifier is available.
HSS will need to:

-
The HSS needs to implement the new subscription related events and if needed for the event specific actions that are wanted for MTC and offering access to that functionality. For example, existing means to configure regional access restrictions can be used to limit the point of attachment for a device. Reporting attempts to access outside the permitted region is new functionality for the HSS. 

Other entities like SGSN/MME and SGW/PGW/GGSN will need to:

-
Implement new event monitoring, reporting and actions as deemed necessary for any new MTCe specific events. For example, the SGSN/MME may detect loss of connectivity for non-GBR connections from missing periodic registrations. The functionality needed will be determined separately per specific new event.

Editor's note:
It is FFS how SGSN/MME report towards IWF.

---------------------------------------------------END OF CHANGES-----------------------------------------------
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1. PCC reporting as of TS 23.203
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6. Monitoring Request Response
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