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Discussion
In the ProSe Release-13 WID Extended Proximity-based Services, one of the objectives is to study “architecture enhancements in order to support requirements for service continuity and QoS / priority / pre-emption of ProSe Direct Communication sessions as defined in TS 22.278 for the aforementioned communication scenarios”.                                                                                   

In LTE networks each EPS bearer is associated with the following QoS parameters: QCI, ARP, GBR and MBR (the latter two for GBR bearers).

ARP (Allocation and Retention Priority) is used for admission control. It is stored in the HSS on a per APN basis and contains information about the priority level, the pre-emption capability and the pre-emption vulnerability. The primary purpose of ARP is to decide whether an EPS bearer establishment / modification request can be accepted or needs to be rejected due to resource limitations. The priority level information of the ARP is used for this decision to ensure that the request of the bearer with the higher priority level is preferred. In addition, the ARP can be used to decide which bearer(s) to drop during exceptional resource limitations. The pre-emption capability information of the ARP defines whether a bearer with a lower ARP priority level should be dropped to free up the required resources. The pre-emption vulnerability information of the ARP defines whether a bearer is applicable for such dropping by a pre-emption capable bearer with a higher ARP priority value. 
A ProSe UE-to-Network Relay may experience insufficient resources to establish a new ProSe bearer as well. In such a situation the relay could stop advertising its capability to act as relay or it could set a status / maintenance flag in such a way to indicate Remote UEs to seek / reselect another relay. However there may be situations that high priority users (incident commander, police chief) have urgent communication needs and no other UE-to-Network Relay is available. In this situation it should be possible for the high priority user to select the relay, even though it experiences insufficient resources. Rather, the relay could accept the ProSe Communication Request from the high priority user and drops a ProSe bearer with a lower ARP priority level to free up the required resources.  

Proposal 1:

A ProSe UE-to-Network Relay is able to conduct admission control and to pre-empt ProSe bearers with lower ARP priority.

Proposal 2:

It is FFS how the ProSe UE-to-Network Relay knows the ARP setting of the ProSe bearers towards the Remote UEs it serves.
The EPS bearer for the relay traffic between the UE-to-Network Relay and the network is associated with a certain ARP setting. When the eNodeB reaches its capacity limits, it may start to pre-empt existing EPS bearers to free up resources for higher prioritized users. Pre-emption may also affect the EPS bearer between the UE-to-Network Relay and the network. However if the relay serves a high priority user, the EPS bearer should not be pre-empted. This problem may be resolved by modifying the ARP setting of the EPS bearer between the UE-to-Network Relay and the network when the relay starts to serve a high priority user.
Proposal 3:

It is possible to trigger a modification of the ARP setting of the EPS bearer between the UE-to-Network Relay and the network when the relay starts to serve a high priority user, in order to avoid pre-emption of this bearer by the eNodeB.

Proposal 4:

It is FFS how to trigger the modification of the ARP setting of the EPS bearer between the UE-to-Network Relay and the network when the relay starts to serve a high priority user.
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Proposal
Add the following to the related sections in TR 23.713.
*********First Change*********

7.2
Solution for ProSe UE-Network Relays

Editor’s note:
This clause is intended to document the agreed architecture solution for ProSe UE-Network Relays.
7.2.1
Functional Description
7.2.1.1 
General

The UE-to-Network Relay function will be specified based upon an evolution of the ProSe functionality already documented in TS 23.303 [3].

7.2.1.2 
eMBMS relay support

The UE-to-Network Relay function will include support for the relay of eMBMS to Remote UEs served by the UE-to-Network Relay. This functionality allows for the relaying of eMBMS traffic related to specific TMGIs as requested by served Remote UEs. As part of this functionality:

· The UE-to-Network Relay shall advertise the availability of specific TMGIs when this has been requested by served Remote UEs.

· UEs that request the relay to advertise the availability of a certain TMGI and to relay the related traffic need to keep alive a soft state in the Relay so that the relay can continue to perform TMGI monitoring and the related traffic forwarding. When this soft state is not kept alive for a given TMGI, the UE-to-Network Relay stops advertising availability of the TMGI and stops the relaying of the related eMBMS traffic.

· The UE-to-Network Relay shall send the eMBMS traffic over a one to many direct communication link to the Remote UEs, using as a destination Layer 2 address a ProSe Layer 2 Group ID which will have been previously provided by the relay to the Remote UEs. 

· The ProSe UE–to-Network Relay does not terminate eMBMS or higher layer security procedures used to secure the media transmitted over the eMBMS bearers. The UE-to-Network Relay just transparently transfers, over the PC5 one-to-many link, the traffic it receives.

7.2.1.3 
Admission control and pre-emption

· A ProSe UE-to-Network Relay is able to conduct admission control and to pre-empt ProSe bearers with lower ARP priority.
· It is possible to trigger a modification of the ARP setting of the EPS bearer between the UE-to-Network Relay and the network when the relay starts to serve a high priority user in order to avoid pre-emption of this bearer by the eNodeB.
7.2.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

7.2.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.
7.2.4 
Topics for further study for ProSe UE-Network Relays

Editor’s note:
Topics for FFS will be collected for this particular functionality. 
The following issues need to be resolved:

-
It is FFS whether the TMGI advertisement by the UE-to-Network relay happens by using Direct Communications one to many using a shared ProSe Layer 2 ID to all UEs the UE-to-Network relay serves; or using a ProSe Layer 2 ID dedicated for a specific application layer group related to the TMGI; or whether the TMGI advertisement happens using discovery signalling.

-
It is FFS whether the messages used by the remote UE to request a UE-to-Network relay to monitor a certain TMGI are at the access stratum or non access stratum layer.

-
 It is FFS whether a security association between the UE and the UE-to Network relay is per UE or per ProSe Application Group.
· It is FFS how the ProSe UE-to-Network Relay knows the ARP setting of the ProSe bearers towards the Remote UEs it serves.
· It is FFS how to trigger the modification of the ARP setting of the EPS bearer between the UE-to-Network Relay and the network when the relay starts to serve a high priority user.
7.2.5
Conclusions on ProSe UE-Network Relays

Editor’s note:
Conclusions will be collected for this particular functionality
*********End of Changes*********
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