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Abstract of the contribution: This contribution reviews the requirements for the ProSe Direct Discovery for Public Safety use, and proposed the principles for the solution development.
1.
Introduction
In the approved Release-13 eProSe-EXT WID (SP-140629), one of the objectives is to study “ProSe Direct Discovery for Public Safety use”. 

Within Rel-12, TS 23.303 has already provided the ProSe Direct Discovery mechanism that is applicable for both public safety and non-public safety use. There are however a few aspects that are not fully addressed in Rel-12, e.g. out-of-coverage discovery, relay support, etc. Therefore, Rel-12 discovery mechanisms need to be enhanced in Rel-13 for these purposes.  

In this contribution, the discovery aspects of the Public Safety use case are reviewed based on Rel-12 ProSe Direct Discovery architecture and procedure. Requirements and considerations are discussed, and some principles are proposed for developing the solutions for the Rel-13 objectives. 
2.
Discussion
2.1
Requirements for Direct Discovery for Public Safety use
In TS 22.278, the discovery requirements marked “general” are applicable to both public safety and non-public safety use. Similarly, in Rel-12 TS 23.303, the Service authorization mechanism (in clause 5.2) and ProSe Direct Discovery mechanism (in clause 5.3) are applicable to both use cases, when UEs are in coverage. Therefore, for the in-coverage use case, Direct Discovery for Public Safety use is already supported. 

However, TS 22.278 clause 7A.2 also states a few additional requirements on discovery for Public Safety:

-
A Public Safety ProSe-enabled UE with ProSe Discovery enabled for discovery of other public safety UEs shall be able to discover other discoverable public safety UEs, without network interaction if allowed by the operator;
-
ProSe shall not be available to ProSe-enabled UEs not served by E-UTRAN, except in the following cases:

-
Public Safety ProSe-enabled UEs can use ProSe when operating on public safety spectrum even when not served by E-UTRAN

-
A Public Safety ProSe-enabled UE with ProSe Discovery enabled shall be able to discover other discoverable Public Safety ProSe-enabled UEs when some or all of the Public Safety ProSe-enabled UEs involved in ProSe Discovery are not served by E-UTRAN,

-
A Public Safety ProSe-enabled UE shall be capable of determining autonomously whether or not a discovered ProSe-enabled UE is a public safety UE.

Based on the above, it is clear that one of the major additions to the existing discovery mechanism to support the Public Safety use is the out-of-coverage discovery support
Proposed Working Assumption 1: Rel-13 Direct Discovery support for Public Safety adds the following to the Rel-12 Direct Discovery:

-
out-of-coverage discovery support for Public Safety ProSe-enabled UE;

2.2
In-coverage Discovery for Public Safety use
As discussed above, in Rel-12 TS 23.303, the ProSe open Direct Discovery design addressed most aspects that are required for in-coverage operation. These include:

- Service authorization and revocation (in clause 5.2);

- Discovery Request, for Announcing and Monitoring (in clause 5.3);

- Discovery Reporting (in clause 5.4).

In rel.13 as proposed in S2-14xxyy, the same procedures could be used almost unchanged for restricted discovery, with differences in the way the ProSe Application ID are assigned.  With all these defined, in-coverage discovery operation for the Public Safety use is well covered in the general mechanisms designed for both non-Public Safety and Public Safety use.  
Proposed Principle 1:  For the in-coverage case, ProSe Direct Discovery for Public Safety use utilizes the same mechanism as that of the non-Public Safety use.  
2.3
Out-of-coverage Discovery for Public Safety use
2.3.1
Service Architecture aspect
As already discussed in Rel-12, the out-of-coverage discovery by its nature does not have any impact on the service architecture and in the EPS. 
The support of the out-of-coverage discovery would have two parts: the Relay discovery support, and the RAN out-of-coverage discovery support. RAN aspects would be handled by RAN WGs and thus is out of scope of SA2. The Relay aspect may have some architecture aspects that need SA2 considerations.  
2.3.2
RAN Aspects

RAN aspects on the out-of-coverage support would be dealt with in RAN WGs. As in rel.12 there are no further impacts except from service authorisation that is expected in SA2 wrt RAN operation for out of coverage discovery. 

Proposed Principle 2:  RAN aspects of out-of-coverage Direct Discovery for Public Safety use is handled by RAN WGs, and is out of scope of SA2. 
2.4
What discovery info is needed over PC5 for public safety?

There are two main use cases that have been identified for public safety discovery:  Relay discovery and Group Member discovery. These are treated in turn next.
a) Relay discovery

In TS 23.303 the following information was captured for ProSe UE-to-Network Relay discovery: 

4.6.4.3
Identifiers for ProSe UE-to-Network Relay discovery and selection

The following information may be used for ProSe UE-to-Network Relay discovery and selection:

-
Message type identifier (e.g. identifying Model A or Model B discovery)

-
ProSe Relay (UE) ID: link layer identifier that is used for direct communication and is associated with a PDN connection the ProSe UE-to-Network Relay has established.

-
PLMN ID: this identifies the PLMN to which radio frequencies used on the link to the Remote UE belong. If these radio frequencies are shared between multiple PLMNs, or not allocated to any PLMN, then the choice of PLMN ID is configured by the HPLMN.

-
ProSe Application Relay Code: parameter identifying connectivity the ProSe UE-to-Network Relay provides. (e.g. including APN information).

-
Whether the UE can act as a relay.

-
Status/maintenance flags (e.g. indicating whether the relay is temporarily without connectivity or battery running low so the Remote UEs can seek/reselect another Relay).

Editor's note: It is FFS if additional parameters are needed in order to protect the discovery message (e.g. restricted discovery).

As already discussed in Rel-12, the above parameters are sufficient to support the relay discovery for Public Safety use. Therefore, there is no additional information necessary to be defined and configured by the ProSe Function into the UEs. 

Proposed Principle 3: It is proposed that no additional information in the discovery message is needed for relay discovery compared to what is defined already for open discovery in rel.12 and what will be defined for restricted discovery in rel.13.

 The parameters for relay discovery on PC5 could be classified in the following categories: 

1. Parameters that are required in "every discovery message ", e.g. for both non-public safety and public safety use, and relay discovery or group member discovery. They should be included in mandatory fields in any discovery message;
2. Parameters that are required only for the relay discovery, e.g. the ProSe Relay Service Code; 

3. Parameters that are required for the  (one-to-one) communication following relay discovery, e.g. Relay (UE) ID that corresponds to its L2 ID;
They are discussed below in detail:

General parameters

The following parameters are (already) contained in every discovery message and defined in TS 23.303: 

- Message type identifier indicating whether model A or model B discovery is used

- Discovery type identifier indicating whether is open, or restricted discovery 

ProSe Relay Service Code

The ProSe Relay Service Code is only transmitted "over the air" (on PC5) by the UE acting as ProSe UE-to-Network in the ProSe direct discovery procedure. Each ProSe Service Code is composed of the following parts:

a. An indication on the connectivity the ProSe UE-to-Network Relay provides.
b. The PLMN id of the registered PLMN of ProSe UE-to-Network Relay, i.e. Mobile Country Code (MCC) and Mobile Network Code (MNC)
c. Status/maintenance flags (e.g. indicating whether the relay is temporarily without connectivity or battery running low so the Remote UEs can seek/reselect another Relay, and whether it supports signalling for establishing additional PDN connections)
ProSe Relay ID

ProSe Relay ID is contained in the message that is only transmitted "over the air" (on PC5) by the UE acting as ProSe UE-to-Network or ProSe UE-to-UE Relay in the ProSe direct discovery procedure. It is not functional for the relay discovery itself. However, this information is required for the establishment of the (one-to-one) communication link between UE and the delay after the discovery. 
The ProSe Relay ID has the same value as the Layer-2 identifier that is used for ProSe Direct Communication.

Proposed Principle 4: It is proposed to define the Relay discovery parameters as follows: general parameters that may exist in every discovery message, essential information for relay discovery (ProSe Relay Access Code), and additional information for relay communication (Relay L2 ID).
---

In Rel-12, the UE-to-UE relay support has not been fully studied, and no specific agreement has been reached. Therefore, in Rel-13, the study on this topic should be continued, and agreement needs to be made based on the study outcome. 

Proposed FFS:  Support of UE-to-UE Relay Discovery for Public Safety use is FFS. 
b) Group member discovery

Another use case that was discussed for public safety use is group member discovery. 

Discovery for this use case can be fulfilled by providing the announcing UEs with a "ProSe Application Code" that could indicate either the group or the user. This information contained in the ProSe Application Code can be "unique" to the group member or be per  group.

Given the possibility of "out of network" operation required for public safety this ProSe Application Code can be provisioned to the UEs (group members) together with the rest of group information (e.g. ProSe Layer-2 Group ID, IP multicast address etc.).

Depending on the application, the ProSe Application Code can be "open" i.e. any user to be able to discover it, even if it an unaffiliated member or "restricted" in which case only the "authorised members" to be able to discover it.

Proposed Principle 5: It is proposed that group members discovery is performed using a dedicated "ProSe Application Code" that provides information about the UE or the group.

Proposed Principle 6:The ProSe Application Code that is sent over PC5 can be either open or restricted and follow the format of open ProSe Application codes (defined in rel.12 in TS 23.003) or what will be defined in rel.13 for restricted discovery.
In order to allow one-to-one ProSe Direct Communication the ProSe UE ID i.e. the layer-2 ID of the Public Safety UE can also be included. This is proposed in S2-14xxy2.

Proposed Principle 7: It is proposed that group members discovery message contains a ProSe UE ID (i.e. the Layer-2 ID, if further one-to-one ProSe Direct Communication is acceptable at the announcer side.

3.
Proposal

Add the following general principles to TR 23.713 for Restricted Direct Discovery.

**************Start of First Change ****************
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**************Next Change ****************

6
Direct discovery (public safety use)

Editor’s note:
This clause is intended to document the agreed architecture solution for Direct Discovery (public safety use).

6.1
Solution for Direct Discovery (public safety use)

6.1.1
Functional Description

Editor’s note:
General description, assumptions, and principles of the solution. 

The Direct Discovery for Public Safety use has the following working assumptions: 

Rel-13 Direct Discovery support for Public Safety adds the following to the Rel-12 Direct Discovery:

-
out-of-coverage discovery support for Public Safety ProSe-enabled UE;

The following principles should be followed when developing solutions for Direct Discovery for Public Safety use:

-
For in-coverage case, ProSe Direct Discovery for Public Safety use utilizes the same mechanism as that of the non-Public Safety use;
-
Direct Discovery for Public Safety use supports the UE-to-Network Relay discovery as specified in Rel-12 TS 23.303 clause 5.4.4 with the following categorisation of the parameters:

 - General parameters already defined in TS 23.303 [x]:
The following parameters are (already) contained in every discovery message: 

- Message type identifier indicating whether model A or model B discovery is used

- Discovery type identifier indicating whether is open, restricted discovery for non Public Safety UEs, group members or relay discovery 

- ProSe Relay Service Code

The ProSe Relay Service Code is contained in the message is only transmitted "over the air" (on PC5) by the UE acting as ProSe UE-to-Network in the ProSe direct discovery procedure. 

Each ProSe Service Code is composed of the following parts:

- An indication on the connectivity the ProSe UE-to-Network Relay provides.
- The PLMN id of the registered PLMN of ProSe UE-to-Network Relay, i.e. Mobile Country Code (MCC) and Mobile Network Code (MNC)
- Status/maintenance flags (e.g. indicating whether the relay is temporarily without connectivity or battery running low so the Remote UEs can seek/reselect another Relay, and whether it supports signalling for establishing additional PDN connections)
- ProSe Relay ID

ProSe Relay ID is contained in the message that is only transmitted "over the air" (on PC5) by the UE acting as ProSe UE-to-Network or ProSe UE-to-UE Relay in the ProSe direct discovery procedure. 

It has the same value as the Layer-2 identifier that is used for ProSe Direct Communication.

- 
Group members discovery is performed using a dedicated "ProSe Application Code" that provides information for the UE or the group.
-
The ProSe Application Code that is sent over PC5 can be either open or restricted and follow the format of open ProSe Application codes (defined in rel.12 in TS 23.003) or what will be defined in rel.13 for restricted discovery.
-
Group members discover a ProSe UE ID (i.e. the Layer-2 ID) in the discovery message, if further one-to-one ProSe Direct Communication is desired.
-
RAN aspects of out-of-coverage Direct Discovery for Public Safety use is handled by RAN WGs, and is out of scope of SA2. 
6.1.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.

6.1.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

6.2 
Topics for further study for Direct Discovery (public safety use)

Editor’s note:
Topics for FFS will be collected for this particular functionality. 

The following issues need to be resolved based on outcome of the study:

-
Support of UE-to-UE Relay Discovery for Public Safety use is FFS.
6.3
Conclusions on Direct Discovery (public safety use)

Editor’s note:
Conclusions will be collected for this particular functionality

**************End of changes ****************
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