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Abstract of the contribution: This contribution introduces the SEES requirement on setting up data sessions with specified QoS and priority and proposes a related Key issue and solution.
Introduction
The SEES requirement on support of 3rd party requested session QoS and priority was approved and specified in TS22.101
-The 3GPP Core Network shall enable a 3rd party service provider to request setting up data sessions with specified QoS (e.g. low latency or jitter) and priority handling to a UE that is served by the 3rd party service provider. 
The contribution proposes the key issue and the solution for AESE TR23.708.
***** 1st CHANGE *****
5.X
Key Issue X - Setting up a UE session with specified QoS 
5.X.1
Description

3GPP TS22.101 specifies the requirement of setting up data sessions with specified QoS and priority: 
“The 3GPP Core Network shall enable a 3rd party service provider to request setting up data sessions with specified QoS (e.g. low latency or jitter) and priority handling to a UE that is served by the 3rd party service provider.”
The issue is to specify how to set up the data session with the specified QoS and priority handling.
5.X.2
Required functionality

· Service capability exposure framework should allow the 3rd party service provider to request setting up a data session with specified QoS and priority handling to a UE that is served by this 3rd party service provider,
· Service capability exposure framework shall be able to determine whether the request from the 3rd party is allowed,
· Service capability exposure framework shall be able to charge the UE session based on the specified QoS and priority handling.
***** 2nd CHANGE *****
6.X
Solution X: Setting up a UE session with specified QoS 
6.X.1
Description

This solution addresses Key issue “Setting up a UE session with specified QoS”. The main idea of the solution is:  SCEF receives the API request from the 3rd party to set up data session with specified QoS and priority to a UE, SCEF transfers the request on setting up data session with specified QoS and priority to PCRF via Rx interface. 
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Figure 6.X.1-1: Setting up data session with specified QoS 
1. When setting up the connection between AS (Application Server) and the UE and the AS determines to request on-demand QoS for the service, the AS sends an on-demand QoS request (application information, specified QoS information) to the SCEF. The specified QoS information could be based on pre-defined QoS or high level QoS information such as the requested application bandwidth, priority, delay, and application type. Optionally, the threshold e.g. period of time or traffic volume for the requested QoS is included in the API request.

Note: the pre-defined QoS are defined in the specification of on-demand QoS API defined by e.g. OMA. 

2. The SCEF authorizes the AS request for specified QoS on the UE’s application traffic.

3. SCEF sends the message including the requested QoS to PCRF via Rx interface. The message may include the following parameters:

-
IP filter information to identify the service data flow for policy control, and any combination of:
-
Media/application bandwidth requirements for QoS control, or

-
The application priority requirements, or

-
The application delay requirements, or

-
The threshold e.g. Period of time or traffic volume for the requested QoS feature.

4. The PCRF determines whether the requested QoS is allowed based on e.g. network policy and the current network load status, and notices the result to SCEF. As specified in TS23.203, PCRF generates the PCC rules for the service based on the requested QoS and provides these PCC rules to the PCEF.

5. SCEF notices AS whether the requested is allowed and the reason if not allowed.
6.X.2
Impacts on existing nodes and functionality

The existing QoS negotiation mechanism via Rx reference point is reused, and SCEF acts as AF.

The Rx reference point is enhanced to support the transfer the new QoS parameters such as delay and priority parameters indicated by AF. 
6.X.3
Solution Evaluation

The solution addresses the Key issue “Setting up a UE session with specified QoS”. The 3rd party can request the network to activate a specific QoS for the service based on the application and service requirements.
***** End of CHANGE *****
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