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Abstract of the contribution: This contribution proposes the principle of Co-existence of UE-initiated and Network-initiated IP flow mobility and a solution for Routing Rule negotiation. 
1. Discussion
This contribution assumes that both the UE and the network initiated IP flow mobility procedure are supported. Both the UE and the PCRF could send Routing Rules to each other. Moreover, both the PCRF and the UE could decide whether or not to accept the received Routing Rules. In order to avoid endless Routing Rule update initiated by the UE and the network, some principles need to be provided.
1.1 Co-existence of UE-initiated and Network-initiated IP Flow Mobility
The UE may generate the Routing Rules according to pre-configured policy, access network condition, user preference and so on. The PCRF may generate the Routing Rules based on the operator policy and access network condition if available.

The UE is more sensitive to the change of the access network condition than the PCRF. Therefore it is suitable to let the UE choose the routing access network according to the access network condition. Moreover, when the user indicates the user preference of routing the IP flows, the UE may initiate an IP flow mobility procedure. It is the common understanding that user preference takes precedence over the network policies. Therefore, it is reasonable to satisfy the user preference as much as possible. In other words, the network should accept the Routing Rule send from the UE in the UE-initiated IP flow mobility procedure in these cases.
On the other hand, the operator may want to control the routing for some certain services. For example, it may be forbidden to route the HD Voice IP Flow via WLAN in order to guarantee the QoS requirement. For these services, the Routing Rules sent by the network should take precedence over the one sent by the UE. In these cases, the network should indicate to the UE in response of UE-initiated IP flow mobility procedure or during network-initiated IP flow mobility procedure. The UE should not try to modify the Routing Rule for these services.
Conclusion 1: The network decides whether the Routing Rule provided by the UE or by the network takes precedence based on the following principles:
· For the services which the operator want to control the routing, the Routing Rules sent by the network takes precedence over the one sent by the UE.

· For other services, the Routing Rule sent by the UE takes precedence over the Routing Rule sent by the network.
1.2 Routing Rule Negotiation
Based on the principle described above, two options for Routing Rule Negotiation between the UE and the network are described below.
Option 1: The network adds a Forbidden Routing Rule in the Routing Rule list

In this option, a Routing Rule set may contain the following Routing Rules:

· Routing Rule 1: IP flow1 is preferred to be routed via 3GPP;

· Routing Rule 2: IP flow2 is preferred to be routed via WLAN;

· Routing Rule 3: IP flow1 is forbidden to be routed via WLAN.

The third Routing Rule in the above list is a Forbidden Routing Rule. A Forbidden Routing Rule should contain the following parameters:

· Routing Filter
· Routing Access Type
· Routing Rule Priority
· Forbidden Indication: it means that it is forbidden to route the IP flow described in this Routing Rule via the corresponding Routing access type.
Option 2: The network adds “Negotiation Indication” in the Routing Rule
In this option, a Routing Rule set may contain the following Routing Rules:

· Routing Rule 1: IP flow1 is preferred to be routed via 3GPP and the negotiation is forbidden;

· Routing Rule 2: IP flow2 is preferred to be routed via WLAN;

A Routing Rule should contain the following parameters:

· Routing Filter 
· Routing Access Type
· Routing Rule Priority
· Negotiation Indication
If the Negotiation Indication is set to “forbidden”, the IP flow can only be routed via the Routing Access Type as described in this Routing Rule. The UE cannot modify the Routing Rule received from the network.
If the Negotiation Indication is set to “allowed”, the UE is allowed to modify the Routing Rule based on user preference and so on.
To summarize the above, Option 1 requires additional Forbidden Routing Rule while Option 2 adds an indication. Therefore Option2 is simpler and thus is preferred.
Conclusion 2: When transferred from the network to the UE, “Negotiation Indication” is added in the Routing Rule to describe whether the UE can modify this Routing Rule.
2. Proposal

It is proposed to adopt the following conclusions and the additional revision on the basis of the merged document.
Conclusion 1: The network decides whether the Routing Rule provided by the UE takes precedence based on the following principles:
· For the services which the operator want to control the routing, the Routing Rules sent by the network takes precedence over the one sent by the UE.

· For other services, the Routing Rule sent by the UE takes precedence over the Routing Rule sent by the network.
Conclusion 2: When transferred from the network to the UE, “Negotiation Indication” is added in the Routing Rule to describe whether the UE can modify this Routing Rule.
The following revisions are on the basis of the merged Annex proposal S2-143016. In the clause whose title is highlighted yellow, not all the paragraphs in the clause are included in this document. Only the impacted solution is included to save space.
**** First Change ****
7.3.x.1.3        Routing rules considerations 
A Routing Rule should contain the following parameters:

· Routing Filter 
· Routing Access Type
· Routing Rule Priority

· Negotiation Indication
A Routing Filter consists of IP header parameter values/ranges used to identify one or more IP flows as defined in clause 3.1.
The Routing Access Type identifies the access network where the IP flow shall be routed as defined in clause 3.1.
For the purpose of matching user traffic against routing rules, the filters are applied in the order of the Routing Rule Priority.
The Negotiation Indication shall only be set when the Routing Rule is transferred from the network to the UE. If the Negotiation Indication is set to “forbidden”, the IP flow can only be routed via the Routing Access Type as described in this Routing Rule. If the Negotiation Indication is set to “allowed”, the UE is allowed to modify the Routing Rule.
Editor’s note: The relation between the filters, access type and priority in the routing rules and the SDF templates and precedence in the PCC rules is FFS. 

It is assumed that between UE and the P-GW there is always a default routing access type via which packets not matching any specific routing filter are routed. The UE and the network can negotiate the default access during the procedure of additional of one access to a PDN connection. 


	
	
	
	
	

	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



**** Second Change ****
7.3.x.1.5        Co-existence of UE-initiated and Network-initiated handling 

Editor’s note: If ANDSF is used, co-existence aspects between network-initiated IP flow mobility and ANDSF is FFS.

The network decides whether the Routing Rule provided by the network can be modified by the UE based on the following principles:

· For the services which the operator want to control the routing (regardless of whether the routing rule is sent by the UE or by the network), the network shall set the Routing Access Type as well as the Negotiation Indication to “forbidden” in the Routing Rule. The UE shall not modify this Routing Rule received from the network.
· If a Routing Rule is sent by the network for other services, the network shall set the Negotiation Indication to “allowed” in the Routing Rule.
· If a Routing Rule is sent by the UE for other services, the network shall accept it.
**** Third Change ****
7.3.x.3.3.2        Network-initiated IP flow mobility via 3GPP access 

7.3.x.3.3.2.2 
Multi-connection Mode 
In the following signalling flow, the PDN GW moves one or more IP flow(s) from WLAN access to 3GPP access by updating the routing rules via GTPv2 and NAS procedures. The routing rule is sent via 3GPP access in this case.
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Figure 7.3.X.3.3.2.2-1 Network-initiated IP flow mobility within a PDN connection via 3GPP access using GTP

1.
The UE is connected simultaneously to 3GPP and WLAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF provides some Routing Rule to the PDN GW during IP-CAN modification procedure. The PCRF includes a Negotiation Indication to indicate whether the corresponding Routing Rule could be modified by the UE.
Editor’s note: For network-initiated NBIFOM, it is FFS to determine how to provide routing rules with filters and access type for an IP flow over Gx.  E.g. should it be part of the PCC rule or not? 
3.
The PDN GW decides to move one or more IP flows from 3GPP to WLAN based on the received Routing Rule. The PDN GW sends the Routing Rules within Create/ Update/Delete Bearer Request to the MME via the Serving GW.

4.
The dedicated bearer activation or bearer modification or dedicated bearer deactivation procedure between the MME and the UE is performed as described in TS 23.401. The UE may decide to accept or reject the Routing Rules. If the Negotiation Indication is set to “forbidden”, the UE shall not modify or reject the received Routing Rule. The UE applies the accepted routing rules and acknowledges the applied rules in the message sent to the MME. 
5.
The MME sends Create/Update/Delete Bearer Response to the PDN GW via the Serving GW.
6.  The PDN GW indicates to the PCRF whether the Routing Rule could be enforced or not. This corresponds to the completion of the PCEF-initiated IP‑CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP‑CAN bearer signalling.
7.
Appropriate WLAN resource release/modification procedures are executed for the resources associated with the flows that were removed in the WLAN access as described in TS 23.402 [2].
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
**** Fourth Change ****
7.3.x.3.3.3        Network-initiated IP flow mobility via S2a 

7.3.x.3.3.3.2
Multi-connection mode 
In the following signalling flow, the PDN GW moves one or more IP flow(s) from 3GPP access to WLAN access by updating the routing rules via GTP and WLCP procedures. The routing rule is sent via WLAN access in this case.
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Figure 7.3.X.3.3.3.2-1 Network-initiated IP flow mobility within a PDN connection over WLAN access using GTP

1.
The UE is connected simultaneously to 3GPP and WLAN access and establishes multiple IP flows of the same PDN connection.

2.
The PCRF may provide Routing Rules to the PDN GW during IP-CAN modification procedure. The PCRF includes a Negotiation Indication to indicate whether the corresponding Routing Rule could be modified by the UE.
3.
The PDN GW decides to move one or more IP flows from 3GPP to WLAN based on the received Routing Policy. The PDN GW sends the Routing Rules within Create/Update/Delete Bearer Request to the TWAN.
Editor’s note: For network-initiated NBIFOM, it is FFS to determine how to provide routing rules with filters and access type for a flow over Gx. E.g. Should the routing rule be part of the PCC rule or not?
4.
The TWAN sends a new WLCP NBIFOM Request message to the UE, including the Routing Rules.

5.
The UE may decide to accept or reject the Routing Rules. If the Negotiation Indication is set to “forbidden”, the UE shall not modify or reject the received Routing Rule. The UE applies the accepted routing rules and acknowledges the applied rules in a new WLCP NBIFOM Response message to the TWAN.

6.
The TWAN sends Create/Update/DeleteBearer Response to the PDN GW.
7.
The PDN GW indicates to the PCRF whether the Routing Rules could be enforced or not. This corresponds to the completion of the PCEF-initiated IP CAN session modification procedure as defined in TS 23.203 [7], proceeding after the completion of IP CAN bearer signalling.
8.
Appropriate 3GPP resource release/modification procedures are executed for the resources associated with the flows that were removed in the 3GPP access as described in TS 23.401 [8].
Editor’s Note: How the UE rejects the Routing Rules during this procedure is FFS.
**** Fifth Change ****
7.3.x.3.3.4        UE-initiated IP flow mobility via 3GPP access 
7.3.x.3.3.4.2 
Multi-connection Mode 

In the following signalling flow, the UE moves one or more IP flow(s) from WLAN access to 3GPP access by updating the routing rules via NAS and GTPv2 procedures. The routing rule is sent via 3GPP access in this case.
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Figure 7.3.X.3.3.4.2-1 UE-initiated IP flow mobility within a PDN connection from WLAN access to 3GPP access using GTP

1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends a Request Bearer Resource Modification message to the eNodeB, which includes the Routing Rules requested by the UE. 

3.
The eNodeB sends a Bearer Resource Command message to the MME, includes the Routing Rules. 

4-5.The MME forwards the Routing Rules to the PDN GW via the Serving GW.

6.
The PDN GW initiates an IP-CAN Modification procedure and provides the Routing Rules to the PCRF. The PCRF includes a Negotiation Indication to indicate whether the corresponding Routing Rule could be modified by the UE. If the Routing Rule sent by the UE is not allowed, the PCRF should modify the Routing Rule and sent to the UE with the Negotiation Indication setting to “forbidden”.
7.
The PDN GW performs the dedicated Bearer activation procedure or bearer modification procedure as described in TS 23.401 [8], which acknowledge of the Routing Rules.

8.
Appropriate WLAN resource release / modification procedures are executed for the resources associated with the flows that were removed in the WLAN access as described in TS 23.402 [10].

**** Sixth Change ****
7.3.x.3.3.5        UE-initiated IP flow mobility via S2a 
7.3.x.3.3.5.2
Multi-connection Mode 

Alternative#2: 

In the following signalling flow, the UE moves one or more IP flow(s) from 3GPP access to WLAN access by updating the routing rules via WLCP and GTPv2 procedures. The routing rule is sent via WLAN access in this case.
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Figure 7.3.X.3.3.6-1 UE-initiated IP flow mobility within a PDN connection from 3GPP access to WLAN access using GTP

1.
The UE is connected simultaneously to 3GPP and non-3GPP accesses and establishes multiple IP flows of the same PDN connection.

2.
The UE sends a WLCP NBIFOM Request message to the TWAN, which includes the Routing Rules requested by the UE. 

3.
The TWAN sends a Bearer Resource Command message to the PDN GW. The message includes the Routing Rules. 

4. The PDN GW initiates the IP-CAN Session Modification Procedure with the PCRF. In this request, the PDN GW provides the Routing Rules to the PCRF. The PCRF includes a Negotiation Indication to indicate whether the corresponding Routing Rule could be modified by the UE. If the Routing Rule sent by the UE is not allowed, the PCRF should modify the Routing Rule and sent to the UE with the Negotiation Indication setting to “forbidden”.
5.
The PDN GW sends to the TWAN an Update Bearer Request which acknowledge of the Routing Rules.

6.
The TWAN sends an Update Bearer Response to the PDN GW.

7
The TWAN sends a WLCP Response to the UE which acknowledge of the Routing Rules.
8.
A TWAN specific resource allocation/modification procedure may be executed in this step. The details of this step are out of the scope of 3GPP.

9.
Appropriate 3GPP resource release / modification procedures are executed for the resources associated with the flows that were removed in the 3GPP access as described in TS 23.401 [8].

**** End of Change ****
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7. IP-CAN session modification - End
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