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U.1.3.5
WAF (WebRTC Authorisation Function)

The WebRTC Authorisation Function (WAF) has the following characteristics and functions:

-
The WAF shall issue the authorisation token to WWSF.

-
The WAF may either authenticate the user itself as part of the token issuance process, or it trusts the user identity provided by the WWSF.

-
The WAF may either reside in the operator domain or the third party domain.

The WAF is not used in case of IMS registration scenario using IMS Authentication, described in section U.2.1.1.
***** End 1st Change *****
***** Start 2nd Change *****
U.1.4.5
W4 (WWSF to WAF)

The W4 reference point is the signalling interface between the WWSF and the WAF. The WWSF obtains an authorisation token from the WAF which asserts the user's identity in case of IMS registration scenario based on web authentication .
.

***** End 2nd Change *****
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