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Abstract of the contribution: This contribution describes a solution for solving the PLMN selection of CS and PS CN node after the HO procedure. This solution brings less impact on the legacy node before this feature is introduced.
1 Discussion
This P-CR introduces an alternative which adds two new functionalities to store the registered PLMN of the CS or PS domain. When the UE performs CS attach or PS attach or RAU or LAU, RAN node can retrieve the registered PLMN from the new functionality in this domain and perform CN node reselection.
2
Proposal

The solution described above is proposed to be included in TR 23.704.

* * * First Change * * *

7.x
Solution-x: Storing registered PLMN in new node
7.x.1
Description of Solution

This solution introduces two new functionalities called “PLMN Identity Register”(PIR), one in CS domain, the other in PS domain. The PIR stores the IMSI and current registered PLMN identity in other domain. The PIR can be deployed in one MSC or one SGSN node or can be a standalone node, in which case the PIR servers both CS domain and PS domain. When the RAN node receives the registered PLMN from the core network, it informs PIR in other domain for storage. When the UE accesses from the other domain, the RAN node queries the PLMN identity from the current PIR in current PIR.

The following figure shows a high level call flow with this solution:
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Figure 7.x.1-1: Storing registered PLMN in a new node
1.
UE performs a LAU as it enters into a new LA. RAN node checks the NRI and routs to the corresponding MSC/VLR.

2. 
MSC/VLR sends Common ID(IMSI, Selected PLMN ID) to RAN 
3.
MSC/VLR sends LAU Accept message to the UE.
4. 
If the RAN node supports CS and PS coordination, after receiving the Common ID, the RAN node sends the PLMN Report (IMSI, Selected PLMN ID) message to the PIR in PS domain.

5. 
PIR_PS stores the IMSI and selected PLMN ID pair. Then PIR_PS sends PLMN Report Ack message to the RAN node. After configured timer expires the PIR_PS removes the IMSI and PLMN ID pair.
6. 
UE performs a PS Attach or RAU procedure without valid NRI. 

7. 
If the RAN node supports CS and PC coordination, the RAN node sends the PS Attach or RAU request message to the PIR_PS.

8~9. If the Attach/RAU request message includes IMSI, step 8 and 9 are skipped. Otherwise, the PIR_PS sends UE identity request to query the IMSI of the UE.

10. The PIR_PS finds the selected PLMN ID associated with IMSI and if needed, initiates redirection by sending a Reroute Command to the RAN node, which includes the target PLMN id and the original NAS message.

If the PIR_PS can’t find the selected PLMN ID, it may select any SGSN in the current SGSN pool and send Reroute Command to RAN node to redirect the NAS message to the selected SGSN. In this case the CS/PS coordination may not be achieved.
11. According to the target PLMN ID, the RAN node performs SGSN selection and forwards the PS Attach/RAU request to the selected SGSN. And then the normal PS Attach/RAU procedure continues.

7.x.2
Evaluation of Solution

This solution introduces a new functionality in the CN. The new introduced PIR can be deployed in one MSC or in one SGSN or in one standalone node. The operator needs to only upgrade one CN node in one MSC/SGSN pool as PIR to support CS/PS coordination.
If the PIR node serves the UE, there is no need for NAS redirection and no additional time latency. In case of NAS redirection, the additional time latency is on the Identity Request procedure and the redirection procedure, so less time latency is introduced.
The solution impacts BSC and RNC due to the support of sending PLMN report to the PIR in other domain and forwarding the first NAS message (CS Attach/PS Attach/LAU/RAU) without valid NRI to the PIR of the current domain.
* * * End of Change * * *
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