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Abstract of the contribution: This contribution proposes a new solution for Restricted ProSe Direct Discovery. The following are basic principles for the proposed solution.
1
Introduction

Restricted ProSe Direct Discovery shall be studied in R13. This contribution proposes a new solution for Restricted ProSe Direct Discovery. The following are basic principles for the proposed solution:
1) There is an allowed list of each user which is maintained in Application Server. The ProSe Function doesn’t maintain any application layer information.
2) A bit in ProSe Application ID and ProSe Application Code indicates this ID or Code is for Restricted ProSe Direct Discovery. They are called Restricted ProSe Application ID and Restricted ProSe Application Code respectively.
3) The announcing UE sends the Restricted ProSe Application Code to the Application Server. The monitoring UE retrieves the ProSe Application Code/Filters of the target application user identities from the Application Server. The Application Server check the permission according to the allowed lists of the target application user identities.
4) The UE shall not send match report to home ProSe Function to retrieve the Restricted ProSe Application Code. The home ProSe Function shall reject the match report including a Restricted ProSe Application Code.
2
Proposal

It is proposed to agree the following solution for restricted ProSe Direct Discovery.
5.1
Solution for restricted ProSe Direct Discovery

5.1.1
Functional Description
Editor’s note:
General description, assumptions, and principles of the solution.
There is an allowed list of each user which is maintained in Application Server. The ProSe Function doesn’t maintain any application layer information.

A bit in ProSe Application ID and ProSe Application Code indicates this ID or Code is for Restricted ProSe Direct Discovery. They are called Restricted ProSe Application ID and Restricted ProSe Application Code respectively.

The announcing UE sends the Restricted ProSe Application Code to the Application Server. The monitoring UE retrieves the ProSe Application Code/Filters of the target application user identities from the Application Server. The Application Server check the permission according to the allowed lists of the target application user identities.
The UE shall not send match report to home ProSe Function to retrieve the Restricted ProSe Application Code. The home ProSe Function shall reject the match report including a Restricted ProSe Application Code.

5.1.2
Procedures

Editor’s note:
Describes the high-level operation, procedures and information flows for the solution.
5.1.2.1
General
The following procedures only show the different with the Open Discovery.
5.1.2.2
Announce request 

[image: image1.emf]Annoucing 

UE

Home ProSe 

Function

Application 

Server

1. Discovery Req. 

(Restrictd ProSe App ID, 

UE Identity, 

command=announce, 

Application ID)

3. Discovery Resp. 

(Restricted ProSe App 

Code, validity timer)

HSS

2. Discovery 

Auth

4. Application message (Restricted ProSe App code, TTL)

0. Restricted ProSe 

Application ID 

Configuration


0.
The UE is configured with the data structure of the Restricted ProSe Application IDs corresponding to HPLMN. This step is performed using mechanisms that are out of scope of 3GPP.

Step 1-3 is similar to the announcing procedure of Open Discovery. The Home ProSe Function shall check the authorization for Restricted Discovery instead of Open Discovery according to UE subscription. The home ProSe Function returns a Restricted ProSe Application Code to the announcing UE. 
4.
After receiving Restricted ProSe Application Code, the UE sends the provided Restricted ProSe Application Code and the TTL to Application Server. The Application stores the mapping between ProSe Application Code and the application user identity.
According to Application Server policy, the ProSe Application Code/Filters can be distributed to all allowed UEs in advance, so there is no need the monitoring request procedure.
5.1.2.2
Monitoring request
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1.
The UE asks for Application Server to retrieve the ProSe Application Code/Filters of the target application user identities. The Filters is generated by the Application Server for partial matching.
2.
The Application Server checks the allowed list of the target application user identity. 
3. 
If the monitoring UE is allowed to monitor it, the Application Server returns the ProSe Application Code/Filters and TTL to the monitoring UE. 
There is no different authorization policy for monitoring UE to perform Restricted ProSe Direct Discovery. The UE is authorized to use ProSe Direct Discovery in service preauthorization procedures.
5.1.2.2
Match Report request
When the monitoring UE receives a unknown Restricted ProSe Application Code, it shall not sends Match Report Request to ProSe Function. Instead, it sends match report to Application Server to retrieve the associated application user identity.
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1.
When the monitoring UE receives a unknown Restricted ProSe Application Code which matches the provided Filters, it sends Match Report to Application Server to retrieve the associated application user identity.

2.
The Application Server finds the associated target application user identity and checks the allowed list of it. 

3. 
If the monitoring UE is allowed to monitor it, the Application Server returns the application user identity to the monitoring UE, with some extra application layer information.

5.1.3
Impact on Existing Entities and Interfaces

Editor's note:
Impacts on existing nodes or functionality will be added.

Impacts on Home ProSe Function:
1. Allocates Restricted ProSe Application Code associated with the Restricted ProSe Application Identiy.
2. Reject a Match Report with Restricted ProSe Application Code.
Impacts on UE:

1. Sends Restricted ProSe Application Code to Application Server.
2. Retrieve Restricted ProSe Application Code/Filters from Application Server for monitoring.
3. Retrieve application user identity from Application Server for match report.
Impacts on Application Server:

1. Maintain an allowed list for application user identity.
2. Store the ProSe Application Code for application user identity.
3. Check for permission according to the allowed list and return associated Restricted ProSe Application Code/Filters/application user identity to the UE.
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