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Abstract of the contribution: This contribution describes a solution for NW-initiated NBIFOM with S2a. Both single-connection mode (SCM) and multi-connection mode (MCM) are supported. It is proposed to include the solution description into TR 23.861.
Proposal

It is proposed to update TR 23.861 as follows.

**** First Change ****

7.3.X
Solution X: Network-initiated IP Flow Mobility using S2a and GTP

7.3.X.1
Overview

The following principles are applied in this solution:

· The PCRF triggers an update of a routing rule and sends this to the PDN GW by an IP-CAN Session Modification procedure. The PDN GW does not apply these new routing rules until the UE has acknowledged them.

· For NB-IFOM mobility signalling via 3GPP access, the routing rules are sent by the PDN GW to S-GW and the MME/SGSN via GTP and further to the UE via the 3GPP access specific signalling using the PDN GW initiated bearer modification procedure as defined in TS 23.401 [8].

· For NB-IFOM mobility signalling via WLAN access when using MCM, the routing rules are sent by the PDN GW to the TWAG via S2a and then to the UE via WLCP signalling over trusted WLAN as defined in TS 23.402, clause 16 [2]. A new WLCP procedure is defined to provide routing rules to the UE. 

· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and WLAN access in MCM, then the PDN GW sends the routing rules via either the 3GPP or the WLAN access. Which way to choose may e.g. depend on nature of the routing rule (e.g. if all rules apply to WLAN, then the PDN GW may choose to use WLAN) or any other local policy.

· If the PDN GW receives a routing rule update from the PCRF, and the corresponding PDN connection is routed over both 3GPP and WLAN access in SCM, then the PDN GW sends the routing rules via the 3GPP access.

Editor’s note: It is left FFS if routing rule updates are needed when SCM is used and the 3GPP access is not available, and if so how this is done.

· If updated routing rules result in that no flows are routed over a particular access, then the PDN GW does not immediately release the PDN connection on that particular access. The PDN GW may initiate a bearer modification or bearer release procedure.

· This solution applies to GTP-based S2a and S5/S8. 

7.3.X.2
Routing rules 

A routing rule consists of a filter, an access type and a priority. A filter consists of IP header parameter values/ranges used to identify one or more IP flows. For the purpose of matching user traffic against routing rules, the filters are applied in the order of their priority.

Editor’s note: The relation between the filters and priority in the routing rules and the SDF templates and precedence in the PCC rules is FFS. 

Between UE and the PDN GW there is always a default routing access type via which packets not matching any specific routing filter are routed.

7.3.X.3
System Impacts 

7.3.X.3.1  
UE 

The UE is enhanced to receive routing rules in 3GPP NAS from the network.

The UE is enhanced to indicate to the PDN GW in the PCO that the UE supports NB-IFOM.

For trusted WLAN access when using MCM, the UE is enhanced to receive routing rules via WLCP signalling.

The UE is enhanced to route the IP flow(s) by referring also the routing access type which is part of the routing rules.

Editor’s note: More study is needed to determine which NAS procedure is impacted.

7.3.X.3.2  
MME
The MME is enhanced to send routing rules received from S-GW to the UE via NAS.
7.3.X.3.3  
SGSN

The SGSN is enhanced to send routing rules received from S-GW to the UE via NAS.
7.3.X.3.4  
S-GW
The S-GW is modified to send routing rules received from the PDN GW to the MME/SGSN.
7.3.X.3.5  
TWAG

For MCM, the TWAG is enhanced to send routing rules received from PDN GW to the UE via WLCP.
7.3.X.3.6 
PDN GW
The PDN GW is modified to support:
· the negotiation in PCO for the support of NB-IFOM during the UE requesting new PDN connectivity and during the initial S2a attach in case of MCM and SCM. 
· to keep both GTP/PMIP tunnels with S-GW and TWAG simultaneously.
· to route the IP flow(s) by referring also the routing access type which is part of the routing rules.
· to send and receive routing rule updates over S5/S8 and S2a.
7.3.X.3.7 
PCC Enhancements

PCC is enhanced to support:

-
to extend the IP-CAN level Gx signalling to indicate specific routing access type instead of IP-CAN session specific routing access type.

-
for network-initiated NB-IFOM, determine the desired access type for a flow and install / modify PCC rules and/or Routing Rules appropriately to indicate routing access type to the PDN GW;

-
determine loss of RAT based on removal event trigger and act according to policy to migrate flows;

Editor’s note: For network-initiated NB-IFOM, how to provide routing rules with filters and access type for a flow over Gx is FFS, e.g. whether or not it should be part of the PCC rule.

7.3.X.4
Flows 

7.3.X.4.1
PDN connection establishment

7.3.X.4.1.1 
PDN connection establishment over 3GPP access

A new PDN connection is established as in TS 23.401 section 5.3.2 (Initial Attach) or TS 23.401 section 5.10.2 (UE requested PDN connectivity), with the following additions:

· The UE indicates in PCO that it requests an IFOM PDN connection. 

· At the IP-CAN session establishment, the PDN GW informs the PCRF about the UE and PDN GW IFOM capability and about the RAT type. The PCRF informs the PDN GW about its IFOM capability.

· If the PCRF, MME/SGSN, SGW and the PDN GW support IFOM, then the PDN GW indicates this in the PCO sent back to the UE.

After successful establishment, the default access for this PDN connection is the 3GPP access.

7.3.X.4.1.2
PDN connection establishment over WLAN access

A new PDN connection is established using SCM or MCM as described in TS 23.402 section 16.2 (Initial Attach) or TS 23.402 section 16.8 (UE Initiated PDN connectivity request procedure in WLAN on S2a for Multi-connection Mode), with the following additions: 
· The UE indicates in PCO that it requests an IFOM PDN connection. 

· At the IP-CAN session establishment, the PDN GW informs the PCRF about the UE and PDN GW IFOM capability and about the RAT type. The PCRF informs the PDN GW about its IFOM capability.

· If the PCRF, TWAG and the PDN GW support IFOM, then the PDN GW indicates this in the PCO sent back to the UE.

After successful establishment, the default access for this PDN connection is the WLAN access.

7.3.X.4.2
Addition of one access

7.3.X.4.2.1
Addition of WLAN access

The UE has established a PDN connection over a 3GPP access as described in 7.3.X.4.1.1. In order to use the WLAN access for the same PDN connection simultaneously, the UE now performs the procedure TS 23.402 section 16.2 (Initial Attach) or TS 23.402 section 16.8 (UE Initiated PDN connectivity request procedure in WLAN on S2a for Multi-connection Mode) with the following additions:   

· The UE indicates handover and the same APN as for the PDN connection established over the 3GPP access.

· Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW informs the PCRF about the additional RAT type. The PCRF may provide a new default access type to the PDN GW. 

· The PDN GW provides the new default access (if any) to the TWAG via S2a. The TWAG sends the new default access to the UE as part of the EAP authentication procedure or in the WLCP PDN Connection Response.

· If WLAN is the new default access, the PDN GW may perform one or more bearer modification or bearer deactivation procedures on the 3GPP access.

7.3.X.4.2.2
Addition of 3GPP access

The UE has established a PDN connection over a WLAN access as described in 7.3.X.4.1.2. In order to use the 3GPP access for the same PDN connection simultaneously, the UE now performs the procedure TS 23.401 section 5.3.2 (Initial Attach) or TS 23.401 section 5.10.2 (UE requested PDN connectivity), with the following additions:

· The UE indicates handover and the same APN as for the PDN connection established over the 3GPP access.

· Instead of an IP-CAN Session Establishment procedure, the PDN GW performs an IP-CAN Session Modification procedure. The PDN GW informs the PCRF about the additional RAT type. The PCRF may provide a new default access type to the PDN GW.

· The PDN GW provides the new default access (if any) to the S-GW and MME/SGSN. The MME/SGSN sends the new default access to the UE as part of the PDN Connection establishment procedure.

· If 3GPP is the new default access, the PDN GW may perform one or more bearer modification or bearer deactivation procedures on the WLAN access.

7.3.X.4.3
IP flow mobility

7.3.X.4.3.1
IP flow mobility within a PDN connection signalled via WLAN access when using MCM

The following call flow specifies how the network signals a routing rule update via the WLAN access. This procedure is only valid when the UE and TWAN work in multi-connection mode.
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Figure 7.3.X.4.3.1-1: Network-initiated IP flow mobility signalled via the S2a WLAN access

1. The UE has established PDN connection over a 3GPP and WLAN access simultaneously as described in section 7.3.X.4.2.

2. The PCRF decides to move certain flows to another access and sends updated routing rules to the PDN GW using the IP-CAN Session Modification Procedure as defined in TS 23.203 up to the point that the PDN GW requests IP-CAN Bearer Signalling.

3. The PDN GW decides to send the updated routing rules to the UE via the WLAN access. It sends the updated routing rules via an Update Bearer Request to the TWAN.

4. The TWAN sends the updated routing rules to the UE via a new WLCP message PDN Connection Modification Request.

5. The UE applies the new routing rules and acknowledges the applied rules in a new WLCP message PDN Connection Modification Response.

6. The TWAN sends the accepted routing rules to the PDN GW in an Update Bearer Response.

7. The accepted routing rules are applied by the PDN GW and sent to the PCRF allowing the completion of the PCRF-initiated IP-CAN Session Modification procedure.

8. The PDN GW may perform one or more bearer modification or bearer deactivation procedures for those flows that were moved from the WLAN access to the 3GPP access and for those flows that were moved from the 3GPP access to the WLAN access.

7.3.X.4.3.2
IP flow mobility within a PDN connection signalled via 3GPP access

The following call flow specifies how the network signals a routing rule update via the 3GPP access. 

This procedure can be used independently of whether SCM or MCM is used in trusted WLAN access.
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Figure 7.3.X.4.3.2-1: Network-initiated IP flow mobility signalled via the 3GPP access

1. The UE has established PDN connection over a 3GPP and WLAN access simultaneously as described in section 7.3.X.4.2.

2. The PCRF decides to move certain flows to another access and sends updated routing rules to the PDN GW using the IP-CAN Session Modification Procedure as defined in TS 23.203 up to the point that the PDN GW requests IP-CAN Bearer Signalling.

3. The PDN GW decides to send the updated routing rules to the UE via the 3GPP access. It sends the updated routing rules via an Update Bearer Request to the S-GW.

4. The S-GW sends the updated routing rules via an Update Bearer Request to the MME.

5. The MME sends the updated routing rules to the UE using the bearer modification procedure as defined in TS 23.401 section 5.4.2. The UE applies the new routing rules and acknowledges the applied rules.

6. The MME sends the accepted routing rules to the S-GW in an Update Bearer Response.

7. The S-GW sends the accepted routing rules to the PDN GW in an Update Bearer Response.

8. The accepted routing rules are applied by the PDN GW and sent to the PCRF allowing the completion of the PCRF-initiated IP-CAN Session Modification procedure.

9. The PDN GW may perform one or more bearer modification or bearer deactivation procedures for those flows that were moved from the WLAN access to the 3GPP access and for those flows that were moved from the 3GPP access to the WLAN access.

7.3.X.4.4
Removal of one access

When there is an established PDN connection over a 3GPP and WLAN access simultaneously, then the UE or the network may remove the 3GPP access from that PDN connection by the procedure in TS 23.401 section 5.3.8 (Detach) or TS 23.401 section 5.10.3 (UE or MME requested PDN disconnection).

When SCM is used and there is an established PDN connection over a 3GPP and WLAN access simultaneously, then the UE or the TWAN may remove the WLAN access from the PDN connection by the procedure in TS 23.402 section 16.3 (Detach and PDN disconnection in WLAN on S2a). Similarly, when MCM is used, the UE may remove the WLAN access from a PDN Connection by the procedure in TS 23.402 section 16.9 (UE/TWAN Initiated PDN disconnection for Multi-connection Mode). When there is established PDN connection(s) over a 3GPP and WLAN access using MCM simultaneously, then the UE or the TWAN may remove the WLAN access from all PDN connection(s) by the procedure in TS 23.402 section 16.7 (Detach in WLAN on S2a for Multi-connection Mode).
Instead of performing the IP-CAN Session Termination procedure, the PDN GW performs the IP-CAN Session Modification procedure indicating the RAT type that is removed.

After removal, the remaining access becomes the default access for this IFOM PDN connection.

7.3.X.4.5
Addition of one access for multiple PDN connections to the same APN

Editor’s note: This section is left FFS. 

**** End of Changes ****
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