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Abstract of the contribution: This contribution provides an evaluation of the alternatives and a proposal to document alternative 2 as a solution to this key issue.
1.
Analysis of alternative solutions 

The alternative solution 2 as described in S2-142522 explains that the existing usage monitoring functionality solves the use case and requirements described in this key issue. There are other non-functional aspects to be taken into account when selecting a solution that have been discussed in relation with UMONC:

1) Signalling over Gx:
· Solutions 1, 2 and 4 define different methods to exclude a service from IP-CAN session in the PCEF, all of them require the same signalling over Gx, i.e. provisioning of PCC Rules and usage limits per MK and reporting that usage limit is reached.

· Solution 3 defines a method to exclude a service from IP-CAN session in the PCRF, this requires one interaction over Gx each time a usage limit is exceeded then a new quota is provided.

Conclusion 1: Solution 3 requires more signalling over Gx than alternative 1, 2 or 4. There is no difference in signalling over Gx between alternative 1, 2 or 4.

2) Number of PCC/ADC Rules to configure: 

· Both solutions 1, 3 require to configure one or more PCC/ADC Rule to identify the service data flows to be excluded from IP-CAN/TDF session usage.
· Solution 2 requires one or more PCC/ADC Rules to identify the service data flows that shall be excluded from the IP-CAN/TDF-level reporting and one PCC-rule with lower precedence and a monitoring-key to report session level usage assigned. To allow for the latter the PCC/ADC Rule that anyhow is needed to allow traffic to pass can be extended with a monitoring-key. 
· Solution 4 requires configuring a PCC Rule for each service to be included in IP-CAN session usage.
Please note that in order to allow traffic to pass on the session all solutions will require one or more PCC/ADC Rules that together matches all traffic to be activated on the session. It is also important to note that the number of PCC Rules actually deployed depends on the number of service data flows for which dedicated enforcement actions in terms of QoS and/or charging is needed. The enforcement actions depend on the subscription and the data plan. In addition, the excluded services has typically a quota associated to it, therefore there will be a need to define PCC Rules to aggregate usage for the excluded traffic.

Conclusion 2: All four solutions require similar number of PCC/ADC Rules to be defined in particular when the services to be excluded also have a quota associated to them.
3) Extra processing impacts on the PCEF. 

a. Both solutions 1, 4 may require extra processing in the PCEF; in particular solution 1 will require to deduct the usage of the excluded service from the session-level monitoring key counter and solution 4 will require the update of multiple counters. 
b. Solution 2, 3 does not require extra processing in the PCEF.
Conclusion 3: Solutions 2 and 3 does not require extra processing in the PCEF.
2.
Proposal 

The proposal is to add this analysis to the evaluation and to the conclusion. 

Based on the analysis the proposal is to conclude that alternative 2 has no impacts on the specifications and fulfils non- functional requirements, therefore it is alternative to be specified.
*** 1st change ***
6.4
Evaluation

6.4.1
Impacts on PCC specifications:

Solutions 1, 3-2 and 4 impacts PCC specifications. 

Solutions 2 and 3-1 does not impact PCC specification. 

6.4.2
Signalling over Gx
Solutions 1, 2 and 4 define different methods to exclude a service from IP-CAN session in the PCEF, all of them require the same signalling over Gx, i.e. provisioning of PCC Rules and usage limits per MK and reporting that usage limit is reached.

Solution 3 defines a method to exclude a service from IP-CAN session in the PCRF, this requires one interaction over Gx each time a usage limit is exceeded then a new quota is provided.

Evaluation: Solution 3 requires more signalling over Gx than alternative 1, 2 or 4. 
6.4.3 
Number of PCC/ADC Rules to configure
Both solutions 1, 3 require to configure one or more PCC/ADC Rule to identify the service data flows to be excluded from IP-CAN/TDF session usage.

Solution 2 requires one or more PCC-rule to identify the service data flows that shall be excluded from the IP-CAN/TDF-level reporting and one PCC-rule with lower precedence and a monitoring-key to report session level usage assigned. To allow for the latter the PCC-rule that anyhow is needed to allow traffic to pass can be extended with a monitoring-key. 

Solution 4 requires configuring a PCC Rule for each service to be included in IP-CAN session usage.

Evaluation: All four solutions require similar number of PCC/ADC Rules to be defined in particular when the services to be excluded also have a quota associated to them.

6.4.4 
Extra processing impacts on the PCEF. 

Both solutions 1, 4 may require extra processing in the PCEF; in particular solution 1 will require deducting the usage of the excluded service from the session-level monitoring key counter and solution 4 will require the update of multiple counters. 
Solution 2, 3 does not require extra processing in the PCEF.
Evaluation: No extra processing is required in the PCEF for solutions 2 and 3.
6.5
Conclusion


Alternative 2 fulfils requirements; solution can be documented in 23.203 in an Annex.
*** End of changes ***
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