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This contribution proposes a solution that selectively skips Authentication and TMSI reallocation in order to optimise the CSFB procedure.
1
Introduction

The details of the basic call setup procedures are not explicitly shown in the CSFB TS 23.272 but the basic call setup include potential Authentication, Identity Check and TMSI Reallocation procedures. Typically the MSCs invoke the Authentication and Identity Check-procedures by default and TMSI reallocation if the LA has changed (even within the same MSC). 

Authentication (subscription) and identity check (UE) are also done by the MME so these procedures can therefore be selectively skipped by an MSC (to which the UE is with registered via SGs) for CSFB calls without compromising on security.

TMSI reallocation is normally done for CSFB calls if a location area update is done at the fallback. However, if the MSC is not changed at the fallback, the same TMSI can be kept in order to further decrease the call setup time. Skipping TMSI reallocation for this call case does not significantly compromise the end user confidentiality.

By avoiding the redundant procedures the CSFB call setup time can be reduced with 15-20%.
The Authentication, Identity Check and TMSI Reallocation procedures are initiated by the MSC and it is up to the MSC to decide if and when to perform the procedures. As such there is no UE impact by skipping these procedures.
If the optimisation are applied in a NW all CSFB capable UEs (from R8 and onwards) benefit from improved call setup time and the only NW elements that needs to be updated are the MSCs supporting CSFB. 
2
Proposal

The basic call setup procedures are not covered in detail in TS 23.272. The solution could eventually be documented in the MSC impact section of TS 23.272. Hence the proposal for eCSFB TR shows how the MSC impact section could be updated. All text is new text in the eCSFB TR. 
***************** First of changes **********************
x.y
Solutions

x.y.z
Solution: Optimised CSFB Procedure 
x.y.z.1
General
Basic call setup includes potential Authentication, Identity Check and TMSI Reallocation procedures. Typically the MSCs invoke the Authentication and Identity Check-procedures by default and TMSI reallocation if the LA has changed (even within the same MSC). 

Authentication (subscription) and identity check (UE) are also done by the MME so these procedures can therefore be selectively skipped by an MSC (to which the UE is with registered via SGs) for CSFB calls without compromising on security.

TMSI reallocation is normally done for CSFB calls if a location area update is done at the fallback. However, if the MSC is not changed at the fallback, the same TMSI can be kept in order to further decrease the call setup time. Skipping TMSI reallocation for this call case does not significantly compromise the end user confidentiality.

The Authentication, Identity Check and TMSI Reallocation procedures are initiated by the MSC and it is up to the MSC to decide if and when to perform the procedures. As such there is no UE impact by skipping these procedures.

The following section shows how section 23.272 section 4.3.3 MSC could be updated to capture the procedure optimisations. Yellow mark-up indicates the changed and added text compared to TS 23.272. 

x.y.z.2 MSC Impact
4.3.3
MSC

The CS fallback and/or SMS over SGs enabled MSC supports the following additional functions:

-
Maintaining SGs association towards MME for EPS/IMSI attached UE.

-
Supporting SMS procedures defined in this document.

-
When configured to support the return to the last used PLMN after CSFB:

-
Indicating to GERAN/UTRAN during the release of an RR connection, that the RR connection was established as a result of CS Fallback, when this is the case.

-
During the SGs location update procedure, obtaining the last used LTE PLMN ID via TAI in SGsAP-LOCATION-UPDATE-REQUEST as specified in TS 29.118 [44].

-
Indicating the last used LTE PLMN ID to GERAN/UTRAN (immediately following a successful RR connection setup or during the release of the UTRAN RR connection) to help GERAN/UTRAN re-route the UE back to the last used LTE PLMN by selecting the suitable dedicated target frequency list (for idle mode mobility) or target cell (for connected mode mobility in case of UTRAN).

-
During a CSFB procedure, including the last used LTE PLMN ID into the Equivalent PLMN list provided to the UE in LAU Accept message.

NOTE 1:
The CS Fallback enabled MSC can also be enhanced to support ICS as defined in TS 23.292 [25] and/or SRVCC as defined in TS 23.216 [20].

NOTE 2:
In order to speed up the potential LAU procedure during CS fallback the MSC may be configured to avoid or lower the frequency of Authentication, TMSI reallocation and Identity check for UEs that are EPS/IMSI attached via the SGs interface.

NOTE 3:
The MSC/VLR uses the CSMO flag in LAU and CM service request message and the CSFB indication from the MME for CS Fallback statistics.

NOTE 4:
The MSC/VLR can determine that a CS Service is established for CSFB via CSMO or CSMT Flag from the UE or via the CSFB indication from the MME.

If the network supports CSFB priority call handling, the MSC maps, depending on the deployed CS domain priority scheme, the priority level or another priority indication of the IAM message to the eMLPP priority level indication of the paging message that is sent over the SGs interface.

In order to speed up the call setup procedure during CS fallback the MSC/VLR may be configured to skip or lower the frequency of security procedure (e.g.Authentication, TMSI reallocation and Identity check) for UEs that are EPS/IMSI attached via the SGs interface. In addition to the condition that the UE is EPS/IMSI attached via SGs the MSC/VLR may also use the CSMO or CSMT flags to determine that the CS service is established due to CSFB.
***************** End of changes **********************
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