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* * * First Change * * * *

4.8.2.1.4
Inter-System Routing Policy

The Inter-System Routing Policy (ISRP) is a set of operator-defined rules that determine how the UE should route IP traffic across multiple radio access interfaces. The ANDSF may provide a list of ISRP rules to the UE independently of the UE capability to route IP traffic simultaneously over multiple radio access interfaces. The UE uses the ISRP rules when it can route IP traffic simultaneously over multiple radio access interfaces (e.g. it is an IFOM capable UE with the IFOM capability enabled or a MAPCON capable UE with the MAPCON capability enabled) in order to meet the operator routing / offload preferences by:

(i)
deciding when an access technology type / access network is restricted for a specific IP traffic flow and/or a specific APN; and

(ii)
selecting the most preferable access technologies / access networks which should be used by the UE when available to route IP traffic that matches specific criteria (e.g. all traffic to a specific APN, or all traffic belonging to a specific IP flow, or all traffic of a specific application, etc).

The inter-system routing policy may be provisioned in the UE and may be updated by the ANDSF based on network triggers or after receiving a UE request for network discovery and selection information.

Each ISRP rule includes the following information:

-
Rules for IFOM: Each one of these rules identifies a prioritised list of access technologies / access networks which should be used by the UE when available to route traffic that matches specific IP traffic filters on a specific APN or on any APN. A rule for IFOM can also identify which radio accesses are restricted for traffic that matches specific IP traffic filters on aspecific APN (e.g. WLAN is not allowed for RTP/RTCP traffic flows on APN-x) or on any APN;

-
Each rule for IFOM contains one or more IP traffic filters (to match specific IP traffic), a prioritised list of access technologies / access networks, a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity.

NOTE 1:
IP traffic filters in ANDSF policies are applied in the UE for uplink traffic. Thus the source port in this context is the source port within the IP packet sent by the UE; the destination address and port are the destination address and port in the IP packets sent by the UE.

-
Rules for MAPCON: Each one of these rules identifies a prioritised list of access technologies / access networks which should be used by the UE when available to route PDN connections to specific APNs. A rule for MAPCON can also identify which radio accesses are restricted for PDN connections to specific APNs (e.g. WLAN is not allowed for PDN connection to APN-x);

-
Each rule for MAPCON contains an APN value, a prioritised list of access technologies / access networks, a rule priority and, optionally, validity conditions that indicate when the rule is valid. When no APN value is contained, the rule applies to any APN.

-
Rules for Non-seamless WLAN Offload (NSWO) specified in clause 4.1.5: Each one of these rules identifies which traffic shall or shall not be non-seamlessly offloaded to a WLAN when available. It shall be possible to restrict certain traffic from using non-seamless WLAN offload only in specific WLAN access networks or in all WLAN access networks. Similarly, it shall be possible to permit certain traffic to use non-seamless WLAN offload only in specific WLAN access networks or in all WLAN access networks.

-
Each rule for NSWO contains one or more IP traffic filters (to match specific IP traffic), a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity.

The prioritised list of access technologies included in the rules for IFOM and MAPCON may contain 3GPP access, WLAN access as well as specific 3GPP RATs such as GERAN, UTRAN and E-UTRAN. The order of the access technologies in this list allows the operator to prioritize specific 3GPP RATs with respect to WLAN access. The UE shall use the prioritised list of access technologies in these rules only for IP routing and PDN connection establishment. The UE shall not use this prioritised list for 3GPP RAT selection.

NOTE 2:
For example, if the UE camps on UTRAN and the prioritised list of access networks in the active IFOM rule indicates that E-UTRAN has the highest priority for an IP flow, this rule does not trigger the UE to re-select to E-UTRAN for routing the IP flow.

If more than one valid rule for IFOM and non-seamless WLAN offload match a specific IP traffic flow, the UE applies the rule with the highest rule priority.
When the UE has an ISRP rule that contains WLAN access validity conditions, the UE shall evaluate all included threshold conditions, as specified below: 

· An ISRP rule may utilize the WLAN channel utilization (BSS load) thresholds (low, high) and WLAN backhaul available DL/UL data rate thresholds (low, high). When the rule utilizes these thresholds, each of the WLAN access threshold conditions shall be associated with a WLAN access threshold provided by ANDSF. 

-
The UE shall evaluate a WLAN threshold condition by comparing the associated WLAN access threshold with the corresponding measured value. For example, when a threshold condition for steering traffic to WLAN is associated with the low WLAN backhaul available DL/UL data rate threshold, the UE shall evaluate the condition to true when the measured WLAN backhaul available DL/UL data rate is higher to the low WLAN backhaul available DL/UL data rate threshold. If the associated WLAN access threshold is not available in the UE (e.g. it is not provided by ANDSF), then the UE shall consider the threshold condition as false.
* * * Next Change * * * *

4.8.2.1.5
Inter-APN Routing Policy

The Inter-APN Routing Policy (IARP) is a set of operator-defined rules that determine which traffic should be routed across different PDN connections and which traffic should be non-seamlessly offloaded to WLAN (as defined in clause 4.1.5). These rules can be provisioned by the H-ANDSF only. If the UE receives IARP rules from the V-ANDSF, the UE shall ignore them. An Inter-APN routing capable UE selects an existing IP interface to route IP flows based on the received / provisioned IARP rules and user preferences. This IP interface is either associated with a specific APN or is used for non-seamless WLAN offload (NSWO).

NOTE 1:
IP interfaces not associated with an APN and not used for NSWO are considered outside the scope of IARP. Such interfaces could include e.g. an IP interface to a tethering device connected to UE over USB, or an IP interface corresponding to an enterprise VPN connection over WLAN, etc. The scenario where multiple IP interfaces are associated with the same APN is also considered outside the scope of IARP.

Each IARP rule includes the following information:

-
Rules for APN: Each one of these rules identifies a prioritised list of APNs which should be used by the UE to route traffic that matches specified IP traffic filters. A rule for APN can also identify which APNs are restricted for traffic that matches specified IP traffic filters.

-
Each rule for APN contains one or more IP traffic filters (to match specific IP traffic), a prioritized list of APNs, a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity. The rule priority indicates the priority of the rule for APN with respect to other rules inside the same IARP rule.

-
Rules for NSWO: Each one of these rules identifies which traffic shall or shall not be non-seamlessly offloaded to a WLAN when available. It shall be possible to restrict certain traffic from using non-seamless WLAN offload only in specific WLAN access networks or in all WLAN access networks. Similarly, it shall be possible to permit certain traffic to use non-seamless WLAN offload only in specific WLAN access networks or in all WLAN access networks.

-
Each rule for NSWO contains one or more IP traffic filters (to match specific IP traffic), a rule priority and, optionally, validity conditions that indicate when the rule is valid. Each IP traffic filter may identify traffic based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity. The rule priority indicates the priority of the rule for NSWO with respect to other rules inside the same IARP rule.

An IARP for APN rule can be applied only when it steers IP traffic to an existing (i.e. already established) PDN connection. When no APN in the IARP for APN rule is associated with an existing PDN connection, then the rule shall not be applied.

When the UE has simultaneously an active IARP rule and an active ISRP rule, the UE evaluates first the rules for APN and for NSWO inside the active IARP rule (in priority order) to determine how to route an IP flow.

-
If the IP flow matches a rule for NSWO inside the active IARP rule, then the IP flow is routed to an IP interface used for NSWO and the rules inside the active ISRP rule are not evaluated.

-
If the IP flow matches a rule for APN inside the active IARP rule that prefers a certain APN, then the IP flow is routed to the IP interface corresponding to this APN. If IFOM procedures are applied on this IP interface, then the rules for IFOM inside the active ISRP rule are also evaluated and used to further route the flow. The rules for NSWO inside the active ISRP rule are not evaluated (thus the IP flow is not offloaded to WLAN if it also matches a rule for NSWO inside the active ISRP rule).

-
If the IP flow matches a rule for APN inside the active IARP rule that forbids one or more APNs, then the UE evaluates the rules inside the active ISRP rule (in priority order) to determine how to route the IP flow. If the IP flow matches a rule for NSWO inside the active ISRP rule that forbids the use of the selected WLAN (or any WLAN) for routing the IP flow, then the UE may select, in an implementation dependent way, a non-forbidden APN to route the IP flow.

-
If the IP flow does not match any rule inside the active IARP rule, then the UE evaluates the rules inside the active ISRP rule (in priority order) to determine how to route the IP flow.

The above order of rule evalution applies to both non-roaming and roaming scenarios and independently of whether the active IARP rule and the active ISRP rule are provided by the same or by different PLMNs.

When the UE has an IARP rule that contains WLAN access validity conditions, the UE shall evaluate all included threshold conditions, as specified below: 

· An IARP rule may utilize the WLAN channel utilization (BSS load) thresholds (low, high) and WLAN backhaul available DL/UL data rate thresholds (low, high). When the rule utilizes these thresholds, each of the WLAN access threshold conditions shall be associated with a WLAN access threshold provided by ANDSF. 

-
The UE shall evaluate a WLAN threshold condition by comparing the associated WLAN access threshold with the corresponding measured value. For example, when a threshold condition for steering traffic to WLAN is associated with the low WLAN backhaul available DL/UL data rate threshold, the UE shall evaluate the condition to true when the measured WLAN backhaul available DL/UL data rate is higher to the low WLAN backhaul available DL/UL data rate threshold. If the associated WLAN access threshold is not available in the UE (e.g. it is not provided by ANDSF), then the UE shall consider the threshold condition as false.
* * * Next Change * * * *

4.8.6
Support of RAN Assistance Information

4.8.6.1
General

As specified in TS 36.331 [52] and TS 25.331 [78], an E-UTRAN or UTRAN (referred to as RAN) may provide RAN Assistance Information to UE. This RAN Assistance Information contains the following thresholds and parameters:

-
3GPP access thresholds;

-
WLAN access thresholds; and

-
An Offload Preference Indication (OPI) value.

The 3GPP access thresholds define low/high threshold values for some UTRA and/or E-UTRA radio parameters, such as low/high RSRP thresholds for E-UTRA, low/high CPICH Ec/No thresholds for UTRA, etc. The WLAN access thresholds define low/high threshold values for some WLAN access parameters, such as the minimum UL/DL backhaul data rate thresholds. How these thresholds are used in the ANDSF rules is specified in clause 4.8.6.2.

The OPI value provided by RAN is a bitmap (i.e. a one-dimensional bit array) that may be used by UEs in an E-UTRA or UTRA cell to determine when they should move certain traffic (e.g. certain IP flows) to WLAN access or to 3GPP access. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications. How the OPI value is used in the ANDSF rules is specified in clause 4.8.6.2.

The thresholds and parameters provided to UE in a UTRA or E-UTRA cell may affect the validity of the ANDSF rules (as specified in clause 4.8.6.2) and thus make these rules subject to conditions set by the RAN in a given cell.

4.8.6.2
ANDSF Rules Utilizing RAN Assistance Information

The 3GPP access thresholds and the OPI value included in the RAN Assistance Information may be utilized by the following ANDSF rules:

-
The Inter-System Routing Policy (ISRP) rules specified in clause 4.8.2.1.4, i.e. ISRP rules for IFOM, ISRP rules for MAPCON and ISRP rules for NSWO; and

-
The Inter-APN Routing Policy (IARP) rules specified in clause 4.8.2.1.5, i.e. IARP rules for APN and IARP rules for NSWO.

NOTE 1:
In this realease of the specification, the WLAN access thresholds included in the RAN Assistance Information are not utilized by the ANDSF rules.

NOTE 2:
The use of 3GPP access thresholds in the IARP for APN rules can enable routing policies such as "move certain traffic from a non-seamless WLAN connection to a given PDN connection over LTE access when the LTE radio strength and quality exceed the applicable thresholds provided by RAN, provided that the WLAN access validity conditions (specified in 4.8.2.1.4 and 4.8.2.1.5) are met".

An IARP/ISRP rule may utilize the 3GPP access thresholds and the OPI value in the RAN Assistance Information. When the rule utilizes the 3GPP access thresholds and/or the OPI value, it shall be constructed as follows:

1.
The IARP/ISRP rule shall contain RAN validity conditions, which indicate when the rule is valid or invalid based on the RAN Assistance Information.

2.
The RAN validity conditions may contain one or more threshold conditions and one OPI condition.

3.
Each 3GPP access threshold condition shall be associated with a 3GPP access threshold provided by RAN. A 3GPP access threshold condition shall be evaluated to true or false as specified in clause 4.8.6.3.

4.
The OPI condition shall contain a provisioned OPI which is a bitmap assigned by ANDSF and is associated with the rule. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications. The OPI condition shall be evaluated to true or false based on the provisioned OPI and the OPI value provided by RAN, as specified in clause 4.8.6.3.

5.
The RAN validity conditions include an indicator which indicates if the rule may be valid either (a) when all threshold conditions are true or (b) when at least one threshold condition is true.

4.8.6.3
Evaluation of ANDSF Rules with RAN Validity Conditions

When the UE cannot simultaneously route IP traffic to both 3GPP access and WLAN, then

-
When the UE has an IARP rule that contains RAN validity conditions, the UE shall evaluate the rule by ignoring all the RAN validity conditions that may be present, i.e. the UE shall consider these RAN validity conditions as true.

When the UE can simultaneously route IP traffic to both 3GPP access and WLAN access, then:

-
When the UE has an IARP or ISRP rule that contains RAN validity conditions, the UE shall evaluate all included threshold conditions and the OPI condition, as specified below. The UE shall consider the RAN validity conditions as valid when the OPI condition is true and when either (a) all threshold conditions are true or (b) at least one threshold condition is true, according to the indicator described in bullet 5 of clause 4.8.6.2.

-
The UE shall evaluate a threshold condition by comparing the associated 3GPP access threshold with the corresponding measured value. For example, when a threshold condition is associated with the low RSRP threshold, the UE shall evaluate the condition to true when the measured RSRP value is smaller to the low RSRP threshold. If the associated 3GPP access threshold is not available in the UE (e.g. it is not provided by RAN), then the UE shall consider the threshold condition as false.

-
The UE shall evaluate an OPI condition by performing a bitwise 'AND' operation between the OPI value provided by RAN and the provisioned OPI contained in the rule. If the result of this operation in non-zero, the UE shall consider the OPI condition as true. If the OPI value is not available in the UE (e.g. it is not provided by RAN), then the UE shall consider the OPI condition as false.

-
When the UE is roaming and applies IARP rules from HPLMN and/or ISRP rules from HPLMN, the UE shall ignore the RAN validity conditions that may be present in these rules, i.e. the UE shall consider these RAN validity conditions as true.

* * * End of Changes * * * *

