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1. Discussion

This contribution proposes a new solution for NB-IFOM that is based on clause 7.6.1, "Solution 1: Implicitly triggered flow mobility". The primary characteristic of the solution is that it does not require any routing rules to be exchanged between the UE and PGW.
7.6
Solutions based on implicitly-triggered IP flow mobility
7.6.1
Solution 1: Implicitly triggered flow mobility 

The implicitly triggered flow mobility is achieved through UE routing IP flows via WLAN or 3GPP access without any signaling with the network. The flow mobility may occur e.g. in case one of the access networks becomes available or unavailable.

The routing decisions in the UE are driven by routing policies provided via the ANDSF.

The network maintains a traffic mapping table which indicates the access on which the flows associated with a UE should be routed. When the network detects the movement of some flows from one access network to another, the PGW will send the downlink data to the corresponding access gateway. In order to build the traffic mapping table, the PGW may remembers the destination address and port number of the latest uplink packets and uses them to create “reverse” routing rules such that downlink packets having the same IP address and port number in the source address and source port number fields are forwarded via the same access (i.e. via the access on which the corresponding uplink IP packets were last seen).
Editor’s note: 
It is FFS how the PGW selects the access for unidirectional IP flows.
For this approach, there is no explicit signaling generated each time flow mobility happens.
7.6.2
Solution 2
7.6.2.1
General
The solution specified in this clause assumes that the UE supports a "logical interface". The solution enables network-based IP flow mobility without exchanging routing rules between the UE and the PGW.
7.6.2.2
Description

The solution is characterized by the following features:

1.
As shown in Figure 7.6.2.2-1, the UE implements a logical interface which represents a function in the UE (e.g. a virtual network driver) that exposes a single IP interface to the IP layer and supports one or more data-link connections over different access technologies, e.g. two PDN connections to the same APN, one over 3GPP access and another over WLAN access. This logical interface is outside the scope of 3GPP specifications. However, it is used below in order to better describe this solution.
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Figure 7.6.2.2-1: UE supporting a logical interface for network-based IP flow mobility.
2.
When a new PDN connection to APN-x is established over one access technology, both the UE and the PGW indicate if they want to enable the NB-IFOM capability for this PDN connection. If both want to enable this capability, then the UE instantiates a new logical interface and binds the PDN connection to this interface. 
3.
The UE can bind an additional PDN connection to the logical interface (as shown in Figure 7.6.2.2-1) by requesting another PDN connection to APN-x over a different access technology. This request includes an indication that indicates to the network not to release the existing PDN connection to APN-x and to assign the same IP address to both PDN connections.
4.
When the logical interface is bind to multiple PDN connections over different access technologies, the logical interface in the UE performs traffic steering in the uplink direction: It determines if the PDN connection over 3GPP access or if the PDN connection over WLAN access should be used to forward a packet received from the IP layer. The PGW performs similar traffic steering in the downlink direction.

5.
The logical interface in the UE performs uplink traffic steering based (a) on a Flow Binding Table and (b) on the ISRP for IFOM rules, as explained below. 
The Flow Binding Table is dynamically created and contains a number of records, each one associating an IP flow with an access technology. For example:


Record #1: IP flow A ( 3GPP access



Record #2: IP flow B ( WLAN access

The access technology in a record indicates which PDN connection should be used to route the packets of the associated IP flow.

Every IP flow in the Flow Binding Table is a bi-direction flow: it matches the uplink and downlink packets transmitted over a network socket. For example, IP flow A can match all uplink packets with Protocol=TCP, Destination address=a.b.c.d and Destination port=443 and all downlink packets with Protocol=TCP, Source address=a.b.c.d and Source port=443.

Records in the Flow Binding Table can be timeout and removed, when they remain unused for some time interval (this is an implementation issue).
When the logical interface in the UE receives a packet from the IP layer that matches an IP flow in the Flow Binding Table, it forwards the packet to the access technology associated with this IP flow.

When the logical interface in the UE receives a packet from the IP layer that does not match an IP flow in the Flow Binding Table, it selects an access technology for this flow by using the active ISRP for IFOM rule. It also creates a new record in the Flow Binding Table associating the IP flow with the selected access technology.

When the logical interface in the UE receives a packet from the network, it checks if the Flow Binding Table contains a record with an IP flow that matches this packet.
a.
If the Flow Binding Table does not contain a record matching this packet (i.e. a new incoming flow is received), a new record is created with a new IP flow that is associated with the access technology used to receive the packet. Subsequently, all uplink packets for this IP flow are forwarded over this access technology.
b.
If the Flow Binding Table contains a record matching this packet, it is determined if the access technology in this record is the same as the access technology used to receive the packet. If they are not the same, then the record is updated to associate the IP flow with the access technology used to receive the packet. 
6.
The PGW maintains also a Flow Binding Table that is updated in the same way described above for the UE above. 
7.
The solution does not require the UE to send routing rules to PGW. The UE and the PGW use the same access technology for a certain IP flow by keeping their Flow Binding Tables synchronized as explained above. 
7.6.2.3
Procedures
7.6.2.3.1
Establishment of Initial PDN Connection
The existing PDN connection establishment procedures are used. The only additional requirement is that the UE and the PGW can indicate that they want to enable the NB-IFOM capability for the PDN connection. When both indicate that they support and want to enable the NB-IFOM capability, the UE instantiates a logical interface and binds the PDN connection to this interface.

7.6.2.3.2
Establishment of Additional PDN Connection

The existing PDN connection establishment procedures are used. The only additional requirement is that the UE includes an indication that indicates to the network not to release the existing PDN connection. The UE does not communicate any routing rules to PGW.
It is assumed that the additional PDN connection shares the same IP address(es) with the initial PDN connection.
7.6.2.3.3
IP Flow Mobility Initiated by the UE

The UE can decide to move an existing IP flow from WLAN access to 3GPP access (or vice versa) at any moment, e.g. when a new ISRP for IFOM rule becomes active, when the WLAN connection is lost, etc. In this case, the UE changes the access technology for this IP flow in its Flow Binding Table and transmits the next uplink packet of this IP flow over 3GPP access. This will trigger the PGW to update its own Flow Binding Table and use also 3GPP access for the downlink packets of this IP flow.
Editor’s Note: Handling of unidirectional IP flows that create traffic in the downlink direction only requires further study. In this case, the UE may send a dummy uplink packet to trigger the PGW to switch access.
7.6.2.3.4
IP Flow Mobility Initiated by the PGW

The PGW can decide to move an existing IP flow from WLAN access to 3GPP access (or vice versa) at any moment, according to its own routing preferences and network conditions. In this case, the PGW changes the access technology for this IP flow in its Flow Binding Table and transmits the next downlink packet of this IP flow over 3GPP access. This will trigger the UE to update its own Flow Binding Table and use also 3GPP access for the uplink packets of this IP flow.
Editor’s Note: It is FFS if the PGW can move an existing IP flow to WLAN access without any assistance from the UE.
Editor’s Note: Handling of unidirectional IP flows that create traffic in the uplink direction only requires further study. In this case, the PGW may send a dummy downlink packet to trigger the UE to switch access.
7.6.2.3.5
Loss of WLAN Connection

When the UE losses the WLAN connection, it shall use the 3GPP access to transfer all IP flows that were transferred over WLAN access. In particular, the UE shall transmit the next uplink packets of these IP flows over 3GPP access. This will trigger the PGW to update its Flow Binding Table and use also 3GPP access for the downlink packets of these IP flows. Note that after the UE losses the WLAN connection, the PGW maintains the PDN connection over WLAN for this UE for some time interval (until the TWAG or ePDG initiates the release of the PDN connection over WLAN).
7.6.2.3.6
IP Flow Mobility Collisions

Editor’s Note: Since the UE and the PGW can independently decide to steer a specific IP flow to their preferred access technology, situations may arise where the UE and the PGW attempt to steer the same IP flow to different accesses. How to handle such situations requires further study.
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