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Abstract of the contribution:

According to our analysis, we concluded that only alternative solution 1 can fulfil operators’ requirements. This paper proposes a comparison of the identified solutions regarding “Exclude Usage of a Service/Application from IP-CAN session/TDF session Usage” key issue. SA2 is requested to conclude on the way forward to cover the requirement.
1 Use case

Alice is a subscriber of Mobile Network X and she has the following subscriptions:

1)
Total allowance usage A: 50Mb allowance usage per month for all the traffic toward a defined IP network, in which:

2)
Total allowance usage B: 10Mb allowance usage per month for the streaming service and this part of allowance usage is not accumulated into the allowance usage A.

Mobile network X has a business agreement with sponsor Y, who will pay for the traffic of movies delivered from sponsor Y. Mobile network X also delivers featured services, which is paid by a fixed feature fee, related data traffic will be free for users.
2 Discussion

The four alternative solutions that were proposed in the TR 23.858 are described hereafter. Only solution 2 relies on existing functionalities without adding a new functionnality, the 3 others require additional functionalities: 

1. PCEF/TDF based counting with usage monitoring interface enhancements 
2. Using a new ADC/ PCC Rule by applying existing standardized methods

3. PCRF counting
4. PCEF/TDF based counting by re-using key issue 1 solution "Multiple Monitoring key within a PCC/ADC Rule"
2.1 PCEF/TDF based counting with usage monitoring interface enhancements
The usage of the service data flow (s) / application (s) is simply excluded from the total reported volume of the IP-CAN / TDF session. The PCRF indicates the PCC / ADC Rule (s) for which the corresponding sdf (s) / application (s) traffic volume is not to be counted within the overall IP-CAN / TDF session traffic.
	
	“PCEF/TDF based counting with usage monitoring interface enhancements”
solution

	
	Analyze
	Appreciation

	Impact on the existing PCC procedures
	Introduction of a new PCEF functionality allowing to exclude a PCC / ADC Rule (s) from overall traffic
Impacts on Gx interface
	(

	Operator deployment issues
	No impact
	(

	Configuration & Management
	Easy to configure as there is no impact on existing PCC / ADC rules
No need to duplicate PCC / ADC rules

Dynamic subscription to the pass could be managed 
	(

	Threshold limit detection accuracy
	Accurate detection
	(


Conclusion 1: this solution seems to answer to operators requirements; it allows implementing the use case without configuration complexity. In addition, the solution has a very low impact on the existing PCC architecture.
2.2 Using a new ADC/ PCC Rule by applying existing standardized methods
A new ADC Rule or PCC rule is created in order to match the IP CAN / TDF session's traffic excluding specific sdf (s) or application (s) which should not be counted toward overall session's traffic.
	
	Using a new ADC/ PCC Rule by applying existing standardized methods

	
	Analyze
	Appreciation

	Impact on the existing PCC procedures
	No
	(

	Operator deployment issues
	No impact
	(

	Configuration & Management
	Duplicate PCC / ADC rules for each new pass subscribed

Could be used but only when the operator deployed PCC architecture only for usage monitoring, which is not usually the case
	(

	Threshold limit detection accuracy
	Accurate detection
	(


Conclusion 2: Such solution may make the operator undergo several PCRF/PCEF/TDF configuration difficulties to implement such use case. Plus duplication of the ADC/PCC rules.

2.3 PCRF Counting 
This scenario assumes that the PCRF derives the required usage consumption of the IP-CAN session / TDF session level by deducting the usage of the sdf (s) /application (s) from the total consumed usage of the IP-CAN session / TDF session received from the PCEF / TDF. 
There are two ways for the PCRF to get the usage value of the sdf (s) /application (s) and the total consumed usage value of the IP-CAN session / TDF session:

1)   When the PCRF receives usage report of the IP-CAN session / TDF session level in case of reached volume threshold, if usage monitoring to the sdf (s) /application (s) need to be excluded, then the PCRF requests the usage report from the PCEF / TDF for the corresponding sdf (s) / application (s) monitoring key.

	
	PCRF Counting 

	
	Analyze
	Appreciation

	Impact on the existing PCC procedures
	Introduction of new functionality allowing to PCRF to deduce sdf / application usage from the global allowance
	(

	Operator deployment issues
	Additional signaling traffic due to usage consumption report to the PCRF (over Gx) in order to deduce sdf / application usage
	(

	Configuration & Management
	No need to duplicate PCC / ADC rules

Dynamic subscription to the pass could be managed 
	(

	Threshold limit detection accuracy
	Difficult to reach 100% accuracy, otherwise, important signaling traffic will be generated
	(


2)   The PCEF / TDF are mandated to report the usage consumption of all Monitoring Keys when the volume threshold of IP-CAN session / TDF session level is reached. The PCRF can determine which usage of the specific sdf (s) /application (s) needs to be excluded from the total consumed usage of the IP-CAN session / TDF session.
	
	PCRF Counting 

	
	Analyze
	Appreciation

	Impact on the existing PCC procedures
	Introduction of new functionality allowing to PCRF to deduce sdf / application usage from the global allowance
	(

	Operator deployment issues
	Additional signaling traffic due to usage consumption report to the PCRF (over Gx) in order to deduce sdf / application usage
	(

	Configuration & Management
	No need to duplicate PCC / ADC rules

Dynamic subscription to the pass could be managed 
	(

	Threshold limit detection accuracy
	Difficult to reach 100% accuracy, otherwise, important signaling traffic will be generated
	(


Conclusion 3:  this solution presents difficulty in order to detect usage threshold with accuracy. If the operator wants to reach good usage threshold detection accuracy, it must also consider the increase of signaling on Gx in order to report to the PCRF, in addition to the impact on the nodes performance. 

2.4 PCEF/TDF based counting by re-using key issue 1 solution "Multiple Monitoring key within a PCC/ADC Rule"
The solution re-uses the principles defined in key issue 1 solution "Multiple keys for a single rule" by instructing the PCEF / TDF to not include a PCC / ADC rule in the usage monitoring of the IP-CAN / TDF session traffic by assigning a (session) monitoring key to all rules in addition to their specific monitoring key except for those rule which are to be excluded from the IP-CAN / TDF session overall accumulation.
	
	PCEF/TDF based counting by re-using key issue 1 solution "Multiple Monitoring key within a PCC/ADC Rule"

	
	Analyze
	Appreciation

	Impact on the existing PCC procedures
	Same as key issue 1

Impacts on PCC/ADC rules, introduction of the possibility to configure "Multiple Monitoring key within a PCC/ADC Rule"
	(

	Operator deployment issues
	No impact
	(

	Configuration & Management
	Difficult configuration issues to implement as the monitoring has to be configured in each PCC / ADC rules
Difficulty to manage subscription to the pass
	(

	Threshold limit detection accuracy
	Accurate detection
	(


Conclusion 4: Such solution may make the operator undergo several PCRF/PCEF/TDF configuration difficulties to implement such use case. Plus duplication of the ADC/PCC rules.
3 Intermediate conclusion

According to the previous discussion, we consider that the operator’s requirements presented can be fulfilled only by solution 1 & 2.

4 Configuration issue:
Considering the following use case:  operator X proposes a basic offer with 3GB of traffic, in addition, the subscriber can purchase the following passes during the billing cycle, when the user subscribes to a pass, the related shall not be counted in the 3GB of traffic:
· Streaming pass: Youtube, Channel 1, Channel 2, Channel 3, Channel 4
· Social network: Facebook, Twitter, LinkedIn

· Instant messaging: Whatsapp, Joyn, Google+, Line
· Mails: Yahoo mail, Gmail, Hotmail

Tables below compare the configuration need from PCC rules definition point of view in order to implement such offer.

Configuration based on solution 1:

The operator needs only to configure 17 PCC rules in order to implement usage monitoring for the following 17 services/applications. 

When there is no pass subscribed by the user, the PCRF activates simply the usage monitoring at the session level, the different MK related to different pass (es) are pre-configured but not activated. However, when the user subscribes to a pass, the PCRF only indicates the monitoring key to be excluded from usage monitoring at the session level.

	Services / Applications
	Basic offer

	Youtube
	PCC 1 with MK1

	Channel 1
	PCC 2 with MK1

	Channel 2
	PCC 3 with MK1

	Channel 3
	PCC 4 with MK1

	Channel 4
	PCC 5 with MK1

	Facebook
	PCC 6 with MK2

	Twitter
	PCC 7 with MK2

	LinkedIn
	PCC 8 with MK2

	Whatsapp
	PCC 9 with MK3

	Joyn
	PCC 10  with MK3

	Google+
	PCC 11 with MK3

	Line
	PCC 12 with MK3

	Yahoo mail
	PCC 13 with MK3

	Gmail
	PCC 14 with MK4

	Hotmail
	PCC 15 with MK4

	Rest of HTTP 
	PCC 16 with MK0

	Rest of traffic
	PCC 17 with MK0


Configuration based on solution 2:

As shown in the table, the operator has to configure 32 PCC rules in order to implement the described offer.
The PCRF activates the first 17 PCC rules with the default monitoring key 0 when the user has only the basic offer. However, when a pass is subscribed, the PCRF has to send a different PCC rules with different monitoring key in order to count separately the traffic related to the pass.
	Services / Applications
	Basic offer
	Streaming pass
	Social network pass
	Instant messaging pass
	Mails pass

	Youtube
	PCC 1 with MK0
	PCC 18 with MK1
	
	
	

	Channel 1
	PCC 2 with MK0
	PCC 19 with MK1
	
	
	

	Channel 2
	PCC 3 with MK0
	PCC 20 with MK1
	
	
	

	Channel 3
	PCC 4 with MK0
	PCC 21 with MK1
	
	
	

	Channel 4
	PCC 5 with MK0
	PCC 22 with MK1
	
	
	

	Facebook
	PCC 6 with MK0
	
	PCC 23 with MK2
	
	

	Twitter
	PCC 7 with MK0
	
	PCC 24 with MK2
	
	

	LinkedIn
	PCC 8 with MK0
	
	PCC 25 with MK2
	
	

	Whatsapp
	PCC 9 with MK0
	
	
	PCC 26 with MK3
	

	Joyn
	PCC 10  with MK0
	
	
	PCC 27 with MK3
	

	Google+
	PCC 11 with MK0
	
	
	PCC 28 with MK3
	

	Line
	PCC 12 with MK0
	
	
	PCC 29 with MK3
	

	Yahoo mail
	PCC 13 with MK0
	
	
	
	PCC 30 with MK4

	Gmail
	PCC 14 with MK0
	
	
	
	PCC 31 with MK4

	Hotmail
	PCC 15 with MK0
	
	
	
	PCC 32 with MK4

	Rest of HTTP
	PCC 16 with MK0
	
	
	
	

	Rest of traffic
	PCC 17 with MK0
	
	
	
	


4 Conclusion
According to the previous discussion, we consider that the operator’s requirements presented are not fully covered by the existing functionalities. SA2 is requested to conclude on solution 1 for “Exclude Usage of a Service/Application from IP-CAN session/TDF session Usage” key issue.
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