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Abstract of the contribution: This contribution explains how to configure PCC/ADC Rules to fulfil requirements for key issue#3. The proposal is included as part of on alternative solution 2 described in TR 23.858. 
1.
Use case and requirements for key issue#3

The use cases that are provided for this key issue in TR 23.858 describe that the operator may offer a subscription package that has a monthly quota for data access, except one or several specific services that are excluded from the monthly quota. The excluded services most likely will also have a quota, assuming that the operator wants to limit the usage of their network to prevent abuse. The quota for the excluded services may be provided by the operator but it may also be provided by a Sponsor if the excluded service is sponsored by a 3rd party. The specific example described in key issue#3 is:

Alice is a subscriber of Mobile Network X, she has following subscriptions:
1) Total allowance usage A: 50M allowance usage per month for all the traffic toward a defined IP network, in which:
2) Total allowance usage B: 10M allowance usage per month for the streaming service and this part of allowance usage is not accumulated into the allowance usage A.
It is not explicitly mentioned in the TR, that the usage monitoring functionality defined in Rel.9, enables the operator to provide policy decisions based on network usage. The usage monitoring can be applied to a group of service data flows or to all traffic of an IP-CAN/TDF session in the PCEF/TDF. The problem is that there is no standardized mechanism defined on how usage monitoring for all traffic of an IP-CAN/TDF session except one or several services can be achieved.

In this document we show how this use case can be solved using existing usage monitoring functionality.

2.
How to exclude usage of one or several services from IP-CAN/TDF session usage

One solution to exclude a service from the total usage of the IP-CAN/TDF session is to configure PCC/ADC Rules as follows:

· A PCC/ADC Rule with filters to identify all the traffic to/from the UE IP@ and having a monitoring-key “MK_IP_CAN_non_excluded” assigned. This PCC/ADC Rule has the lowest possible precedence. The usage accumulated under “MK_IP_CAN_non_excluded” will represent all usage on session except the one for the excluded services.
· A PCC/ADC Rule with filters to identify the traffic of the service to be excluded from IP-CAN/TDF session usage. This PCC/ADC Rule is assigned a higher precedence than the PCC/ADC Rule to identify all traffic to/from the UE IP@. The usage may be accumulated under “MK_IP_CAN_excluded”, if policy decisions are associated with their usage.
With this setup the traffic matching the higher precedence PCC/ADC Rule (defined for the excluded services) will not hit the lower precedence catch all PCC-rule which though all other traffic will. The result is that all usage on the session except the usage of the excluded services will be reported in “MK_IP_CAN_excluded”.

The services to be excluded are identified by a service data flow template within the PCC/ADC Rule and their usage is monitored under “MK_IP_CAN_excluded”. Note that those service data flows that should be excluded from the IP-CAN/TDF session usage may also be subject to different enforcement actions; in that case, a PCC/ADC Rule is needed for each service data flow that needs to be treated separately. Each of these PCC/ADC Rules is then assigned a higher precedence than the PCC/ADC Rule to identify all traffic to/from the UE IP@. The usage of these PCC/ADC Rules may be accumulated under “MK_IP_CAN_excluded”, if policy decisions are associated with their usage.
In our understanding, the alternative 2 describes a solution using existing standardized methods; however there is no explanation on how the configuration of the PCC/ADC Rules could be performed for the PCEF/TDF to exclude some service data flows from the IP-CAN/TDF session usage. 

Proposal: Update alternative 2 to describe how to use the precedence to exclude usage of a service data flow from the IP-CAN/TDF session usage.
*** 1st change ***
6.3.2
Alternative Solution 2: Using n ADC/PCC Rules by applying existing standardized methods
If usage of the service data flows need to be excluded from the total reported volume of IP-CAN/TDF session. The following solution can be used;
· A PCC/ADC Rule with filters to identify all the traffic to/from the UE IP@ and having a monitoring-key “MK_IP_CAN_non_excluded” assigned. This PCC/ADC Rule has the lowest possible precedence. The usage accumulated under “MK_IP_CAN_non_excluded” will represent all usage on session except the one for the excluded services.

· A PCC/ADC Rule with filters to identify the traffic of the service to be excluded from IP-CAN/TDF session usage. This PCC/ADC Rule is assigned a higher precedence than the PCC/ADC Rule to identify all traffic to/from the UE IP@. The usage may be accumulated under “MK_IP_CAN_excluded”, if policy decisions are associated with their usage.

With this setup the traffic matching the higher precedence PCC/ADC Rule (defined for the excluded services) will not hit the lower precedence catch all PCC/ADC Rule which though all other traffic will. The result is that all usage on the session except the usage of the excluded services will be reported in “MK_IP_CAN_excluded”.

The services to be excluded are identified by a service data flow template within the PCC/ADC Rule and their usage is monitored under “MK_IP_CAN_excluded”. Note that those service data flows that should be excluded from the IP-CAN/TDF session usage may also be subject to different enforcement actions; in that case, a PCC/ADC Rule is needed for each service data flow that needs to be treated separately. Each of these PCC/ADC Rules is then assigned a higher precedence than the PCC/ADC Rule to identify all traffic to/from the UE IP@. The usage of these PCC/ADC Rules may be accumulated under “MK_IP_CAN_excluded", if policy decisions are associated with their usage.
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*** End of changes ***
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