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Abstract of the contribution: Address the Editor’s Note related to tunnelling between PGW/GGSN and AF in clause 6.1.5.1.3.3.3.
Discussion

For the AF belong to a third party which has no service level agreement with the EPC operator which owns the PCRF, there should be no Rx and any kind of tunnelling mechanism over the interface between PGW/GGSN and AF. In case of no tunnelling protocol between PGW/GGSN and AF, PGW/GGSN shall stop further reporting the RCI to AF.
The following comments were provided during first presentation:

-Clarify examples (e.g. DASH) and why direct transfer method is needed (Ericsson):

Answer: It is an implantation option how to use congestion notifications in conjunction with DASH procedures, but as it is just mentioned as an example we deleted DASH for the sake of avoiding further discussions.

-1st EN should be kept as has no relation to the contribution topic (ALU)

Answer: Following text is added in order to the delete the editor’s note: If there exists a service agreement with 3rd party service provider and network operator exists that the AF takes mitigation measures then the PCRF needs not be involved.
-Secure tunnel can be applied, but special agreement is needed between the operator and the Service Provider (ALU) Answer: Yes, this is now clarified in the text.
-Rx transfer method is already in place. Clarify why this additional direct transfer method is needed (Ericsson)

 Answer: Rx congestion information doesn’t exist today; sending notifications to an AS is another alternative (this implies also different uses cases like video adaptation which require fast adaptations).
=========================START FIRST CHANGE=================================

6.1.5.1.3.3
RCI transfer to the TDF/AF

6.1.5.1.3.3.1
General

If usage of congestion mitigation measures per congestion level may be required without PCRF involvement, the RCI transfer from the GGSN/PGW to the TDF/AF may be implemented by using one of the methods illustrated in the following sections.

The AF may subscribe to congestion information via Rx or the PGW decides based on configuration to send congestion information to the PCRF or TDF/AF.

The sending of congestion notifications to an AF is dependent on the operator configuration. The AF can be inside or outside the operator network. If the AF is outside the network, service level agreements need to be in place. The AF must be capable to interpret the received congestion notification in order to take the appropriate actions. Examples of AFs which may benefit from receiving congestion notifications are adaptive video streaming servers (e.g. downsize video resolution by changing the video codec) or web proxy servers (e.g. content optimisations like picture removal or data compression). If there exists a service agreement with 3rd party service provider and network operator exists that the AF takes mitigation measures then the PCRF needs not be involved.

In case of RCI transfer to the TDF/AF without PCRF, the granularity of applying the RCI value is per application. In contrast, if RCI is transferred to the PCRF, or if enforcement is performed by the PCEF, the granularity of applying the RCI may be also per bearer. 
Based on operator policies (e.g. used APN, the availability of tunnelling protocol between PGW/GGSN and AF or destination IP address) the PGW/GGSN determines whether to transfer the RCI to TDF/AF.
6.1.5.1.3.3.2

Reporting RCI in DSCP / tunnelled DSCP

The PGW/GGSN translates the RCI into a DSCP value in the IP header towards the TDF/AF. 

NOTE 1:
Marking of DSCP bits for this purpose can interfere with appropriate traffic handling in some operator transport networks. The DSCP marking may also get remarked by routing entities within the operator networks.
Editor's Note: It is FFS whether usage of DSCP marking is appropriate in case of providing RCI.

To avoid interference with DSCP markings used in operator’s transport networks, alternatively the PGW/GGSN may tunnel packets to the TDF/AF and report the RCI within the DSCP of the inner IP packet. This ensures that DSCP markings used in the operator’s network can still be applied to the outer DSCP field of the tunnel in order to keep the transport network unaffected. Examples of tunnels which may be used are: GRE, IP-in-IP tunnel, depending on implementation. The TDF/AF is required to replace the DSCP marking with operator defined values based on configuration. 
NOTE 2:
Since in this solution, once the congestion is detected, the RCI is included in all uplink GTP-U packets, the transfer of RCI from the GGSN/PGW to the TDF/AF shall be supported for all uplink IP packets.
NOTE 3:
Usage of DSCP / tunnelled DSCP can be done in case only the RCI needs to be reported to the TDF/AF. If the AF is outside the operator’s network, then a tunnel between the PGW and the AF is required.
6.1.5.1.3.3.3

Reporting RCI as a Network Service Header

The PGW/GGSN reports the RCI to TDF/AF and may report other information, e.g. cell ID or RAT type to the TDF as context data using a Network Service Header (NSH) [12]. The information reported to AF depends on operator configuration. The NSH must be removed by the TDF/AF. If the AF is outside the operator’s network protection communication via a secure tunnel may be required which requires an agreement between the operator and the service provider.

NOTE:
A Network Service Header (NSH) supports adding metadata to a packet.  The packets and the NSH are then encapsulated in an outer header for transport. One example for NSH encapsulation is GRE as illustrated in section 5 of [12]. The details of how to encode RCI and optionally cell ID and RAT type as NSH context data is up to Stage 3.
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